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1.1

1.2

1.2.1

1.2.2

Chapter 1 Activation

Overview

Overview

Open the local browser in the specified version and enter the default IP address and port number of the server in the

address bar to activate Smart InfraSight: https://192.168.0.251. After Smart InfraSight is successfully activated, you
can use the related functions.

Functional Module

For more information about the activation function, see section 1.3 "Specific Functions."

Quick Start

Quick Deployment Procedure

To activate Smart InfraSight functions, perform the following steps:

[1] Obtain the activation code.

[2] Enter the correct activation code to activate the system.

[3] Set the email address of the system administrator (admin).

[4] Set the login password of the system administrator (user name: admin).

[5] Configure the mail server.

Example

This section describes how to activate Smart InfraSight.

Obtaining the activation code

If Smart InfraSight is not activated, it automatically redirects to the activation page after you start Smart InfraSight.
You or authorized commissioning engineer can call the customer service hotline and advise the customer service
personnel of the feature code of Smart InfraSight. After verifying the user ID, the customer service personnel will
notify the user of the Smart InfraSight activation code. Figure 1-1 shows the activation page.

W9 VERTIV.

IDENTITY CODE:

0924-DBF1-9E1F

ACTIVATION CODE:

Please authorize the commissioning engineer to

get the activation code

Figure 1-1 Activation page
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1.3

1.3.1

Activation

Fill out the activation code and click Enter to complete activation. Set the email address of the system administrator
(admin), password of the system administrator (user name: admin), and mail server. Then, you can use the system.

Specific Functions

Activating Smart InfraSight
Obtaining the activation code
If Smart InfraSight is not activated, it automatically redirects to the activation page when you access any page. You or
authorized commissioning engineer can call the customer service hotline and advise the customer service personnel
of the feature code of Smart InfraSight. After verifying the user ID, the customer service personnel will notify the user
of the Smart InfraSight activation code. Figure 1-2 shows the activation page.
¢ VERTIV
0924-DBF1-9E1F
Please authorize the commissioning engineer to
get the activation code
Figure 1-2 Activation page
B8 Note

1. The feature code of each Smart InfraSight is unique.

Activation

1. Fill out the activation code and click Enter, as shown in Figure 1-3.

&% VERTIV.

IDENTITY CODE:

0924-DBF1-SE1F

ACTIVATION CODE

Please authorize the commissioning engineer to

get the activation code

Figure 1-3  Activating RDU-M
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2. If the activation code is correct, the activation operation is completed, and the system automatically redirects to the
system administrator's email address page, as shown in Figure 1-4.

W@ VERTIV.

EMAIL:

Invalid email address

Figure 1-4  Setting the email address

(B8] Note
1. If the activation code is incorrect, the system prompts "Incorrect activation code".

2. If Smart InfraSight has already been activated and you enter the correct activation code on the activation page
again, the system prompts "The product has been activated" and redirects to the homepage or login page.

3. If Smart InfraSight has already been activated and you access the system again, the system automatically skips
the activation page and displays the login page (if the system initialization setting is not completed, the system
displays the initialization setting page).

3. After entering the correct email address and setting the system administrator's email address, the system redirects
to the page for setting the system administrator's login password (user name: admin), as shown in Figure 1-5.

a V E RT I V.. Password Criteria

10128 alphanumeric characters
PASSWORD: Q O Atleast1 uppercase letter

© Atleast 1 lowercase letter

© Atleast 1 number

'CONFIRM PASSWORD:

Figure 1-5 Setting the login password of the system administrator (admin)

4. After you set the system administrator login password that meets the specified requirements, the system
automatically redirects to the page for selecting the mail server configuration, as shown in Figure 1-6. You can
immediately configure the mail server or click the Skip button to configure the mail server in System Management >
Notification Settings later.
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W9 VERTIV.

This application needs an email server to
send notifications and alerts. If you don't
configure it you won't be able to reset

your password.

Figure 1-6 Selecting whether to skip mail server configuration

If you select CONFIGURE SERVER, the system redirects to the mail server configuration page, as shown in Figure
1-7. Enter EMAIL HOST, PORT, USERNAME, and PASSWORD, and select Use TLS or not, and click CONTINUE
to complete the mail server configuration.

W9 VERTIV.

Figure 1-7  Configuring the mail server
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5

5. After confirming the system initialization configuration, you can start to use Smart InfraSight. Username is the
default user name of the system administrator (admin, which cannot be changed), and Email is the email address
bound with the user name.

¢ VERTIV.

Confirm information below:

Username:  admin
Email:  test@vertivco.com

Server Host:  example.com

Figure 1-8 Configuring the mail server
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Chapter 2 Login

2.1 Overview

2.1.1 Overview

After you activate Smart InfraSight and complete the initialization configuration, you need to log in to the system
before operation.

2.1.2 Functional Module

For more information about the login function, see section 2.3 "Specific Functions."

2.2 Quick Start

2.2.1 Quick Deployment Procedure

To log in to Smart InfraSight, perform the following steps:
[1] Enter the correct user name.

[2] Enter the password that matches the user name.
2.2.2 Example

This section describes how to log in to the activated Smart InfraSight.

Entering the user name and password

W9 VERTIV.

USERNAME:

admin|

PASSWORD:

Forgot Your Password?

Figure 2-1 Login

2.3 Specific Functions

2.3.1 Login

Login

Enter the user name and password, and click LOGIN.
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¢ VERTIV.

USERNAME:

admm|

PASSWORD:

Forgot Your Password?

Figure 2-2 Login

Forgot password
On the login page, click Forgot Password, enter USERNAME and EMAIL on the Forgot Password page, and click

SUBMIT.
W0 VERTIV.
Forgot Password
USERNAME:
Figure 2-3 Forgot password
(B8] Note

The entered user name and email address should match the account. Otherwise, the system will not send the email.

The user name cannot contain single and double quotation marks, slashes, backslashes and vertical bars in English
language.

2.3.2 Profile and Help

Viewing Help

After logging in to the system, click the drop-down menu button on the right side of the user name (admin in the
figure) in the upper right corner, click the Help menu to pop up a dialog box for selecting the document type, and
select the Chinese or English version of the help document to view and download the file.
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@
admir

SYSTEM

Help

About

Profile

Help

Please select the language version that will be downloaded:

"

Viewing About

TRELLIS™SMART INFRASIGHT V2.0

User Manual

Figure 2-4  Viewing Help

After logging in to the system, click the drop-down menu button on the right side of the user name (admin in the
figure) in the upper right corner, click the About menu to pop up a dialog box for viewing the software information.

@
admir

SYSTEM

Help

About

Viewing Profile

Vertiv™™ Smart InfraSight

Application Version 3.0.0

Vertiv and the Vertiv logo are registered trademarks or trademarks of Vertiv Cc

Figure 2-5 Viewing About

After logging in to the system, click the drop-down menu button on the right of the user name (admin in the figure) in

the upper right corner, click the

Profile

o
menu to display the User Profile page.

@
admir

SYSTEM
Help

About

USER

I Profile I

Figure 2-6 Viewing Profile
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User Profile

Your Password

Enter the password you want associated with this account

NEW PASSWORD: CONFIRM PASSWORD:

Contact Information

Enter the email address and phone number fo receive nofifications

Email Address Phone Number @

Figure 2-7 User Profile page
Changing the user password

Choose User Profile > Your Password. After you click the #" icon on the right side, the input box becomes
editable. Enter the new password in the input box, confirm the password, and click SAVE.

User Profile

Your Password

Enter the password you want associated with this account

NEW PASSWORD (2] CONFIRM PASSWORD:

Figure 2-8 Changing the user password
Modifying the contact information
Choose User Profile > Contact Information. After you click the 7" icon on the right side, the input box becomes

editable. Enter Email Address and Phone Number in the input box, and click SAVE.

Contact Information

Enter the email address and phone number to receive notifications

Email Address Phone Number @
zhineng zou@vertivco.com = - +1

To configure notifications c

Figure 2-9 Modifying the contact information

a Note

1. In principle, Email Address is mandatory and it must contain letters or digits, the "." symbol, and at least one "@"
symbol in the middle.

2. For Phone Number, select the country and then enter the phone number.

Smart InfraSight User Manual
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Logout

Click the drop-down menu button on the right side of the user name and click Sign Out. The current user logs out of

the system.
D
& o) adm

Profile
Figure 2-10 Logout

Smart InfraSight User Manual
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3.1

3.1.1

3.2

3.2.1

Chapter 3 Homepage

Overview

Overview

The monitoring homepage is a data platform that collects data of the RDU and makes the data intelligent and
standardized. The homepage is a module used to display the main monitoring data of Smart InfraSight. The main
page is a configuration tree. Click on each node to enter the monitoring homepage of the corresponding site.
Currently, Smart InfraSight supports three types of sites: Smart Aisle, Smart Cabinet, and Smart Row.

Functional Module
The homepage introduces general site homepage information. For more information about the homepage, see
section 3.3 "Specific Functions."

® General homepage introduction

Recommended Client Hardware Configuration

® Recommended client hardware configuration: Memory: 4 GB or higher; CPU: 8 cores or higher; computer with
independent 2 GB video RAM or higher

Browser Requirements and Language Settings

Recommended browser: Google Chrome 73 or later; Firefox 66 or later; Edge 87 or later
Recommended resolution: 1920*1080; minimum resolution: 1600*900

For the Edge browser, the software language is consistent with the current system language. For other browsers, you
can set the language in browser settings.

Entering the Homepage

Open the browser, enter the default IP address and port number of the server (https://192.168.0.251) in the address
bar, and enter the correct user name and password to display the homepage.

Quick Start

Quick Deployment Procedure

To ensure that Smart InfraSight homepage displays data normally, perform the following steps:
[1] Discover the RDU device and add it to the monitoring function.

[2] Edit the area (optional).

[3] Open the monitoring homepage and enter the specific site configuration page.

[4] Configure the Smart Aisle site (optional).

Example

The general homepage contains four types of sites: Smart Aisle site, Smart Row site, Smart Cabinet site, and general
site. Add the four types of sites to the monitoring system on the monitoring page.

Smart InfraSight User Manual
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Discovering the RDU device and adding it to the monitoring function

When searching for the RDU device, you need to make some basic configuration in RDU-A: Allow Smart InfraSight to

access the current RDU-A, click , click

on the configuration tool menu, enter the RDU search

page, and enter the IP segment where the collector RDU is located. As shown in the following figure, enter the IP

segment from 10.163.104.1 to 10.163.104.255.

% Smart InfraSight

0 | Device Management
RDU Discovery

Device Configuration Monitoring Type

Monitoring Unit - 10.163.104.1

Latest Search_2021-04-11 10:29:06
Latest Search_2021-04-02 15:28:58

Latest Search_2021-04-01 19:27:02

Discovery Result

Starting IP Address

Ending IP Address

10.163.104 255

10.163.104.1-10.163.104.255
10.169.42.1-10.169.42.255

10.163.104.123-10.163.104.123

RDU TYPE

Figure 3-1 RDU search page

Timeout(unit:second)

6

Monitoring Unit
Monitoring Unit

Monitoring Urit

STATUS

Click = to search the RDU device, as shown in the following figure.

Discovery Result

P
v 10.163.104.127
Location type: Area Name:
Smart Aisle
Smart Row
Smart Cabinet
General Site
v 10.163.104.125
Location type: Area Name:
Smart Aisle
Smart Row
Smart Cabinet
General Site
> 10.163.104.123
P 10.163.104.121
> 10.163.104.135
Figure 3-2

Select the desired RDU device.

RDU TYPE

RDU-AG1

Default Area + Location Name:

RDU-AG1

Default Area + Location Name:

RDU-AG1
RDU-A G2

RDU-A G2

Searching for the RDU device

STATUS

RDU_10.163.104.127

RDU_10.163.104.125

(]

o & ) admin ~

FOLD

FOLD

Select the site type, including Smart Aisle, Smart Row, Smart Cabinet, and general site. The site type is defaulted to

Smart Aisle.

The system automatically selects the Default Area. If you need to select other areas, refer to Editing Area Name. By
default, the site name is in the RDU_IP format. You can modify the area name if needed.

Smart InfraSight User Manual
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Click e to add the discovered RDU device to the monitoring function.

After the RDU is added to the monitoring function, you can view the corresponding site on the monitoring page.
Taking site RDU_10.169.42.185 as an example, the homepage is displayed as shown in the following figure.

¢ Smart InfraSight P S 0 -

. | Monitoring 3D ~ Power ~ Server v Device Detail

v ®c
© Center Computer Room Score Site Overview
v [[ Default Area

Cooling System  Environment

(4 RDU_10.163.104.121 §
Power 62 © RDU_10.169.42.185
%

2 RDU_10.16:

(4 RDU_10.163.104.123 §

o Avg PUE(30 days): 0
Max PUE(30 d: 0
.\ PUE No Data © 7

Environment Cooling Min PUE(30 days): 0

0406 0407  04-08  04-09  04-10 0411 0412

Heat Map Assets Statistics Power Consumption

23:00

oc 1 2 o i consumption of today:
B Soon Expire v [
12:00 - = 12
20C H
600 Expired z
1:00 H
| [ 0 2 5
& S 40 S0

No Warranty
Y 04/05 04/07 04/08 04/03 04/10 04/11 04/12

Figure 3-3 Monitoring page

Editing the area (optional)

The homepage has the Center node only. If an RDU is added to the monitoring function, it is mounted to the Default
Area node by default.

If you need to use other areas instead of the default area, click - suffixed to the site of a sub-node on the
navigation tree on the homepage. An operation menu is displayed, on which you can add, edit, or delete the area and
3D configuration, as shown in the following figure.

| Monitoring

v @ Center

+ Expand All
4+ Collapse All

© Add Area

7/ Edit

¥ Delete

3D Configuration
(J RDU_10.163.104.123

Figure 3-4 Pop-up shortcut menu

The function of editing the area can mount the RDU to an appropriate area and display the RDU on the search page.
In addition, this function makes the site structure on the homepage more reasonable.

1. Add an area name.

(1) click - on the right side of Center and click Add Area on the pop-up operation menu. The Add Area page is
displayed, as shown in the following figure.

Smart InfraSight User Manual
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Add Area
|

+ Expand All

+ Collapse All Name

| |

/' Edit

B Delete

CLOSE

3D Configuration

Figure 3-5 Add Area page

(2) Enter the new area name, for example, Boston, as shown in the following figure.

Add Area

Name

Boston|

Figure 3-6 Entering the new area name

(3) Click! o go back to the homepage.

| Monitoring

1]
~ [ Default Area
! RDU_10.169.42.185
/ RDU 10.163.104.12

£ RDU_10.163.104.12

Figure 3-7 Area management page

The Boston area has been mounted to the Center node. To add other areas to the Center node, repeat steps 1 to 3.

To add an area to the Boston node, click - on the right side of the Boston node, and repeat steps 1 to 3.

2. Modify an area name.

Click - on the right side of the desired area to display the operation menu, as shown in the following figure.

© Add Area
7 Edit

@ Delete

- -

Figure 3-8 Operation menu

Click # Edit to display the Edit Area page, and change Boston to New York, as shown in the following figure.

Smart InfraSight User Manual
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Edit Area
Name
New York]
Figure 3-9 Edit Area page
Click , as shown in the following figure.

| Monitoring

v @ Center
v [} Default Area
(7 RDU_10.169.42.185

{# RDU_10.163.104.121

Figure 3-10 Area management page

After editing the area, click | The monitored area is added to the RDU discovery result page, where you can
select the area name, as shown in the following figure.

Discovery Result

P RDU TYPE STATUS
v 10.169.42 185 RDU 501
Location type : Area Name : ; . :
E Location Name: RDU_10.169.42 18¢
2 Smart Aisle Boston a
Smart Row
Smart Cabinet
General Site

Figure 3-11 Adding the monitored area to the discovery result page

3. Go back to the monitoring homepage and click H on the right side of any area-level site to edit or delete the
current site, perform 3D configuration, switch to a new area, and redirect to the RDU operation, as shown in the
following figure.

f# RDU 10.169.42.185

© Add Area
# Edit

& Delete

3D Configuration

& Translocated
@ Go To RDU

Figure 3-12  Site operation page

Click # Edit. The Edit Location page is displayed, on which you can edit the current site name and view the
location type and location-bound RDU of the current site, as shown in the following figure.
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Edit Location

Name

‘ RDU_10.169.42.185 ‘

Location type

Smart Aisle

Location-bound RDU

RDU-10.169.42.185

CLOSE

Figure 3-13 Editing the site name
After the site name is edited, click Save to save the configuration.

If you click W Delete  the Delete dialog box is displayed, alerting the impact that may be caused by the deletion
operation, as shown in the following figure.

A Delete the associated RDU: RDU-10.169.42.185

/A Delete the associated 3D configuration

Attention! This deletion will affect the other pages! Please confirm whether
you are going to delete or not.

CLOSE

Figure 3-14 Delete dialog box

Click 3D Configuration  to enter the 3D configuration page of the current site. For specific operations, see the 3D
configuration description in Chapter 6 (Note: Currently, 3D configuration is available only to Smart Aisle and general
site).

Click @ Translocated 5 adjust the area where the current site is located, as shown in the following figure.
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Change to the Other Area

Current Relationship:

Default Area e  RDU_10.169 .42 185

Available
Area:

Default Area E]

CLOSE

Figure 3-15 Change to the Other Area page

Select the target area from the Available Area drop-down list box, and click CONFIRM. The current site is
transferred to the target area.

Click @ GoToRDU The system redirects to the RDU intelligent monitoring unit page.

3. Go back to the monitoring homepage and enter the specific site configuration page.

Click "."1 to open the monitoring homepage. By default, the system selects the Center node. Select and click the
site to be configured, for example, the site with address 10.169.42.185, as shown in the following figure.

¢ Smart InfraSight

| Monitoring lonitc =nte D ~ Power Server - Device Detail

v @ ce i i
7} Center Computer Room Score Site Overview

~ [ Default Area

Power Distribution Environment

J RDU_10.163.104.121 § T
Power 6 2
= RDU_10.163.104. H E %

j RDU_10.169.42.163  §

[11 Boston

PUE

Environment Cooling - .

Heat Map Assets Statistics Power Consumpti

23:00 s Fnnemantinn nf e

Figure 3-16  Site configuration on the monitoring homepage

The homepage contains six modules: Computer Room Score, Site Overview, PUE, Heat Map, Assets Statistics,
and Power Consumption, where PUE, Heat Map, and Power Consumption modules do not have data and need to
be configured separately, and the Computer Room Score, Site Overview, and Assets Statistics display the data of
the current site by default.

The configuration procedure is the same for all types of sites. This section takes Smart Aisle as an example.
Configuring the Smart Aisle site

1. Configure the heat map.
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The Smart Aisle homepage displays the shape of the 24-hour temperature trend of the computer room in the past 30
days through a heat map. You can click the configuration tool icon to configure the display of the heat map. The
procedure is as follows:

Hover the cursor in the upper right corner of the Heat Map page to display the button, as shown in the following
figure.

Heat Map O

- -
23:00 i
18:00 = .
12:00 =
20°C
B:00
1:00 l
I \."‘ﬂ \"-’._ \-T"ﬂ AP :’_ "‘i:'\ 'l:c Ui T\\ o "\}-' Q(-'\ \'2,-"\;_9 \\N\'-_’ 40°c
FrPrdrrre MR

Figure 3-17 Configuring the Smart Aisle heat map

Click Config to display the heat map configuration page, as shown in the following figure.

Minimum temperature 19 °C  Maximum temperature 4p i

@®ALL O Hot Aisle

CANCEL

Figure 3-18 3D configuration page of Smart Aisle

By default, Minimum temperature is 10°C and Maximum temperature is 40°C. Select All. You can directly enter the

temperature value or click * suffixed to the input box to adjust the temperature. Then, click . The heat map
automatically adjusts the temperature legend based on the input value. In this example, Minimum temperature is set
to 0°C and Maximum temperature is set to 100°C, and All is selected. The page is displayed as follows after the
configuration is saved.

Heat Map
23:00 e
18:00 .
12:00
50°C
6:00
1:00 I
A R G A U L S OO TOO
e A A e el S S G i S

Figure 3-19 Displayed heat map after configuration

2. Configure the PUE (mandatory).

The PUE can only be configured manually instead of automatically. For more information about the configuration, see
the PUE configuration. Simple configuration is as follows:

Click @ to enter the PUE Consumption page. Click PUE Configuration. The page is as shown in the following
figure.
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- (2]
a Smart InfraSight = é“ ) admin ~
0 | Power Consumption PUE Configuration

Consumption Configuration

o ? m Q

NAME 4 DATEITIME CREATED DATEITIME MODIFIED

Figure 3-20 PUE Configuration page

Click @ to add new PUE configuration. The Add New PUE Configuration page is displayed, as shown in the
following figure.

& Add New PUE Configuration

PUE Configuration
Name
Calculation Options

Select One

O T Devices, Facility Devices
Total Energy, IT Devices

Total Energy, Facility Devices

Figure 3-21 Add New PUE Configuration

Enter PUE configuration name in Name and select Calculation Options. Click e to save the configuration, as
shown in the following figure.

< Add New PUE Configuration

PUE Configuration

Name
Calculation Opt

Select One

PUE Configuration1

5) IT Devices, Facility [
Total Energy, IT Dev

Total Energy, Facility

Figure 3-22 PUE calculation

Select the corresponding device used for PUE calculation. The system performs simple addition and subtraction
calculations for each option, as shown in the following figure.
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IT Devices Facility Devices

LOCATION DEVICE NAME +  DATAPOINT NAME - LOCATION DEVICE NAME *  DATAPOINT NAME

¢ Add Devices to IT

Select Location Select Device Select Device Datapoints
RDU_10.169 42 185 :

DEVICE NAME 4 DEVICE TYPE DATAPOINT NAME ENRYE

UPS_ADAPTPM_1 upPs No Datapoints Found

Figure 3-23 PUE calculation for the device

On the following page, you can make adjustments to the values.

IT Adjustments Facility Adjustments
Name Adjustments (kWh) Name Adjustments (kWh)
Description Description
s 5

Figure 3-24 Value adjustment

Click to go back to the PUE Configuration page, where you can view the added PUE configuration, as shown
in the following figure.
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PUE Configuration
MNAME + DATE/TIME CREATED DATE/TIME MODIFIED
Figure 3-25 Back to PUE Configuration page
Click . Hover the cursor in the upper right corner of the PUE page to display the button. Click the button to

display the Config page, and associate the PUE configuration, as shown in the following figure.

PUE )

Config

Select PUE Configuration

PUE Configuration

Figure 3-26  Selecting the PUE configuration
Select the PUE configuration to be configured and click SAVE.
3. Configure the power consumption bar graph (mandatory).

The power consumption bar graph can only be configured manually instead of automatically. For more information
about the configuration, see the power consumption configuration. Simple configuration is as follows:

Click No Consumption Configuration, as shown in the following figure. The system automatically redirects to the
Consumption Configuration page.

Power Consumption

Figure 3-27 Power consumption configuration button

On the Consumption Configuration page, click @ in the upper right corner to display the Add Consumption
Configuration page. The following figure shows the specific operation.
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O SmartInfraSight [

0 | Power Consumption

Consumption Configuration

PUE Configuration

NAME 4 ASSOCIATION SITE ENABLED

g & )  admin ~

m o

DATEITIME CREATED DATE/TIME MODIFIED

Figure 3-28 Consumption Configuration page

On the Add Consumption Configuration page, enter the consumption configuration name in Name. Click © inthe
upper right corner of the Consumption Signals pane to display the Select Consumption Signal dialog box, as

shown in the following figure.
< Add Consumption Configuration

Name

Consumption Signals

LOCATION DEVICE NAME

No Datapoints Found

DATAPOINT NAME

Select Consumption Signal X

Select Location
RDU_10.163.104.121
Select Device

AMM_YD2015_1

DATAPOINT NAME

Positive-phase Active Power Energy

Negative-phase Active Power Energy

Figure 3-29 Select Consumption Signal dialog box
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Select the location and device from the drop-down list boxes. Select the signals in the table. Click

In addition, you can enter the corresponding name and value to adjust the consumption values on the Consumption
Adjustments page, as shown in the following figure.

Consumption Adjustments

Name Adjustments (kWh)

Description

Figure 3-30 Consumption Adjustments page
Select the site to be associated and click to save the current consumption configuration, as shown in the

following figure.

Association to Locations

RDU_10.169 42 185

CANCEL

Consumption Configuration

NAME + ASSOCIATION SITE ENABLED DATE/TIME CREATED DAT

Figure 3-31 Association to Locations

After the consumption configuration is completed, click to go back to the monitoring homepage. Select the
associated site to view the power consumption bar graph.

3.3 Specific Functions

3.3.1 Map Navigation

Quick Deployment Procedure

By default, Smart InfraSight homepage contains two parts: Center and Default Area. You can add an area in the
following steps (see Editing the Area):

[1] Click E on the right side on the navigation tree to display the operation menu.

[2] Click Add Area on the operation menu.

After you add the area, it is displayed on the monitoring homepage.

1. Configure the background for an area.

Select to enter an area. Click the settings button in the upper right corner to display the operation menu that contains
the Edit Background and Edit Location options. Click Edit Background. Enter the background image list page.
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¢ SmartInfraSight

Monitoring Map Navigation 3D

© ® Center

ik Default Area
) RDU_10.169.42.185 }
/ RDU_10.163.104.121 }
= RDU_10.163.104.125
RDU_10.169.42.163 }

Boston

Figure 3-32 Background image list page

Select a background image and click SAVE. The image is set as the background of the corresponding area.

¢ Smart InfraSight

Monitoring Map Navigation 3D

© ®) Center

~ [} Default Area

RDU 10.169.42.185

RDU_10.163.104.121 ¢ -
= RDU_10.163.104.125 } g Thrg T

{RDU_10.169.42.163

Default image » Defaultimage g
Eoton : Asia.png China jpg Multiple Smart Ai..
- ) = ‘
I %% png New York png
~‘ Smart InfraSight
n) Monitoring Map Navigation 3D
o @) Center

v [[l Default Area
RDU 10.16942.185 i
/RDU_10.163.104.121 §

= RDU_10.163.104.125 3

'RDU_10.16942.163

Boston

Figure 3-33 Setting the background
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2. Change the background of an area.

Click the settings button in the upper right corner to display the operation menu to enter the background image list
page. Click the desired background image and click SAVE.

¢ Smart InfraSight

Monitoring Map Navigation 3D

© : Center

v [l Default Area

/RDU_10.169.42.185 §

 RDU_10.163.104.12
= RDU_10.163.104.12!

RDU_10.169.42.163 %

» Defaultimage

[} Boston

Multiple Smart Ai...

Park.jpg

China.jpg

I %#&.png New York.png

Figure 3-34 Changing the background of an area

3. Edit the site location.

Select to enter an area. The page displays all sites in this area. Click the settings button in the upper right corner and
select Edit Location.

The page for editing the location is displayed, as shown in the following figure.

¢ Smart InfraSight

| Monitoring Map Navigation 3D

L Center
v [ Default Area

RDU_10.169.42185 }
/RDU_10.163.104.121 }
= RDU_10.163.104.125 }

/ RDU 10.169.42.1

Boston

Sy

Figure 3-35 Editing the location

Drag and drop the site icon to a desired location. Click SAVE in the lower right corner.

4. Upload a custom background image.

Click the settings button to enter the Map Navigation list. Click the "+" button. The Add Image page is displayed, as
shown in the following figure.
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Add Image

Choose image file Browse

CANCEL

Figure 3-36 Add Image page

Enter the image name, select the image path, and click SAVE. (You cannot upload an image with the same name,
and the size of the image cannot exceed 10 MB.)

(BA] Note
1. The image name only supports three types of special characters, namely, "-","_" and ".".
2. The system only supports PNG, JPG and GIF image formats.

Add Image

Name

New York

Choose image file Browse

CANCEL

Figure 3-37 Uploading a custom background image
5. Delete a background image.

Delete

X
Enter the image list. Click — ; in the upper right corner of the desired background image and click Delete. The
Delete dialog box is displayed. Click CONFIRM.

(The default image cannot be deleted.)

Delete

Attention! Please confirm if you are going to delete the image b
?
Figure 3-38 Deleting a background image

3.3.2 Area-level 3D Configuration

You can enter the 3D configuration page from the area on the monitoring homepage in two ways:
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(1) For the area without 3D configuration, switch from the Map Navigation page to the 3D page, as shown in the
following figure.

¢ Smart InfraSight

. | Monitoring 3D
L] -
-H

~ |
Gz Boston

~ (14 Default Area

7/ RDU_10.169.42.185 }

{ RDU_10.163.104.121 }

= RDU_10.163.104.125 }
/RDU 10.169.42.163 i

m

Figure 3-39 Entering area-level 3D configuration mode (1)

(2) Click B atthe right part of an area sub-node. On the displayed operation menu, select 3D Configuration. The 3D
configuration page is displayed, as shown in the following figure.

© Add Area
7/ Edit

@ Delete

3D Configuration

Figure 3-40 Entering area-level 3D configuration mode (2)

On the 3D configuration page, make 3D configuration for the current area. For more information about the
configuration method, see 3D Configuration in this manual.

3.3.3 Monitoring Homepage

The site monitoring homepage contains the following parts: Monitor Center, 3D, Power, Server, and Device Detail.

(1) The Monitor Center page displays the current site information in different dimensions and ways from a global
perspective, including the computer room score, site overview, basic asset information, current PUE value,
temperature change trend, and power consumption change bar graph. The following figure shows the specific
information displayed on the page.

@ Smart Infrasight

3D ~ Power - Server = Device Detail
Computer Room Score Site Overview

Power Distribution Cooling Systen Environment

J RDU_10.163.104.121 § PE - o
Power . . — 6 2
= RDU_10.163.10 H 1 o

JRDU 10.169.42163 £

|J Boston

PUE

Environment Cooling - .

Heat Map Assets Statistics Power Consumptis

22:00

cwrmntinn of tarda

Figure 3-41 Monitor Center page
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Specific information is as follows:
® Computer Room Score

The system displays the current running status of the site in a radar chart in terms of power distribution, cooling, and
environment, facilitating you to make adjustments according to the site running information.

® Site Overview

This pane displays the site type, site name, device offline rate, RDU-A IP address, temperature, and other information,
helping you obtain the basic information about the site.

® PUE

This pane displays the PUE statistics of the site, including the PUE value yesterday, 30-day statistics, and weekly
PUE change curve.

® Heat Map

This pane displays the temperature change trend of the computer room for 24 hours in the past 30 days in a form of
heat map. The temperature trend of each day is represented by a bar on the heat map, helping you intuitively
understand the temperature change trend of the computer room.

® Assets Statistics

This pane displays statistics of the following types of assets: UPS, air conditioner, power distribution, and server,
helping you obtain basic information about the site assets.

® Power Consumption

This pane displays the power consumption bar graphs of the past 7 days, past 30 days, and past 12 months. You can
view the desired power consumption information through different configurations.

(2) The 3D page displays the 3D, space capacity, power distribution capacity, thermal view, and heat map, helping
you intuitively understand the current site status. For more information about the configuration, see 3D
Configuration.

(3) The Power page consists of two parts: power distribution and cooling. The device situations of the site are
intuitively displayed through line graphs and flow graphs. For details, see Standalone Site Power/Cooling
Monitoring in this manual.

(4) The Server page consists of two parts: server and console device. The basic information of the server is intuitively
displayed in the form of a table. In addition, you can perform other control operations through the operation buttons
on the table. For details, see IT Management in the manual.

(5) The Device Detail page mainly displays the specific information about the devices on the current site. The
following figure shows the information displayed on the page.

Monitoring Center 3D ~ Power ~ Server ~

Devices

@ AC_GENERAL_1 D Name Value Sample Time

@ AC_GENERAL 2 1 Communication Status Failure 2021-04-13 10:26:35
@ ACC_CHD2100J5_1

© ACC_CHD806_1

© ACC_CHDB06_2

© ACC_ES5200D00rMgmt_1

@ ENV_4DI

@ ENV_DI

© ENV_TH1

@ ENV_TH2

© UPS_ADAPTPM_1

Figure 3-42 Device Detail page
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The left navigation tree lists all devices of the current site. By default, the first device is selected, and the right part
displays the device information in three dimensions, namely, signal, alarm, and control. You can select a desired
dimension from the drop-down list to display the specific information about the selected device, as shown in the

following figure.

Monitoring Center

Devices

© AC_GENERAL 1

© AC_GENERAL_?

© ACC_CHD2100J5_1

© ACC_CHDS06_1

@ ACC_GHD806_2

@ ACC_ES5200DoorMgmi_1
© ENV_4DI

@ ENV_DI

@ ENV_TH1

© ENV_TH2

© UPS_ADAPTPM_1

Monitoring Center 3D ~

Devices

@ AC_GENERAL 1

@ AC_GENERAL_2

© ACC_CHD2100J5_1

@ ACC_CHDB06_1

@ ACC_CHDS806 2

© ACC_ES5200DcorMgmt_1
© ENV_4DI

@ ENV DI

© ENV_TH1

© ENV_TH2

@ UPS_ADAPTPM_1

3D -

Power ~ Server v

Sample ~

Sample

Alarm

Cantrol

1 Communication Status

Figure 3-43

Power ~ Server ~

D NAME

1 CommunicationF ailure

Showing 1 of 1 entries

Figure 3-44

Value

Failure

Device signal details

SEVERITY TRIGGER VALUE

Critical

Device alarm details

Sample Time

2021-04-13 10:26 59

START TIME

2021-03-30 10:17:10
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Monitoring Center 3D ~ Power ~ Server ~

Devices

@ AC_GENERAL 1

D Name Current Status
@ AC_GENERAL 2

1 Remote Open Door True
© ACC_CHD2100J5_1

2 Restore the fingerprint reader address True

© ACC_CHD806_1

© ACC_CHD806_2

© ACC_ES5200DcorMgmt_1
@ ENV_4DI

@ ENV_DI

@ ENV_TH1

@ ENV_TH2

© UPS_ADAPTPM 1

Figure 3-45 Device control details

Click : at the end of each row of the control table and select Send Command. In the displayed Send Command
dialog box, select the corresponding command and click SEND COMMAND, as shown in the following figure.

ID Name Current Status
1 Remote Open Door True
2 Restore the fingerprint reader address True #:5end Command

Send Command

Control Command Name

Value
True v
CANCEL
Figure 3-46 Sending the control command
After selecting a different value, click i . The corresponding command is sent to the current device.
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4.1

4.1.1

4.2

4.2.1
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Chapter 4 Dashboard

Overview

Overview

You can create, delete and edit dashboard pages. To create a dashboard page, click the add button to enter the new
dashboard page. Set the dashboard title and select or define the dashboard template. Then, the dashboard page is
created. To delete a dashboard page, directly click the delete button. To edit a dashboard page, click the edit button.
On the displayed dashboard name edit dialog box, edit the dashboard page name.

Functional Module

This section describes functional modules that can be configured on Smart InfraSight. For more information about the
functional modules, see section 4.3.

Quick Start

Quick Deployment Procedure

(1) Open Smart InfraSight. Enter the Dashboards module. The New Dashboard page is displayed.

(2) Enter the dashboard name, select any of the default dashboard layouts, or select a custom layout, and click SAVE
to enter the dashboard page.

(3) If you select a custom layout, the custom layout page is displayed, on which you can add a row layout using the
add button and set the row layout mode and height according to actual needs.

(4) After the configuration is completed, the dashboard page is displayed. You can click ADD to add a widget.

(5) After you click Add Widget, the Widget Template page is displayed, including the widget templates and common
widgets. The widget templates are built-in templates and the common widgets are templates shared by users.

(6) The template includes the template name, template description and template type. You can search for the desired
template by name and category. When you find the desired template, click ADD to add it to the dashboard. Common
widgets can be deleted according to actual needs.

(7) After the widget is added, you can click the Config button to enter the Config page to configure the widget.

(8) If you need to add a widget with the same configuration, click the share button to share it to common widgets. In
this way, you can find the desired widget from the common widgets when you add widgets next time.

(9) If you do not need a widget, you can click the delete button to delete it.
(10) If you need to change the location of a widget, you can drag it to another location.

(11)If you are not satisfied with the dashboard layout, you can click the edit button to enter the edit page. Then, add
or delete a row, or drag and drop a row to the desired location. The location preview is displayed on the right side of
the page.

Example

The following figure shows the page for adding the dashboard.
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o¢ SmartInfrasight =

0 Dashboards New Dashboard

Dashboard Name:

Select Layout:

r "
] 1
] ]

]
]
]
]
a

d [

'
+ I

Custom Layout:

@

New Dashboard

Dashboard Name:

Custom Layout @

Row Layout Row Height Delete
1 @ Small s B
2 (. Small N
3 El Small sl @
5 [ T e s B
© Add Row

CANCEL

Figure 4-1 Dashboard add interface

The following figure shows the page after the dashboard is configured.
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dashboards

<8

Heat Map

23:00 I 10C
20C
18:00 2021-04-25 16:00 28.7°C

= ' soc
12:00 I | I
40C

TR S G R e >

SIS > @ @ ot
FFEFFHS IS S S

ARG I WP S S S N
FFF I PSSP IS DS

Site Overview

81 48 Total & RDU_10169 42 163
%

Device Offine Rate 39 Offine

Figure 4-2 Dashboard is configured
The following figure shows the page for adding the widget.
< Add Widget
My Widgets

Widget Template

Name Category

ALL

Assets Statistics

= Soon Expired 0

0 0
UPS AC
Expired
0 0
Distribuion Server + NoWarranty 14

SEARCH

{ —

lw'l

Power Consumption UPS Topology

UPS Topology

Power Consumption

Column Chart General Site

Figure 4-3 Widget add interface

4.3 Specific Functions

4.3.1 Adding a Dashboard on Dashboard Page

Heat Map

Heat map, temperature trend chart for 24 hours a day for the
past 30 days

Optimal width: 1/3 Optimal height Small

Enter the dashboard name, select any of the default dashboard layouts, or select a custom layout, and click SAVE to

enter the dashboard page.

Smart InfraSight User Manual



34

Chapter 4 Dashboard

©@ Smart InfraSight

Dashboards

dashboards

New Dashboard

Dashboard Name:

Custom Layout @
Row Layout

¢ (.

4

5
© Add Row

New Dashboard

Dashboard Name

Select Layout

d [ [ |

3
+ I I

Custom Layout

©

Row Height
Small s
Small B

Delete

CANCEL
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dashboards

Figure 4-4 Adding a dashboard on dashboard page

4.3.2 Adding a Widget

Click Add Widget to enter the Add Widget page. Find the desired widget by search or other methods. Add the found

widget.
¢ Add Widget
My Widgets

Widget Template

Name

Category

ALL

Power Consumption

Power Consumption

Optimal width: 1/3

UPS Topology
UPS Topology

General Site Optimal width: 2/3
Optimal height Large

Heat Map

Heat map, temperature trend chart for 24 hours a day for the
past 30 days

Optimal width: 1/3 Optimal height Small
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dashboards

Heat Map '<: *

L+ o

Figure 4-5 Add widget
4.3.3 Configuring, Sharing, and Deleting a Widget

dashboards

Heat Map '<: *

L+ o

Figure 4-6 Configuring, sharing, and deleting a widget
Click the Config button to enter the Config page.
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Title

Heat Map

Select Site

select

Minimum temperature 1 °C  Maximum temperature 40

i

dashboards

Heat Map

2300

18:00

12:00 I

=

AL GRS R ORI CAR USRS IR USRI LI A S A NN
B A A i U U it g e

Figure 4-7 Config page

Click the Share Widget button to share the widget to the common widgets.
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¢ Add Widget

Widget Template

Name Category
ALL
-
Heat Map
Heat map, temperature trend chart for 24 hours a day for the
past 30 days

Optimal width: 1/3 Optimal height Small

Figure 4-8 Share widget

Click the Delete button to delete the widget.

dashboards

Figure 4-9 Delete widget
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4.3.4 Editing a Dashboard
Click the Edit button to enter the Edit Dashboard page.

Edit Dashboard

Dashboard Name

dashboards

Custom Layout @

3| N N N | M ;m;|| «| @
4| NN [ Y | | | sman L
5| [ Y | | | N s | B

© Add Row

SAVE CANCEL

Figure 4-10 Edit dashboard

Smart InfraSight User Manual



40

Chapter 5 Standalone Site Power/Cooling Monitoring

5.1

5.1.1

5.2

5.2.1

522

Chapter 5 Standalone Site Power/Cooling Monitoring

Overview

Overview

On the Power/Cooling tab page of the monitoring homepage, you can view professional information related to power
distribution and cooling of the current site.

Functional Module

The Power/Cooling tab page contains the following functional modules. For more information about the functional
modules, see section 5.3 "Specific Functions."

® Three-phase Unbalance

® Maximum Power Trend Per Hour

® Power Consumption

® UPS Topology

® Air Condition

® Air Conditioning Alarms

® Comparison Of Supply And Return Temperature

® Comparison Of Hot And Cold Aisle Temperatures

Quick Start

Quick Deployment Procedure

[1] Open Smart InfraSight. Click a site on the area/site tree, and click the Cooling tab page on the right side to enter
the professional power consumption page.

[2] Configure the Maximum Power Trend Per Hour widget. Click the functional menu in the upper right corner of the
widget, and configure the related information in the Config dialog box.

[3] Before configuring the Consumption Configuration widget, add the consumption configuration scheme to the
consumption module.

[4] Click the Air Condition tab on the top to enter the professional cooling page.

[5] Configure the Comparison Of Supply And Return Temperature widget. Click the functional menu in the upper right
corner of the widget, and configure the related information in the Config dialog box.

Example

Configuration procedure on the professional power consumption page

Click the functional menu in the upper right corner of the Maximum Power Trend Per Hour widget, and configure the
related information such as Safety line proportion (%) in the Config dialog box.
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Total power(KW) @ Safety line proportion(%) @ Safety power(KW) @

KW KW
Required Required Required

CANCEL

Figure 5-1  Configuring the Maximum Power Trend Per Hour widget

The Consumption Configuration widget is configured in the Power Consumption module. For details, see section
11.3.

V¢ Smartinfrasight =

(A Power Consumption Consumption Configuration

PUE Configuration

NAME + ASSOCIATION SITE ENABLED DATE/TIME CREATED

Consumption Configuration RDU_10.169.42.185 Disabled 2021-04-13 10:16:07

Figure 5-2 Completing Consumption Configuration in the Power Consumption module
At this time, you can view all information on the professional power consumption page.
Configuration procedure on the professional cooling page

Click the functional menu in the upper right corner of the Comparison Of Supply And Return Temperature widget,
and configure the related information such as target air conditioner name in the Config dialog box.
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Select Device

select

Figure 5-3 Configuring the Comparison Of Supply And Return Temperature widget

At this time, you can view all information on the professional cooling page.

5.3 Specific Functions

5.3.1 Browsing the Professional Power Consumption Page

The professional power consumption page contains the following widgets: Three-phase Unbalance, Maximum
Power Trend Per Hour, Power Consumption, and UPS Topology.

The Three-phase Unbalance widget displays the three-phase unbalance of each UPS device of the site.

Three-phase Unbalance

= Qutput Phase Current A: 17A
= Qutput Phase Current B: 17A

0% » Output Phase Current C: 17A
MAX{abs(la-AVE), abs(lb-AVE), abs(lc-AVG))
§=
AVG
UPs

Figure 5-4 Three-phase Unbalance

The Maximum Power Trend Per Hour widget displays the highest power trend of all UPS devices of the site in the
past 24 hours.
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Maximum power trend per hour

The times the safety line has been exceeded in the past 24 hours:10

Total rated power: 40

Power(KW)

Figure 5-5 Maximum Power Trend Per Hour

The Power Consumption widget displays the power consumption information of the current site in a past period as
well as the total power consumption of the current day. You can switch the bar graphs among LAST 7 DAYS, LAST
30 DAYS, and LAST 12 MONTHS.

Power Consumption
consumption of today
LAST7DAYS LAST30DAYS LAST 12 MONTHS

275

25

225

Power Consumption (eWh)

0311 03/12 03/13 03/14 03/15 03/16 03117

Figure 5-6 Power Consumption

The UPS Topology widget displays the flowchart of each UPS device of the site.
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UPS Topology

Bypass Switch

______ 1
Bypass
Main Switch
= nY
O
Main —
Input
Volt 27 27 27 \%
Curr 27 27 27 A
Freq 27 HzZ

5.3.2 Browsing the Professional Cooling Page

]
I
[}
: Load Switch
1

Battery Volt

27V
Remaining

27 min

Figure 5-7 UPS Topology

Op >
Load
Output
Volt 27 27 27 \%
Curr 27 27 27 A
Freq 27 Hz

The professional cooling page includes the following widgets: Air Condition, Air Conditioning Alarms,
Comparison Of Supply And Return Temperature, and Comparison Of Hot And Cold Aisle Temperatures.

The Air Condition widget displays the status of each air conditioner of the current site.

Air Condition

Name

AC_CRV+_3

AC_CRV+ 2

AC_CRV+_1

AC_SRVII_1

AC_SRVIl 2

AC_CRV4025_1

AC_SRVIL_3

AC_CRV4025_2

AC_CRV4025_3

AC_GENERAL_1

AC_GENERAL_2

AC_GENERAL 3

Switch State

Run

Standby

standby

lockdown

Running

Panel shutdown

backup

Menitor shutdown

Remote shutdown

Standby

off

Run

Cooling State

Yes

Netin

Notin

on

Notin

On

on

on

Off

on

Figure 5-8 Air Condition

Supply/Return Temperature

11.0M11.0°C

11.0111.0°C

11.0/11.0°C

11.0M11.0°C

11.0111.0°C

11.0/11.0°C

11.011.0°C

11.0M11.0°C

11.0111.0°C

11.0/11.0°C

11.011.0°C

11.0111.0°C

Return Humidity

11.0%

11.0%

11.0%

11.0%

11.0%

11.0%

11.0%

11.0%

11.0%

11.0%

11.0%

11.0%

The Air Conditioning Alarms widget displays the alarm information of each air conditioner of the current site.
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Air Conditioning Alarms

1 © AC_CRV4025_1

6

7 @ AC_CRV4025 1
8 @ AC_CRV4025 1
9 @ AC_CRV+_1
10 @

1 @

12 @ AC_CRV4025_1
13 @ AC_CRV4025_1
14 @ AC_CRV4025_1

The Comparison Of Supply And Return Temperature widget displays the supply and return air temperature line

CommunicationFailure

Exhaust temperature alarm

Airflow loss alarm

Loss Of Power Alarm

Loss Of Airflow Alarm

Low Pressure Lock alarm

Supply Air High Temperature Alarm
Lighting Protection Alarm
Smoke Detector Alarm

Remote Shutdown Alarm

Power Frequency Offset Alarm

Figure 5-9 Air Conditioning Alarms

charts of the selected air conditioner of the current site.

Comparison Of Supply And Return Temperature

03/11 0312

% AC_CRV+_1-5.. -+ AC_CRV+_1-R__.

= AC_CRV+_2-S_

Figure 5-10 Comparison Of Supply And Return Temperature

03/13 0314 03/15

- AC_CRV+_2-R ¥ AC_SRVIL1-S. -»- AC_SRVIL1-R ~+ AC_SRVII_2-5.

% AC_SRVI_2-R_..

03/16

- AC_CRV+_3-5_

% AC_CRV+_3-R_..

0317
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The Comparison Of Hot And Cold Aisle Temperatures widget displays the highest return air temperature and
lowest supply air temperature line charts of all air conditioners of the current site in the past 7 days.

Comparison Of Hot And Cold Aisle Temperatures

Temperature ()

Figure 5-11 Comparison Of Hot And Cold Aisle Temperatures
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6.1

6.1.1

6.2

6.2.1

6.2.2

Chapter 6 Configuration Operations

Overview

Overview

The configuration tool is the core function of the entire Smart InfraSight platform that can monitor and display data. It
is also the first function that you contact. You can search for RDU in the configuration module and add it to the
monitoring function, so that the underlying data is officially connected to the Smart InfraSight platform and the
platform can display and monitor the data normally. Because the Smart InfraSight platform displays Smart Aisle,
Smart Cabinet, and Smart Row through a site tree structure, you can define a multidimensional area structure in the
configuration tool based on the actual geographic deployment, and associate the structure with the RDU added to the
monitoring function. The configuration tool also allows you to synchronize the underlying RDU configuration, redirect
to the RDU page, customize the list of devices that need to be monitored under the RDU, configure the device
storage strategy, and configure the key information about various collection signals (signals, alarms, control, and
settings).

Functional Module

This section describes functional modules that can be configured on Smart InfraSight. For more information about the
functional modules, see section 6.3 "Specific Functions."

® Configuration Tool

® Device Configuration

Quick Start

Quick Deployment Procedure

To ensure that the RDU can be discovered and added to the monitoring function, perform the following steps:
[1] Set the access permissions for performing the search operation on RDU-A.

[2] Search for the RDU and add it to the monitoring function.

[3] Edit the area when adding the RDU to the monitoring function (optional).

[4] Configure the device (optional).

[5] Manage the area (optional).
Example

Setting the access permissions for performing the search operation on RDU-A

When searching for an RDU, you need to make some basic configurations on RDU-A, that is, allowing Smart
InfraSight to access the current RDU-A. There are two configuration methods.

Configuration method 1: Allow any Smart InfraSight to access the current RDU-A, as shown in the following figure.
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Y

VERTIV.

Singapore Premium SmartCabinet

Home Page Control Status.  Appraved ! - ®o

-
EMEB Network Satting Access Management SHMP Configuration Remote Sarvice Secunty Setting

Access Management

= AC
RDU Manager Access Management

* PDU ® Do not need fo verify and any RDU Manager connected has the access to the system ]
= Front Doos O Need to verify and only the listed RDU Manager as below has the access to the system
= Rear Door Set
UPS Shutdown e Option IP Address of RDU Manager Access Type Whether Use Agent Server O

@ 10 116.7 26 RDU Manager NO
afe Momt: gt O wusres RDU Managor NO
Alarm Mgmt. + IP Address of RDU Manager 10.116.7.26 Access Type ROV Manager Use Agent Server
Data&History +

Add Visibor

Device Options +

m £ All Alarms A Critical Alarms I Moderate Alarms & Low Alanms
Figure 6-1 Allowing Smart InfraSight to access the current RDU-A

Configuration method 2: Set the IP address of the desired Smart InfraSight as a permitted visitor on RDU-A, as
shown in the following figure.

X

VERTIV.

Singapore Premium SmartCabinet

Home Page C : el . 0

PMB Netwiork Setting SHNMP Configuration Remote Semvice Security Setting
Access Management

= AC
RDU Manager Access Management
= FDU @ Do not need to verify and any ROV Manager connected has the access lo the system
= Front Door O Need io verify and only the listed RDU Manager as below has the access to the system
* Rear Door Set
UPS Shutdown 2 Option IP Address of RDU Manager Access Type Whether Use Agent Server Or
® 10.116.7.26 ROV Manager NO

L
Safe Mgmt. o) 10.116.7.99 RDU Manager NO
Alarm Mgmt. + ci‘ Address of RDL Manager 10.116.7.26 Access Type RDU Manager Use Agent Server [
Data&History +

Add Visitor
Device Options s
— £ All Alarms 4. Critical Alams i Moderale Alarms U Low Alarms
Figure 6-2 Adding a permitted visitor
N Note

If the configuration prior to the search operation has been made, but RDU-A cannot be discovered in Smart InfraSight,
the RDU-A network may be interrupted. Check whether the RDU-A network is connected properly.

Searching for the RDU and adding it to the monitoring function

After completing the above basic configurations, you can enter the corresponding IP address in the search page of
the configuration tool to search for the RDU. After finding the RDU, click the SAVE button in the corresponding row of
the current RDU area to add it to the monitoring function. For operation details, see section 6.3.7"

Editing the area when adding the RDU to the monitoring function (optional)

Taking the discovered RDU with IP address 10.163.104.121 as an example, you can edit the area and use the default
value as the area name.
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6.3

6.3.1

Discovery Result

P RDU TYPE STATUS
v 10.163.104.121 RDU-A G2
Lucahiivecs Area Name : | Default Area s Location Name: RDU_10.163.104.121
Smart Alsle
Smart Row
Smart Cabinet
General Site

Figure 6-3 Editing the area
Configuring the device (optional)

If the initial device-related settings do not meet the actual requirements, you can modify them through device
configuration. In addition, if the underlying of the RDU that has been added to the monitoring function changes (some
devices are added or removed), you can use the RDU configuration synchronization function of the RDU
management module to synchronize the latest RDU configuration. For specific operations, see the device
configuration part in section 6.3.2.

Managing the area (optional)

If the structure of the area tree does not meet the actual requirements, you can customize the area tree in the area
management module. For specific operations, see section 6.3.3 "Configuring, Sharing, and Deleting a Widget."

Specific Functions

Search

Entering the search page

On Smart InfraSight client, click . By default, the system selects the BMBMSISSME page, where you can search
for the device, as shown in Figure 6-4.

RDU Discovery

Monitoring Type Starting 1P Address Ending IP Address Timeout(unit:second)

Monitoring Unit ¥ 10.163.104.121 10.163.104.121 3
Figure 6-4 RDU Discovery page
Search function

1. Select Monitoring Type, enter Starting IP Address, Ending IP Address, and Timeout, and click SEARCH. The
system search for the corresponding RDU based on the specified conditions.

2. During the search process (as shown in Figure 6-5), the SEARCH button is always unavailable. The Discovery
Result page displays the first three IP records in the search area. By default, the latest search condition is displayed
in the search condition box. If you click the record bar, the system automatically fills the record content to the
Monitoring Type, Starting IP Address, Ending IP Address, and Timeout boxes.

RDU Discovery

IMonitoring Type Starling IP Address Ending IP Address Timeout{unit:second)

Monitoring Unit b 10.163.104.121 10.163.104.125 3

Figure 6-5 Searching

3. After the search is completed, the SEARCH button becomes available. The list of discovered RDUs is displayed on
the Discovery Result page, as shown in Figure 6-6. The search results include: The RDU is added to the monitoring
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function, and the RDU is not added to the monitoring function. The discovery information can be expanded only for
the RDU that is not added to the monitoring function. For the RDU that is added to the monitoring function, only the
information about the current RDU is displayed. In addition, the system pops up the search result in the lower right
corner of the page. If the search is successful (as shown in Figure 6-7), the prompt information automatically
disappears in 5s. If the search is successful but no RDU is discovered (as shown in Figure 6-8), the prompt
information also automatically disappears in 5s. If the search fails, the system describes the corresponding cause in
the prompt information.

Discovery Result

IP RDU TYPE STATUS
v 10.163.104.125 RDU-A G1
Location type Area Name - Default Area : Location Name: RDU_10.163.104.125
Smart Aisle
Smart Row
Smart Cabinet
General Site
Figure 6-6 Search result
DISCOVERY CONFIGURATION:
2021-04-13 17:01:37:RDU discovery has started
successfully.
Figure 6-7 Prompt for a successful search operation
DISCOVERY CONFIGURATION:
2021-04-13 17:02:14:RDU discovery has no result.
Exception may result from network interruption, 1P s
errnr RN withnnt apntharizatinn
Figure 6-8 Prompt for no RDU discovered in the search
(R Note

1. The start IP address must be smaller than the end IP address. Otherwise, the system does not allow the search
operation.

2. The range of the start IP address and the end IP address cannot exceed 255. Otherwise, the system does not
allow the search operation.

3. Monitoring Type must be selected. Otherwise, the system does not allow the search operation.

4. After you click the SEARCH button, it becomes unavailable. You need to wait until it becomes available to perform
the next search operation.

5. The Discovery Result page displays the first three IP records in the search area. By default, the latest search
condition is displayed in the search condition box.

Timeout

The following figure shows the timeout range for discovering the RDU IP field set on the back end. You can set the
timeout range based on the actual network situations of the client. The timeout range is 2-300s. In the initial settings,
Timeout is set to 3s.

RDU Discovery

IMonitoring Type Starting IP Address Ending IP Address Timeout(unit:second)

IMonitoring Unit » 10.163.104.121 10.163.104.121| 3

Figure 6-9 Setting Timeout

Smart InfraSight User Manual



Chapter 6 Configuration Operations 51

Adding the RDU to the monitoring function

1. After an RDU that is not added to the monitoring function is discovered, you can click SAVE on the Discovery
Result page (as shown in Figure 6-10) to add the current RDU to the monitoring function. By default, the system sets
Location Type of the current RDU to Smart Aisle, Area Name to Default Area, and Location Name to RDU_IP
address of the RDU. After the edit, click SAVE. In this way, the system adds the current RDU to the monitoring
function and associates the current RDU with the created site. For more information about editing the site, see the
area management part of the manual.

Discovery Result

IP RDU TYPE STATUS
~ 10.163.104.121 RDU-A G2
Location type : Area Name :  Default Area = Location Name: RDU_10.163.104.121
Smart Aisle
Smart Row
Smart Cabinet
General Site

Figure 6-10 Specific search result operation

2. Click SAVE. The RDU is added to the monitoring function (as shown in Figure 6-11). The SAVE button becomes
unavailable.

Discovery Result

IP RDU TYPE STATUS
hd 10.163.104.121 RDU-A G2
Location type Area Name : | Default Area - Location Name:  RDU_10.163.104.121
Smart Aisle
Smart Row
Smart Cabinet
General Site

Figure 6-11 Adding the RDU to the monitoring function

3. After the RDU is added to the monitoring function, the system pops up prompt information in the lower right corner,
indicating the adding result. If the RDU is successfully added to the monitoring function, the prompt information
automatically disappears in 5s. If the RDU fails to be added to the monitoring function, the system describes the
corresponding cause in the prompt information. In addition, the information about the RDU that is added to the
monitoring function is folded on the Discovery Result page, and the status is updated to "added to the monitoring
function". It is not allowed to expand the area row and add the RDU to the monitoring function repeatedly.

Discovery Result

IP RDU TYPE STATUS

Figure 6-12 Added to the monitoring function

o Note

1. After the discovered RDU is added to the monitoring function, you cannot see the specific row of the associated
site if you click SEARCH again. That is, the RDU cannot be added to the monitoring function repeatedly.

2. For the RDU that is not added to the monitoring function, if you click SAVE, the button becomes unavailable until
the save operation is completed.

3. Location Name is mandatory. Otherwise, you cannot click SAVE.
4. Location Name must be unique within the entire center, including the area name.
5. Location Name must contain 3-64 characters.
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6.3.2 Device Configuration

Entering the device configuration page

On Smart InfraSight client, click Ew.". Select . The device configuration page is displayed, as
shown in Figure 6-13.
Alarm Gontrol Config

> RDU:10.169.42.185 :
¥  RDU:10.163.104.121 :
STATUS NAME
o AC_ESR_1 :

D NAME STORAGE STORAGE THI
o AC_ESR 2 :

1 Communication Status Yes 1
< AC_ESR 3 :

2 Phase A voltags Mo 0
[:] AMM_YD2015 1 :

3 Phase B voltage No 0
< CRV_1 2

4 Phase C voltage MNo 0
< CRV_2 :

5 Power frequency Mo 0
< CRV_3 :

6 Return air temperature 1 No 0
L] ENV_4DI :

7 Return air humidity 1 No 0
< ENV_TH1 :

Figure 6-13 Device Configuration page

RDU Management
I. Synchronizing the RDU configuration

1. On the RDU Management page, select an RDU and click Q. The current RDU configuration is synchronized with
the underlying configuration, as shown in Figure 6-14.

> RDU:10.169.42 185

¥  RDU:10.163.104.121

STATUS NAMJ & Sync

Figure 6-14 Synchronization button

2. Because the current RDU may be associated in 3D configuration or widget, the Confirm Sync Configuration
dialog box is displayed after you click Sync (as shown in Figure 6-15). You can select CONFIRM or CLOSE based on
actual situations. If you select CLOSE, the system does not synchronize the RDU configuration. If you select
CONFIRM, the system starts to synchronize the RDU configuration.

Confirm Sync Configuration

Attention! Sync configuration may affect the 3D configuration o1
configuration. Please confirm if you are going to sync RDU confi
10.163.104.121.

Figure 6-15 Confirm Sync Configuration dialog box

II. Folding and expanding the devices under the RDU
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1. On the RDU list, you can click > to fold the devices under RDU (as shown in Figure 6-16).

>  RDU10.169.42 185

RDU:10.163.104.121

Figure 6-16 Effect of folded devices under the RDU

2. On the RDU list, you can click > in the front of the RDU row to expand the devices under RDU (as shown in
Figure 6-17).

>  RDU:10.169.42.185

v RDU:10.163.104.121
STATUS NAME
) AC_ESR_1

@ AC_ESR_2
Figure 6-17 Effect of expanded devices under the RDU

Il. Editing the device
1.Click i on the right side of any device under the RDU and select # EDIT from the drop-down list (as shown in
Figure 6-18).

> RDU:10.169.42.185

¥  RDU10.163.104.121

STATUS NAME
< AC ESR_1
Figure 6-18 Editing the device

2. The Device Configuration page is displayed, showing Device Name and Storage Strategy. If you do not edit any
content, the SAVE button remains unavailable (as shown in Figure 6-19).

Device Configuration

Device Name

AC_ESR 1

Storage Strategy(h) @

1

Figure 6-19 Device configuration not modified

3. If the input format is incorrect, the system displays prompt information below the edit box (as shown in Figure 6-20),
and the SAVE button is unavailable.
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Device Configuration Device Configuration

Device Name Device Name

1l
At least

Storage Strategy(h) @

Storage Strategy(h) @

| 1
The storage strategy must range

Device Configuration

Device Name

Cannot contain the following special characters: ~ i@$%"&™
Storage Strategy(h) @

1

Figure 6-20 Incorrect input format

4. You can modify Device Name and Storage Strategy. At this time, the SAVE button becomes available (as shown
in Figure 6-21). After maodification, click SAVE.

Device Configuration

Device Name

AC_ESR_1_TEST|

Storage Strategyih) @

1

Figure 6-21 Modifying device configuration

RS Note
1. Device Name should contain at least 3 characters.
2. In the edit window, you can click SAVE only after the information is modified.

Signal Association

I. Displaying the signal list

1. Click any device row under the RDU. The signal list of the device is displayed on the Sample tab page accordingly.
When the Device Configuration page is loaded initially, the first device under the first RDU is selected by default (as
shown in Figure 6-22).
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o@ Smart InfraSight

0 | Device Management RDU Management : Alarm Control Config

Discovery Y RDU:10.169.42.185

STATUS NAME

) AC_GENERAL_1
o AC_GENERAL 2

ID NAME STORAGE s
@ ACC_CHD2100J5_1

1 Communication Status Yes 1
] ACC_CHDB06_1

2 Phase A voltage No 0
] ACC_CHDB06_2

= 3 Phase B voltage No 0

] ACC_ES5200Door.

4 Phase C voltage No 0
@ ENV_4DI

5 Power frequency No 0
] ENV_DI

6 Return air temperature 1 No 0
@ ENV_TH1

i Return air humidity 1 No 0
@ ENV_TH2

8 Remote air temperature 1 No 0
o UPS_ADAFTPM_1

9 Remata air humirdity 1 Nev n

Figure 6-22 Displaying the signal list
Il. Fuzzy search by signal name

In the search box on the Sample tab page, enter the name of the signal you need to search quickly. The system
filters out the corresponding signal immediately (as shown in Figure 6-23).

Alarm Control Config

¥  RDU:10.169.42.185 H

STATUS NAME

] AC_GENERAL_1 H
temperature
] AC_GENERAL_2 H
i [in} NAME STORAGE STORAGE TH

] ACC_CHD2100J5_1 :

1 Patirn air tamnaratiura 1 N n

Figure 6-23 Fuzzy search of the signal

Ill. Editing the signal

1.Click i on the rightmost of the signal to be edited, and select ¢ EDIT (as shown in Figure 6-24).

Alarm Control Config

¥  RDU:10.169.42.185 H

STATUS NAME

< AC_GENERAL_1 H
temperature
<] AC_GENERAL_2 H
& D NAME STORAGE STORAGE TH
a ACC_CHD2100J5_1 H
B % 1 Return air temperature 1 Mo 0

Figure 6-24 Editing the signal

2. The Sample Configuration page is displayed. If you do not make any modification, the SAVE button is
unavailable. If you click CLOSE, the system exits the edit page.
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Sample Configuration Sample Configuration

Name Name

Return Temperature Return Temperature test|
Storage Yes @ Mo Storage Yes ¢ No
Storage Threshold @ Storage Threshold @
Storage unit Storage unit

deg.C deg.C

Figure 6-25 Sample Configuration
3. Edit Name, and click SAVE.

4. To modify Storage Threshold, select Yes for Storage. Set the storage threshold according to the actual situation.

Click SAVE.
Sample Configuration

Name

Return Temperature
Storage (@) Yes No

Storage Threshold @

1|

Storage unit

deg.C

Figure 6-26 Sample Configuration - Modifying Storage Threshold

5. To modify Storage unit, select Yes for Storage. Set the storage unit according to the actual situation. Click SAVE.

R Note
1. Name should contain at least 1 character.
2. In the edit window, you can click SAVE only after the information is modified.

Alarm Configuration

|. Displaying the alarm list

1. Click any device row under the RDU. The alarm list of the device is displayed on the Alarm tab page accordingly.
When the Device Configuration page is loaded initially, the first device under the first RDU is selected by default (as
shown in Figure 6-27).
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¢ Smart InfraSight

0 | Device Management RDU | Sample Ala Control Config

.= Discovery ¥ RDU:10.169.42.185 H

STATUS NAME

] AC_GENERAL_1 H
o AC_GENERAL 2 :

. 12} HAME SEVERITY PROGRAMMATIC NAME
o ACC_CHD2100J5_1 H

z 1 Loss of AC power alarm Critical Base:alm_nonnormalized_
] ACC_CHDB806_1 H

5 2 Low pressure sensor failure Critical Base:alm_nonnormalized_
L ACC_CHD806_2 2

- . 3 Low pressure sensor fault lock... Critical Base:alm_nonnormalized_

] ACC_ES5200Door H

. 4 Low pressure alarm Critical Base:alm_nonnormalized
< ENV_4DI H L 3

iz 5 Low pressure lockout alarm Critical Base:alm_nonnormalized
] ENV_DI H - i

g [ Condensate pump alarm Critical Base:alm_nonnormalized_
@ ENV_TH1 H

A T Condensation high water level Critical Base:alm_nonnormalized_
L] ENV_TH2 :

1 8 Qutlet water temperature sens Critical Base:alm_nonnormalized
L] UPS_ADAPTPM_1 H = 2

q Humidifiar failira Critical Raca-alm nannarmalizad

Figure 6-27 Displaying the alarm list

Il. Fuzzy search by alarm name

In the search box on the Alarm tab page, enter the name of the alarm you need to search quickly. The system filters
out the corresponding alarm (as shown in Figure 6-28).

RDU Management Sample \larm Control Config

¥  RDU:10.169.42.185 :

STATUS NAME

] AC_GENERAL_1 :
| . LossofAC power alarm|
& AC_GENERAL_2 :
& (I} MNAME SEVERITY PROGRAMMATIC NAME
] ACC_CHD2100J5_1 :

Figure 6-28 Fuzzy search of the alarm
lll. Editing the alarm
1. Click { on the rightmost of the alarm to be edited, and select EDIT (as shown in Figure 6-29).

Sample Alarn Control Config

¥ RDU:10.169.42.185 :

STATUS NAME

Q AC_GENERAL_1 H
= = Loss of AC power alamm
@ AC_GENERAL_2 H
g D NAME SEVERITY PROGRAMMATIC NAME
< ACC_CHD2100J5_1 :
B z 1 Loss of AC power alarm Critical Base::alm nonnormalized 60_..

Figure 6-29 Editing the alarm

2. The Alarm Configuration page is displayed. If you do not make any modification, the SAVE button is unavailable.
If you click CLOSE, the system exits the edit page (as shown in Figure 6-30).
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Alarm Configuration Alarm Configuration

Name Name

Loss of AC power alarm Loss of AC power alarm test|
Severity Severity

Critical Critical

Figure 6-30 Alarm Configuration
3. Edit Name and Severity, and click SAVE.

B8 Note
1. Name should contain at least 1 character.
2. In the edit window, you can click SAVE only after the information is modified.

Control Configuration
|. Displaying the control list

Click any device row under the RDU. The control list of the device is displayed on the Control tab page accordingly.
When the Device Configuration page is loaded initially, the first device under the first RDU is selected by default (as
shown in Figure 6-31).

O¢ Smart InfraSight

0 | Device Management A I t Sample Alarm [ Config

Discovery ¥ RDU:10.169.42.185

STATUS NAME

(] AC_GENERAL_1
e AC_GENERAL 2
D NAME VALUE
(] ACC_CHD2100J5_1
1 Remote On On
] ACC_CHDB06_1
2 Remaote off Off
<] ACC_CHDE&06_2
L] ACC_ES5200Door
< ENV_4DI
L] ENV_DI
% ENV_TH1
< ENV_TH2
] UPS_ADAPTPM_1

Figure 6-31 Displaying the control list

Il. Fuzzy search by control name

In the search box on the Control tab page, enter the name of the control you need to search quickly. The system
filters out the corresponding control (as shown in Figure 6-32).

Sample Alarm Config
> RDU:10.169.42.185 g
¥ RDU:10.163.104.121 :
STATUS NAME Remote On
L] AC_ESR_1 i
Do NAME VALUE
L A FRR 2 :

Figure 6-32 Fuzzy search by control
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lll. Editing the control
1. Click { on the rightmost of the control to be edited, and select EDIT (as shown in Figure 6-33).

Sample Alarm C Config
> RDU:10.169.42.185 5
¥ RDU:10.163.104.121 :
STATUS NAME Remote On
] AC_ESR_1 :
D NAME VALUE
] AC_ESR_2 :
1 Remote On Function

Figure 6-33 Control page

2. The Control Configuration page is displayed. If you do not make any modification, the SAVE button is
unavailable. If you click CLOSE, the system exits the edit page (as shown in Figure 6-34).

Control Configuration Control Configuration

Name Name

Remote On Remote On Tes

Pt o AR TS

Figure 6-34 Control edit page
3. Edit Name and click SAVE.

AR Note
1. Name should contain at least 1 character.
2. In the edit window, you can click SAVE only after the information is modified.

Config Configuration
I. Displaying the configuration list

1. Click any device row under the RDU. The configuration list of the device is displayed on the Config tab page
accordingly. When the Device Configuration page is loaded initially, the first device under the first RDU is selected
by default (as shown in Figure 6-35).

¢ Smart InfraSight

0 | Device Management er Sample  Alarm Control

Discovery v~  RDU:10.169.42.185

STATUS NAME

© AC_GENERAL 1
e AC_GENERAL_2

© ACC_CHD2100J5_1 ® hE CURRENTVALUE
@ ACC_CHD306_1

e ACC_CHDB06_2

© ACC_ES5200D00r.

] ENV_4DI

) ENV_DI

] ENV_TH1

° ENV_TH2

s UPS_ADAPTPM_1

Figure 6-35 Displaying the configuration list
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Il. Fuzzy search by configuration name

In the search box on the Config tab page, enter the name of the configuration you need to search quickly. The
system filters out the corresponding configuration, as shown in Figure 6-36.

Sample Alarm Control

v  RDU:10.169.42.185 :

STATUS NAME

e AC_GENERAL_1 H i
. - ( LogNumberSet |

@ AC_GENERAL_2 H

D NAME CURRENT VALUE

Figure 6-36 Fuzzy search by configuration
I1l. Editing the configuration
1.Click i on the rightmost of the configuration to be edited, and select EDIT, as shown in Figure 6-37.

Sample Alarm Control

~  RDU:10.169.42.185

STATUS NAME

<] AC_GENERAL_1
L] AC_GENERAL_2
D NAME CURRENT VALUE
<] ACC_CHD2100J5_1
. SR pIEE W 1 Set Waiting To Enter Time 12 Min

Figure 6-37 Editing the configuration

2. The Configuration page is displayed. If you do not make any modification, the SAVE button is unavailable. If you
click CLOSE, the system exits the edit page (as shown in Figure 6-38).

Configuration Configuration

Name Name
Set Waiting To Enter Time Set Waiting To Enter Time Tes{
Max Value Max Value
Min Value Min Value
Value Value
12 12

Figure 6-38 Editing the configuration
3. Edit Name and values, and click SAVE.

(B8] Note
1. Name should contain at least 1 character.
2. In the edit window, you can click SAVE only after the information is modified.
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71

711

7.2

7.2.1

7.2.2

Chapter 7 Alarm

Overview

Overview

The Alarms module is the major functional module for the entire Smart InfraSight platform to monitor alarms and
obtain alarm information. You can obtain current and historical alarms lists in the Alarms module, and export the
alarm lists. In this way, you can master the alarm situations of devices under the specific site.

Functional Module

The Alarms module contains the following functional modules. For more information about the functional modules,
see section 5.3 "Specific Functions."

® Active Alarms

® Alarm History

Quick Start

Quick Deployment Procedure

To ensure that the alarm information can be displayed, perform the following steps:
[1] View the active alarm list.

[2] View the historical alarm list.
Example

Active Alarms

When you click Alarms, the Active Alarms page is displayed by default. The alarm list contains SEVERITY,
LOCATION, START TIME, DEVICE NAME, ALARM NAME, CONFIRM TIME, and AMOUNT OF NOTES.

¢ Smart Infrasight [

0 | Alarms Active Alarms

=
ull Alarm History

. | Automation

Actions

Action Sets SEVERITY LOCATION DEVICE NAME ALARM NAME START TIME & CONFIRM TIME

Automation Rules

2021-04-07
o RDU_10.163.236.75 RDU-10.163.236.75
23:51:31
RDU_10.163.236.75 AC_PEX_3 2021-04-07
15:06:09
RDU_10.163236 75 AC_SDCII_1 2021-04-07
N - 15:02:05
RDU_10.163.236.75 AC_DME3000_1 1R 08 D7
15:01:24
(<] RDU_10.163.236.75 AC_SmartRowv2_1 Tn s
15:01:22
2021-04-07
[ RDU_10.163.236.75 AC_CRV4025_1

15:00:07

Figure 7-1 Active Alarms
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Viewing alarm details

On the Active Alarms or Alarm History page, you can click the button on the right side of an alarm row and click

View details.

9 Smart Infrasight IS

0 | Alarms Active Alarms

Alarm History

. | Automation

Actions
Action Sets.

Automation Rules

Exporting alarms

On the alarm list page, click the button in the upper right corner. Enter the name of file to be exported.

SEVERITY

©

LOCATION

RDU_10.163.236.75

RDU_10.163.236.75

RDU_10.163.236.75

RDU_10.163.236.75

RDU_10.163.236.75

RDU_10.163.236.75

RDU_10.163.236.75

RDU_10.163.236.75

RDU_10.163.236.75

DEVICE NAME ALARM NAME START TiME © CONFRMTIME
RDU-10.163.236.75 20210407
235131
AC_PEX_3 20210407
o 15:06:09
AC_SDCII_1 20210407
- 15:02:05
AC_DME3000_1 20210407
- N 15:01:24
AC_SmariRowv2_1 20210407
- - 15:01:22
AC_CRV4025_1 20210407
N - 15:00:07
PDU_STS 2 20210407
T 142221
PDU_STS_4 2021.0407
T 14:47:50
PDU_STS 3 20210407
T 14:17:36

Figure 7-2  Viewing alarm details

date, and severity of the alarm as well as the field to be exported. Click SAVE.

¢ Smart InfraSight

0 | Alarms
Active Alarms
Alarm History
| Automation

Actions
Action Sels

Automation Rules

Exports

Export Alarms

Name

Test

Properties

INCLUDE

Select Date Range Alarms

a2 Al - Active Alarms

ALARM PROPERTIES
Severity

Location

Device Name
Alarm Name

Start Time

Confirm Time

Confirm By

Figure 7-3 Exporting alarms

CONFIRM BY

(0]

Qe )  admin ~
2
m (] G
AMOUNT OF

NOTES

0

© View details

v Confirm

Select the type,

If the alarm file is successfully exported, the system prompts for the successful export in the lower right corner.

Export
Completed

Figure 7-4 Prompt for the successful export
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7.3 Specific Functions

7.3.1 Active Alarms

When you click in the Alarms module, the Active Alarms page is displayed by default. The alarm list contains
SEVERITY, LOCATION, START TIME, DEVICE NAME, ALARM NAME, CONFIRM TIME, and AMOUNT OF
NOTES.

¢ Smart Infrasight &

0 | Alarms Active Alarms

ms

Alarm History

- | Automation

Actions
Action Sets SEVERITY LOCATION DEVICE NAME ALARM NAME START TIME & CONFIRM TIME

Automation Rules

2021-04-07
[ RDU_10.163.236.75 RDU-10.163.236.75
23:51:31
ROU_10.163236 75 AC_PEX_3 2021-04-07
N e 150609
RDU_10.163.236.75 AC_SDCII_1 2021-04-07
15:02:05
ROU_10.163 236 75 AC_DME3000_1 2?21-04-07
N B - 150124
2021-04-07
(] RDU_10.163.236.75 AC_SmartRowv2_1 : ,
15:01:22
Q ROU_10.163 236 75 AC_CRV4025_1 2021-04-07

15:00:07

Figure 7-5 Active Alarms

BA] Note
1. If an alarm is not found, the list displays "No Alarms".

2. In the table, the search button <. is orange and the search box is displayed by default. After you click the search
button ©., the search button becomes black, and the search box is hidden. The system saves the last state of the
search button.

7.3.2 Alarm History

In the Alarms module, choose 9 . The system displays the historical alarm list. The list displays
SEVERITY, LOCATION, DEVICE NAME, ALARM NAME, START TIME, CLEARED TIME, DURATION, CONFIRM
TIME, CONFIRM BY, and AMOUNT OF NOTES.
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9 Smart Infrasight =

0 | Alarms Alarm History

Active Alamms

| Automation
e Actions
Action Sets. SEVERITY LOCATION DEVICE NAME ALARM NAME START TIME + CLEARED TIME DURATION ??A’:’

Automation Rules

2021-04-15 2021-04-15

(] sitet RDU-10.163.236.75 I r 00:00:54
14:08:11 14:09.05
2021-04-15 2021-04-15

o sitel RDU-10.163.236.75 & o 00:00:54
13:47:05 13:47:59
2021-04-15 2021-04-15

] site1 RDU-10.163.236.75 ° 00:00:04
09:01:37 09:01:41

[x] Site1 RDU-10.163.236.75 ftor t n A 2021'0}'14 00:00:11 =
18:07-44 18:07:55

[x] Site1 RDU-10.163.236.75 e e 00:00:07 —
13:29:30 13:29.37
2021-04-14 2021-04-14

Q sitet RDU-10.163.236.75 it . i 00:00:05
09:05:50 09:05:55

Figure 7-6 Alarm History

R Note
1. If an alarm is not found, the list displays "No Alarms".

2. In the table, the search button ©. is orange and the search box is displayed by default. After you click the search
button ©., the search button becomes black, and the search box is hidden. The system saves the last state of the
search button.

7.3.3 Viewing alarm details

You can view alarm details in two ways.

1. On the Active Alarms or Alarm History page, you can click the i button on the right side of an alarm row and
click View details.

2. Alternatively, in the left check box, select an alarm. The system displays "1 Row Selected" above the search box.
Click @ on the right side of the page to view details.
W9 Smart Infrasight IS P | emin-

Q | aams Alarm History 2

Active Alarms

. | Automation
Actions
; 4 S a o . 7 CONFIRM CONFIRM  AMOUNT
e Action Sets SEVERTY  LOCATION DEVICE NAWE ALARM NAME START TIME CLEARED TIME DURATION - = el
Automation Rules

[ site1 RDU-10.163.236.75 20210445 20210445 00:00:54 1

14:08:11 14:09:05
_ ® View details

(] Site1 RDU-10.163.236.75 L0010 Db 00:00:54 [ T
13:47:05 13:47:59

(- site1 RDU-10.163.236.75 20210615 20210415 00:00:04 0
09:01:37 09:01:41

(<] site1 RDU-10.163.236.75 G aELor 00:00:11 0
18:07:44 18:07:55

- Site1 RDU-10.163.236.75 2Eons o 00:00:07 0
13:29:30 13:29:37

[x] site RDU-10.163.236.75 202"‘3,A"4 QDQH{A'M 00:00:05 0
09:05:50 09:05:55

o site1 RDU-10.163.236.75 2219013 o 00:00:04 0
17:53:29 17:53:33

(] site1 RDU-10.163.236.75 2021'0,4"3 20710413 00:00:54 0
17:10:50 17:11:44

[ site1 RDU-10.163.236.75 20210613 20210413 00:00:21 0
16:16:08 16:16:29

Figure 7-7 Viewing alarm details (1)
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O Smart Infrasight [ CF 0 wm-

| Alarms Alarm History Z

Active Alarms

S 1 Row Selected
Alarm History
. | Automation

Actions
Action Sets CONFIRM CONFIRM AMOUNT
SEVERTY  LOCATION DEVICE NAWE ALARM NAME STARTTIME ~ ©  CLEAREDTIE DURATION S i il
Automation Rules
[ site1 RDU-10.163.236.75 2021058 azatts 00:00:54 1
14:08:11 14:09:05
(<] sitet RDU-10.163.236.75 20210810 g 00:00:54 0
13:.47:05 13:47:59
o site1 RDU-10.163.236.75 2prore 221 0415 00:00:04 0
09:01:37 09:01:41
(<] sitet RDU-10.163.236.75 20210414 2021001 00:00:11 0
18:07:44 18:07:55
[ site1 RDU-10.163.236.75 20210414 20210614 00:00:07 0
13:29:30 13:29:37
(<] sitet RDU-10.163.236.75 20210414 20200014 00:00:05 0
09:05:50 09:05:55
- site1 RDU-10.163.236.75 20210413 20210613 00:00:04 0
17:53:29 17:53:33
[x] site1 RDU-10.163.236.75 2021'0,4"3 S 00:00:54 0
17:10:50 71144
- site1 RDU-10.163.236.75 apone et 00:00:21 0
16:16:08 16:16:29

Figure 7-8 Viewing alarm details (2)

In addition to the properties displayed on the alarm list, the Alarm Details page also displays Notes, Action History,
and Status Record.

7.3.4 Notes

On the Alarm Details page, click the Notes tab in the lower part. In the input box, enter the related notes, and click
ADD NOTE. The successfully added note is displayed on the note list in the lower part. Click 7" to edit the note or

¥ {0 delete the note.

¢ Smart Infrasight [

0 | Alarms €« Alarm Details
Active Alarms
-
!. Alarm History Severity: [x} Cleared Time: 2021-04-151
Duration: 0:00:53

Device Name: RDU-10.163.236.75

B | Automation
State: Cleared
Start Time:

Actions 2021-04-1514:08:11
Action Sets. Received: 2021-04-1514:08:12
Automation Rules Logation: Sto
Alarm Name: Monitoring Unit Communication Lost
Detailed Description: Monitoring Unit Communication Lost
Alarm ID: 6077d84ce9ab67fa795b855
Notes

admin 2021-04-15 15:18:42
Test1

Figure 7-9 Adding a note

7.3.5 Action History

On the Alarm Details page, click the Action History tab in the lower part. The tab page displays a notification,
indicating that the alarm is configured.
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O¢ Smart Infrasight [

Q Aams & Alarm Details
Active Alarms
Alarm History Severity: [x] Cleared Time: 2021-04-151
) Device Name: RDU-10.163.236.75 Duration: 00053
| Automation
State: Cleared
Actions Start Time: 2021-04-15 14:08:11
Action Sets Received: 2021-04-1514:08:12
Automation Rules Location: Sited
Alarm Name: Monitoring Unit Communication Lost
Detailed Description: Monitoring Unit Communication Lost
Alarm ID: 6077d84ce9ab6f7fa795b855

Action History

ACTION TIME COMMENT
2021-24-15 14:88:12 Executed action with name Default Alarm Notification Action Set.
2021-84-15 14:89:85 Attempted to cancel action with name {@}.

Figure 7-10 Viewing action history

7.3.6 Status Record

On the Alarm Details page, click the Status Record tab in the lower part. The tab page displays the alarm status
record (alarm generation time and alarm clearance time).

¢ Smart Infrasight =S

0 | Alarms « Alarm Details
Active Alarms
Alarm History Severity: (<] Cleared Time: 2021-04-151
) Device Name: RDU-10.163.236.75 Duration: 0:00:53
| Automation
State: Cleared
Actions Start Time: 2021-04-1514:08:11
Action Sets Received: 2021-04-1514.08:12
Automation Rules Location: Sited
Alarm Name: Monitoring Unit Communication Lost
Detailed Description: Monitoring Unit Communication Lost
Alarm ID: 6077d84ce9a667fa795h855

Status Record

Cleared - 2021-84-15 14:09:85

Active - 2021-84-15 14:08:11

Figure 7-11  Viewing status record

7.3.7 Exporting alarms

On the alarm list page, click (3] in the upper right corner. Enter the name of file to be exported. Select the type, date,
and severity of the alarm as well as the field to be exported. Click SAVE.
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¢ Smart Infrasight &S

o | Alarms Exports

Aclive Alarms

Alarm History EXDOﬂ Alarms

Automation

. I Name Select Date Range Alarms Sev
At Test & Al - Active Alarms : Al
Action Sets
Properties
Automation Rules
INGLUDE ALARM PROPERTIES

Severity
Location
Device Name
Alarm Name
Start Time
‘Confirm Time
Confirm By

Figure 7-12 Exporting alarms

After you click SAVE, the system prompts "Generating" in the lower right corner.

Generating
Test.xlsx

Figure 7-13 Exporting alarms
If the alarm file is successfully exported, the system prompts for the successful export in the lower right corner.

Export
Completed

Figure 7-14 Prompt for the successful export

After the file is successfully exported, you can click VIEW EXPORTS to view alarm export record.

Figure 7-15 Viewing alarm export record

On the Alarm Exports page, you can download the record table.

¢ Alarm Exports

NAME DATE v DOWNLOAD
Test 2021-04-15 16:24:20
Test 2021-04-15 16:24:13
Test 2021-04-15 15:23:56
Test 2021-04-1515:23:49

Figure 7-16 Downloading the exported alarm excel file
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Chapter 8 3D Configuration

8.1 Overview

This chapter mainly describes how to make the corresponding 3D configuration for the 3D module of the Smart Aisle
site or general site or area, such as the functions of adding a device, modification, deletion, preview, and saving.

8.2 Quick Start

8.2.1 Quick Deployment Procedure
To quickly configure a 3D Smart Aisle site, perform the following steps:

[11 Open the Sl system. Click n of a site on the monitoring tree, and select 3D Configuration.

[2] The left part of the opened view is a shapes list, which contains the rack, UPS, and other devices.

[8] Drag and drop the device from the left side to the canvas on the right side to add a device to a site.

[4] In the upper right corner, adjust the length (unit: meter) of the Smart Aisle site according to actual needs.
[5] Click the preview button to preview the 3D appearance of the Smart Aisle site.

[6] Click Save to save the 3D configuration of the Smart Aisle site.

To quickly configure a 3D general site, perform the following steps:

[1] Open the Sl system. Click n of a site on the monitoring tree, and select 3D Configuration.

[2] The left part of the opened view is a shapes list, which contains UPS, air conditioner and other devices.
[8] Drag and drop the device can from the left side to the canvas on the right side to add a device to a site.
[4] Adjust length and width (unit: meter) of the general site according to actual needs.

[5] Click the preview button to preview the 3D appearance of the general site.

[6] Click Save to save the 3D configuration of the general site.

To quickly configure a 3D area, perform the following steps:

[1] Open the Sl system. Click n of an area on the monitoring tree, and select 3D Configuration.

[2] The left part of the opened view is a shapes list, which contains site information and graphic tools.

[8] Drag and drop horizontal wall and vertical wall as needed to the canvas on the right side.

[4] Click the wall and use the mouse to adjust the length of the wall on the up and down/left and right sides.
[5] Adjust length and width (unit: meter) of the area appropriately.

[6] Click the preview button to preview the 3D appearance of the area.

[7]1 Click SAVE.

To quickly configure a rack, perform the following steps:

[1] Open the system and click - of the Smart Aisle room or general site room to display the configuration menu.
Enter the 3D configuration module.

[2] If there is no rack in the site (on the left shapes list), you need to add a rack. Click and select the rack.

[3] Set the asset name, asset code, asset template, width, and other parameters of the rack. Click Save to
completely add the rack.

[4] Drag and drop the rack to the canvas on the right side. Double-click the rack to enter the rack configuration
page (the system prompts whether to save the current rack before entering the configuration canvas).

[5] After entering the rack configuration, drag and drop the server, PDU, temperature and humidity sensor, server,
and switch on the left shapes list to the corresponding positions on the right part.
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8.2.2

[6] If the shapes list does not have the above devices, click Add to add the devices. The process of adding devices
is similar to the process of adding racks. You must set the asset name, asset code and other parameters. After
setting the parameters, add the devices to the left shapes list.

[7]1 After the configuration is completed, click SAVE.

To quickly configure a PDU, perform the following steps:

[11 Open the system and click - of the Smart Aisle room or general site room to display the configuration menu.
Enter the 3D configuration module.

[2] Drag and drop a PDU to the site (if the PDU does not exist on the shapes list, click to add the device. The
parameter configuration process is the same as that of the rack configuration).

[3] Double-click a PDU to enter the PDU configuration page.

[4] You can drag and drop the PDU on the left shapes list to the corresponding position on the power distribution
cabinet (if there is an available space).

[5] If there is no available PDU on the left shapes list, click Add and fill out the configuration information to add a
new PDU.

[6] After the configuration is completed, click SAVE.

Example

After configuring a Smart Aisle site, you can configure the device according to actual situations and successfully save
the settings.

Configuring a standalone Smart Aisle site

Open the Sl system. In the Monitoring module, click - of the Smart Aisle site on the site tree, and select 3D
Configuration. The 3D room configuration page is displayed, as shown in the following figure.

< Shapes List Length- 10 m
Floor UPS >
X CRAC >
g SPM >
= Tools Shape >
FRONT

Figure 8-1 3D configuration page of the Smart Aisle site

Click n on the device list to open the functional menu and select Edit. On the displayed page, edit the
device-related information, and click SAVE.
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Edit Device

Asset Name Asset Number

Asset Template Width(mm)

VERTIV-COMMON-CRAC

Height(mm) Depth(mm)

Weight(kg)

Figure 8-2 Editing the device information

If any necessary device is missing, click L+ at the top of the shapes list to add it.

< Shapes List (+) Length: 10
RACK
& RACKOO1 :
= RACKOOZ2 =
= RACKOO3 :
= RACKOO4 =
= RACKOOS :
= RACKOODE 5

@ RACKOOT

@ RACKOOS

A DA RN =

Figure 8-3 Add button

Drag and drop the device from the left side to the canvas on the right side. Adjust the length of the Smart Aisle site
appropriately.
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€ Shapes List + Length: 10 m

m RACK v

RACKO001
RACK002

RACKO003

RACKO004

RACK005

W
ES
ro
e
e
|

AN

RACKO006

RACK007 ALY
FRONT

RACK008

RACK009 g
RACK010
RACKO11

RACK012

RACK013 :
Figure 8-4 Dragging and dropping the device to the canvas

Click the preview button to preview the 3D configuration. Continue to press the left button of the mouse to preview the
3D configuration of the site up and down/left and right, and slide the middle wheel of the mouse to zoom in and out of
the 3D preview of the site.

3D Room Preview

Figure 8-5 Previewing a 3D Smart Aisle site
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3D Room Preview

Figure 8-6 Pressing the left button of the mouse to select to preview 3D Smart Aisle site

3D Room Preview

Figure 8-7 Pressing the middle wheel to preview a 3D Smart Aisle site

Till now, the 3D configuration of the Smart Aisle site is completed.

Configuring an area

Open the Sl system. In the Monitoring module, click - on the site tree to open the functional menu, and select 3D
Configuration. The 3D configuration page for the area is displayed, as shown in the following figure.
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€ Shapes List length: 20 ¢ m Width: 20 ¢ m

Wl Site 2
® RDU_10.146.102.15

® RDU_10.169.42.90

= Tools Shape >

Figure 8-8 3D configuration page for the area

Drag and drop the site and wall to the canvas and modify the length of the wall as well as the length/width of the area
appropriately, as shown in the following figure.

< Shapes List length: 30 & m  Width| 30 ¢ m
W Site >
= Tools Shape v

@ Horizontal Wall

@ Vertical Wall EEEEE

-
(D

Figure 8-9 Dragging and dropping the site and wall to the canvas

Preview the effect and save the configuration.
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3D Room Preview

Figure 8-10 Previewing the 3D appearance of the area
Till now, the 3D configuration of the area is completed.
Configuring the rack

Double-click a rack to enter the rack configuration page.

< Shapes List (+] RACK013

o POU . FRONT RE/

® MPDU_MPS_1
® MPDU_MPS_1_test

® MPDU_MPS_2

MPDU_MPS 333

MPDU_MPS_4

<& SENSOR_TH >

1437 LNOYS
1HOY Uv3y

SEEERERERLEREENE SR NRRE AN A LS 5L )

~

oo o0s S LG B ELE RN R R RN R SRR R SR G RS 25 5 A5
LHSIY INOY

i
i
11
H

Drag and drop a server, switch, PDU, or temperature sensor to the corresponding position.

oo
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¢ Shapes List © RACK013
o PDU > RE/
@ MPDU_MPS_1

2 MPDU_MPS_1_test
® MPDU_MPS 2
© MPDU_MPS_333

© MPDU_MPS 4

2!
2
2

& SENSOR_TH ?

1437 LNOud
1HOIY LNOYd
1HOY dv3d
o 7 Y OB P o B4 B L 3

o b S P F R 1 1  R
£ 1Y~ 5088 5 303 o 1 1) GO o P2 0 1 O

[RENT e

Click SAVE. Wait until the system completes the saving. At this time, the configuration is completed.
Configuring the PDU
Double-click a PDU to enter the PDU configuration page.

< Shapes List (+] PDU_SPM_1

& PDU v
® MPDU_MPS_1

® MPDU_MPS 1 test

® MPDU_MPS_2
® MPDU_MPS_333

® MPDU_MPS 4

Drag and drop the PDU to the corresponding position.
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< Shapes List [+ PDU_SPM_1

O PDU N
MPDU_MPS 1

MPDU_MPS_1_test

® MPDU_MPS_2
@ MPDU MPS 333

@ MPDU MPS 4

.!

H

Click SAVE. Till now, the PDU configuration is completed.

8.3 Specific Functions

8.3.1 Entering the 3D Configuration page of the site/area

Open the Sl system. In the Monitoring module, click . of the site on the site tree to open the functional menu, and
select 3D Configuration. The 3D site configuration page is displayed, as shown in the following figure.

O Smart Infrasi

| Monitoring

v & Center
~ [ Default Area

© Add Area
7 Edit

@ Delete
3D Configura’
B Translocated

Figure 8-11 3D configuration entry of the site

Open the S| system. In the Monitoring module, click . of the site on the site tree, and select 3D Configuration.
The 3D area configuration page is displayed.
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Vg Smart InfraS

0 Monitoring

Center

v (1] Default Area

© Add Area
Z Edit

B Delete

M 2N anFiiarad

Figure 8-12 3D configuration entry of the area

8.3.2 Editing/Adding a Device

Editing a device

After entering the 3D configuration page of the site or area, you can click . of the device in the shapes list on the
left, open the function menu, and select Edit to edit the asset name, asset code, width, depth, height, and other

parameters of the device. After the edit is completed, click SAVE. as shown in the following figure.

Edit Device

Asset Name

RACK001

Asset Template

Not apply asset template

Height(mm)

2000

Weight(kg)

200

Rated Power(kW) @

Asset Number

9601299001

Width(mm)

800

Depth(mm)

1000

Total Units

5

CANCEL

Figure 8-13  Editing the device information

SAVE
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Adding a device

If Shapes List lacks a necessary device, click the add button at the top of Shapes List to add it.

Currently, the system supports the following device models: rack and battery cabinet.

< Shapes List (+] Length:

m RACK

BATTERY CABINET

© RACKO001

© RACKO002

© RACKO003

© RACKO04

Figure 8-14 Entry for adding a device

When adding a device, you need to fill out the asset name, asset code, width, height, depth and other parameters of
the device. Click SAVE. The added device appears on the shapes list. You can drag and drop it to the canvas on the
right side to add a device.

Create Device

Asset Name Asset Number

Asset Template Width(mm)

Not apply asset template

Height(mm) Depth(mm)

Weight(kg) Total Units

Rated Power(kW) @

CANCEL

Figure 8-15 Editing the device information on Create Device page
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8.3.3 Dragging and Dropping a Device/Editing the Canvas Size/Modifying the Device Angle

After the device is edited and added, drag and drop it to the canvas. As shown in the following figure, drag and drop
the rack to the site.

Length: 10 = |m

FRONT R

e e

Figure 8-16 Dragging and dropping the device to the canvas

If the size of the canvas is not appropriate, you can adjust the size of the canvas through the size input box at the top
of the site/area.

< Shapes List Length: 30 ¢ m  Width

Q

o [ .

< Shapes List (+] Length: 1

Q

Figure 8-17 Modifying the size of the area/site canvas
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On the canvas of Smart Aisle/general site, you can modify the rotation angle of the device according to actual needs.
When a device model is selected, click the rotation button that appears at the top of the device to rotate the device.

In a general site, the device can rotate at an angle of 0 degrees, 180 degrees, or 270 degrees.

Figure 8-18 Rotation angle of the device in the general site

In the Smart Aisle site, the device can rotate at an angle of 0 degrees or 180 degrees.

FRONT

T
e
Figure 8-19  Rotation angle of the device in the Smart Aisle site

8.3.4 Previewing/Saving 3D Configuration

After all configurations are completed, click the preview button at the top, and view the 3D appearance of the
corresponding site/area in the pop-up preview window, as shown in the following figure.
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3D Room Preview

Figure 8-20 Previewing the 3D appearance
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After confirming the configuration, click the save button at the top. After the configuration is successfully saved, click

the 3 Shapes L back button on the left side of Shapes List. Alternatively, click the corresponding site in the
left arealsite tree to go back to the monitoring homepage, and click the 3D tab page in the monitoring homepage.
Then, check the 3D module, as shown in the following figure.

| Monitoring Monitoring Center Power ~ Server v Device Detail

~ @) Center

~ (1] Default Area
i

{4 RDU_10.146.102.15 ¥

Figure 8-21 3D room monitoring

Till now, a 3D room is successfully configured and can be put into monitoring.

8.3.5 Configuring a Rack

Configure the rack information according to the actual rack location.

General configuration
The devices on the device list have the following states:

The device information is incomplete: The device cannot be dragged and dropped, and you need to edit the basic
information about the device.

The device can be dragged and dropped to the current rack: The device can be dragged and dropped, and you do
not need to complete the information.

The device has already been bound with another rack: The device can be dragged and dropped. If you drag the
device, the system prompts that you should unbind the device with the other rack.

The device has already been bound with the current rack: The device cannot be dragged and dropped.
Configuring the rack

You can add and edit the device information, as shown in the following figure.
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In the states of "The device can be dragged and dropped to the current rack” and "The device has already been

Edit Device

Asset Name

Asset Template

VERTIV-COMMON-RACK_PDU

Height{mm)

Weight(kg)

Number of phases

Asset Number

1

Width(mm})
Depth(mm)

Unit Height @

2

Rated Power(kW) @

220

bound with the current rack", you can drag and drop the device to the corresponding location.

When you are dragging a device, the system displays the location where the device can be placed, as shown in the

following figure.

W@ Smart InfraSight

onitoring ¢ Shapes List

~ @ Center
v [} Default Area
[

7RDU 10.146.102.15 3

O PDU

MPDU_MPS 1

® MPDU_MPS_2

® MPDU_MPS_4

£ SENSOR_TH >

(+) RACK013

MPDU_MPS_1_test

® MPDU_MPS_333

1437 INOYd

FRONT

1HSY LNOYS
A1HOY ¥v3Y

Click SAVE. Wait until the system completes the saving. At this time, the rack configuration is completed.

8.3.6 Configuring a PDU

You can configure a PDU based on the binding relationship between the actual PDU and the planned PDU.

General configuration

The devices on the device list have the following states:

The device information is incomplete: The device cannot be dragged and dropped, and you need to edit the basic

information about the device.

The device can be dragged and dropped to the current PDU: The device can be dragged and dropped, and you do

not need to complete the information.
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The device has already been bound with another PDU: The device can be dragged and dropped. If you drag the
device, the system prompts that you should unbind the device with the other PDU.

The device has already been bound with the current PDU: The device cannot be dragged and dropped.
Configuring the PDU

You can add and edit the device information, as shown in the following figure.

Edit Device

Asset Name Asset Number

1

Asset Template Width{mm)

VERTIV-COMMON-RACK_PDU

Height(mm) Depth(mm)

Weight(kg) Unit Height @

2

Number of phases Rated Power(kW) @

220

In the states of "The device can be dragged and dropped to the current power distribution cabinet" and "The device
has already been bound with the current power distribution cabinet”, you can drag and drop the device to the
corresponding location.

The following figure shows the specific information displayed on the page.

¢ Smart InfraSight

0 | Monitori
! enerng ¢ Shapes List (+] PDU_SPM_1

~ @ Center

v [ Default Area

]

#RDU 10.146.102.15 3

& PDU v
MPDU_MPS_1

MPDU_MPS_1_test

MPDU_MPS_2

@ MPDU_MPS_333

@ MPDU_MPS_4

After the configuration is completed, click SAVE. Till now, the PDU configuration is completed.
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9.1

9.1.1

9.2

9.2.1

9.2.2

Chapter 9 3D Visualization

Overview

Overview

This chapter describes how to manage information such as alarm, location, and running status of devices in the
Smart Aisle and general sites or areas using the 3D visualization module.

Functional Module

The 3D visualization module contains the following functional modules. For more information about the functional
modules, see section Error! Reference source not found."Error! Reference source not found.."

® Displaying a Smart Aisle site in the 3D module
® Displaying a General Site in the 3D Module

® Displaying an area in the 3D module

Quick Start

Quick Deployment Procedure

Complete rack configuration and bind it with the device. The configuration is as follows:

[11 On the monitoring homepage, click the functional menu of a site or an area on the left area/site tree, and select
3D Configuration.

[2] Complete the device-related information such as the rack information, and drag and drop the device to the
canvas.

[3] Double-click each device in the rack to complete the binding relationship between the rack and the device.

[4] Preview the effect. After saving the configuration, view the related information on the 3D tab page on the
monitoring homepage.

Example

3D configuration for the Smart Aisle/general site

The 3D configuration tool may lack some necessary information about devices that are imported into the rack through
the asset import function. Before dragging and dropping a device to the canvas, you need to edit and complete the

relevant information such as the length, width, and height of the device. Click - of the device to open the functional
menu. Select the edit tab to edit and complete the device information.
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Edit device

Asgel Mame Anel code
racailil el

Aeesl lanalale Wdidih {mm

WERTIV-RACK-AA01-12L

Hezighl ()

Waight (g) Total U Lits

Ratleni g (k) B

Figure 9-1 Completing the device-related information such as the rack information

Complete the rack-related information and drag and drop the device to the canvas.

Click . of the site/area on the monitoring tree to enter the functional menu. Enter the 3D configuration tool to
configure the parameters. The following figure shows the configuration result. For specific operation procedure, see
Chapter 8 "3D Configuration."

< Graphic list (+] long: 10 Meter ®
Il Cabinet v
RACK-1
RACK-12 ] i 1 :
RACK-13 u' R U‘ -
rack001 : ' : ‘ H
s 4 -8~ 116
rack002 [ :
B UPS > | o\ |
& air conditioner > : i
g Distribution Cabinet
. ;
& Tool graphics > Ri
g

Figure 9-2 3D configuration of the Smart Aisle site

Double-click each device in the rack to complete the binding relationship between the rack and the device.

The 3D module displays running status of the relevant devices when displaying the rack devices. Therefore, you
need to bind the rack with the device using the 3D configuration tool, as shown in the following figure.
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& Shapes List @ RACK-12 5]

~

£ SENSOR_TH ~
® ENV_TH1_AAA:... 3
® ENV_TH1_AAA:... 3
® ENV_TH1_AAA:... 3
® ENV_TH1_AAA:... 3
® ENV_TH1_AAA:... 3

ENV_TH1_AAA:... 3

ENV TH1 AAA:... i

1437 INOYd
FEERR-LEr ]

LHIY INCYH
AHIYH ¥V

ENV TH1 AAA:... i
® ENV TH1 AAA:... §
® ENV_TH1 AAA:... §

® ENV TH1 AAA:... §

® ENV TH1 AAA:.. §
® ENV TH1 AAA:.. §

® ENV TH1 AAA:... §

Figure 9-3 Device binding information such as rack/SPM

Preview the effect. After saving the configuration, view the related information on the 3D tab page on the
monitoring homepage.

After completing the preceding configurations, you can click the preview button to view the approximate appearance
in the 3D module. After confirming the configurations, you can go back to the 3D module to view the specific
information.

3D Room Preview

CANCEL

Figure 9-4 3D module appearance previewed in 3D configuration tool
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9.3 Specific Functions

9.3.1 Displaying a Smart Aisle site in the 3D module

The system can display a Smart Aisle site in 3D scenarios, including 3D, Space Capacity, Power, Thermal View,
and Heat Map. On the left monitoring tree of the Smart Aisle monitoring homepage, select the 3D tab on the right
side. On the 3D tab page, select 3D, Space Capacity, Power, Thermal View, or Heat Map to enter the 3D module.

3D module

The 3D module mainly displays the 3D appearance of the Smart Aisle site, device location, alarms, running status,
and other information.

By default, the default view of the Smart Aisle site is displayed. Continuously press the left button to rotate or the right
button to move, or use the middle wheel to zoom in or out. You can also continuously press the middle wheel to go
back the initial default state. The following figure shows the default state.

smartAisle

=
[T |

Figure 9-5 Default 3D view of the Smart Aisle site

Continuously press the left button to rotate the 3D view of the Smart Aisle site clockwise or counterclockwise, as well
as to rotate up and down for a top view or bottom view, as shown in the following figure.
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Monitoring Center 3D ~ Power ~ Server ~ Device Detall

Figure 9-6 3D view of the Smart Aisle site after rotation

Monitoring Center 3D - Power ~ Server » Device Detail

Figure 9-7 Top view of the Smart Aisle site
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You can use the middle wheel to zoom in or out the 3D appearance of the Smart Aisle site, as shown in the following
figure.

n

Monitoring Center 3D ~ Power ~ Server ~ Device Detail

VERTIV.
smartAisle

-
[
==

Figure 9-8 Zoom-in display of a Smart Aisle site

Monitoring Center 3D ~ Power ~ Server -~ Device Detail

Figure 9-9 Zoom-out display of a Smart Aisle site
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The following figure shows the single-row view of the Smart Aisle site. You can click a device such as rack or battery
cabinet to enter the single rack view, or click the back button on the left side to go back to the previous view.

Monitoring Center 3D ~ Power ~ Server - Device Detail

Figure 9-10 Single-row 3D view of the Smart Aisle site

In the single-row view, you can click any rack to enter the view of a single rack, as shown in the following figure. The
left side records the basic information about the rack, warning, space, power distribution, environment, IT category
and other information. The basic information includes an overview of the rack state and asset information. The 3D
appearance also shows all the devices of the rack. If you switch to the warning card, the 3D appearance displays the
device that has the warning. If you switch to the IT category card, it displays IT devices such as servers and switches.

The following figure shows the overview and 3D appearance in basic information.
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RACK-12

Space Q Power @ Environment O IT

A Alarm

Rack Status Overview

U Usage Rate

Max Temperature

0% —°C
Distribution Percentage Max Humidity
0% ~%

Asset Information
Asset Name RACK-12
Manufacturer VERTIV
Asset Number wdadwadwa

Asset Category

Rack

Owner

Warranty Expiry Date

Location

RDU_10.169.42.163

Figure 9-11 Single-rack 3D view of the Smart Aisle site

Click the warning, space, power distribution, environment, and IT category to switch to the corresponding cards. The
following figures show the content displayed on each card.

o Information

Current Alarms

ENV_TH1

S Space Q Power @ Environment O IT

2021-05-25

Temp E1 Co...
P 10:36:56

Figure 9-12 Content of the warning card
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Increased Alarm Trends

Past 24 hours v

11-08 02:00
® rack001: 0

16:00 20:00 11/08 04:00 08:00 12:00

-&- rack001

Figure 9-13 Content displayed on the warning card

| °Inf0rmation AAIarm % S Q Power @ Environment O IT

Rack Space Capacity
Used Uint
57.1%
42
Total Unit
Space usage

Current Rack Space Ratio Compared With The Top 18

75%

rack002

RACK-1

RACK-12 RACK-13

rackool

Figure 9-14  Content displayed on the space card
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@ information A Alarm & Space [ Power @ Environment Q) IT
Rack Power
OkW 2kW
Used Power Total Power
0% MPDU_MPS_...
pdu3
pdu1
Power Percentage pdu123

Trend Of Rack Power In 24 Hours

Figure 9-15 Content displayed on the power distribution card

| @ nnformation A Alarm & space [ Power & Environment QT

Rack Environment Temperature And Humidity

Temp: —-°C Temp: —-°C Temp: —-°C
Humidity: --% Humidity: --% Humidity: --%
Front-Up Front-Middle Front-Down
Temp: -°C Temp: -°C
Humidity: --% Humidity: %
Rear-Up Rear-Middle

The Highest Temperature And Humidity in 24 hours
® Temp O Humidity

Figure 9-16  Content displayed on the environment card
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€ Return fo previous state

CIEE—

ﬂlnformation ANarm S Space n Power @ Environment O IT

IT Devices Overview

Total Number Of IT Devices IPMI Devices Online Rate

%

Number Of IPMI Alarm Devices

Figure 9-17  Content displayed on the IT category card

When you switch to the IT category card, you can click the server model on the right part to enter the server view (If

there is no physical display model, the site may not be arranged. That is, the site is not synchronized, or the number
of devices is too large, which exceeds the monitoring range).
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& Return to previous state

o Information A.Narm S Space Q Power @ Environment O [
IT Devices Overview

Total Number Of IT Devices IPMI Devices Online Rate

1 0% (011)

Number Of IPMI Alarm Devices

1

Figure 9-18 Single-rack 3D view of the Smart Aisle site - IT category

The server view card contains the basic information, alarms and logs. You can switch between cards or click the back
button on the left side to go back to the previous view, as shown in the following figure.

€ Return to previous state

o Information AAiarrn ﬁ Log

Server Status Overview

System Operating Status Log Storage Capacity
Communication Failure 0%

Power Status

Unknow

Asset Information

Asset Name service-104
Manufacturer GENERIC
Asset Number adwad

IP Address 10.169.82.104

MAC Address

Warranty Expiry Date -

Starting Location rack002 - 24U

Figure 9-19  Server view of the Smart Aisle site

When a device has an alarm, it blinks red, and an alarm bubble appears on the top. You can click the bubble to view
alarm and other information.
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SR®

ACC_CHD2100J5... Communication Failure Alarm

© UPS EXM_1 Device Communication Lost

Figure 9-20 Smart Aisle site - Alarm bubble

However, the card content display of the single rack of the UPS, air conditioner, and power distribution cabinet is
different from that of the rack.

For example, the content of the single rack of UPS mainly includes the basic information, alarm, and state. The basic
information card of the UPS includes an overview of the UPS state and the asset information set when the UPS is
added. The warning card contains the current warning of the UPS and the trend line graph of new alarms in the past
24 hours and 7 days (similar to the warning card of the rack). The state card shows the UPS state flowchart.

0= B O Ss

UP S-SR

S ASHREES
%

etk BIERHAEES
%
CIEBIRMEENE
~%

HAEER

£FR AC_CRV4025_2

s

aeEs =

arns TR

EAA =

sz

= RDU_10.169.42.163

Figure 9-21 Basic information about UPS

The content of the single rack of air conditioner includes the basic state, alarm, and environment cards. The basic
state card includes an overview of the air conditioner state and the asset information set when the air conditioner is
added. The alarm card is similar to that of the UPS and rack, including the current alarm and alarm trend. The
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environment card records the temperature and humidity of the air conditioner, as well as the temperature change

trend curve.

o Information AAIarm & Environment

Air Status Overview
Switch State
o -
Cooling State
(LY

Asset Information

Real-time Return Temperature

I —C
Real-time Return Humidity
& %

Asset Name

AC_CRV+_1111

Manufacturer

Asset Number

Asset Category

Owner

Warranty Expiry Date

Location

RDU_10.169.42.163

The content of the power distribution cabinet mainly includes the following cards: Basic information, alarm, and state.
Basic information card mainly includes an overview of SPM state and asset information set when the SPM is added.

Figure 9-22 Basic information about AC

The alarm card is similar to that of the rack and UPS. The state card describes the tributary state and the real-time
power state graphs of top 20 tributaries.

£+ Status

o Information A Alarm

SPM Status Overview

Current Percent A: --%
Current Percent B: --%

Current Percent C: --%

Asset Information

A Electricity: --kWh
B Electricity: --kWh
C Electricity: --kWh

Asset Name

PDU_SPM_2

Manufacturer

PDU_SPM,

Asset Number

Asset Category

Owner

Warranty Expiry Date

Location

RDU_10.169 42 163

2]

Figure 9-23 Basic information about SPM
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Space Capacity module

Click the Space Capacity tab to enter the Space Capacity 3D module, as shown in the following figure. The system
displays the space usage of each rack in the current site through the proportion of the 3D colored blocks inside the
rack. In this scenario, you can also rotate, zoom in/out, and move the module for display. Click the corresponding
rack to enter the focused state (similar to the single-row view of Smart Aisle), and click to view the display of space
capacity.

Monitoring Center Space Capacity ~ Power ~ Server « Device Detail

Figure 9-24 Space Capacity 3D module of the Smart Aisle site

Monitoring Center Space Capacity ~ Power ~ Server - Device Detail

@ information A Alarm = Space [@ Power @ Environment Q) IT

Rack Space Capacity

0
Used Uint
0%

42
Total Unit
Space usage

Current Rack Space Ratic Compared With The Top 18

75 %

rack002 rack001 RACK-12 RACK-12

Figure 9-25 Display of rack space capacity
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Power 3D module

Click the Power tab to enter the Power 3D module, as shown in the following figure. The system displays the power
usage of each rack in the current site through the proportion of the 3D colored blocks inside the rack. In this scenario,
you can also rotate, zoom in/out, and move the module for display. Click the corresponding rack to enter the focused
state (similar to the single-row view of Smart Aisle), and click to view the display of general power distribution
capacity and used power capacity.

Figure 9-26 Power 3D module of the Smart Aisle site

o Information AAIarm g Space Q Power @ Environment O IT

Rack Power
OkwW 2KW
Used Power Total Power
0% MPDU_MPS_2
UPS_EXM_1

Power Percentage

Trend Of Rack Power In 24 Hours

Figure 9-27 Display of rack space capacity

Thermal View 3D module

Click the Thermal View tab to enter the Thermal View 3D module. This module displays three temperature labels of
the rack, namely, upper, middle, and lower. You can also rotate, zoom in/out, move, and focus on the 3D module. In
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addition, you can click E] on the left thermal bar to set the maximum and minimum temperature values for
monitoring. Then, the system adjusts the label color based on the rack temperature. In this scenario, you can click a
device to switch between views.

Figure 9-28 Thermal View 3D module of the Smart Aisle site

Monitoring Center Thermal View ~ Power ~ Server ~ Device Detall

RACK-1

© nfomation A Alarm & Space [ Power & Envi o
Rack Environment Temperature And Humidity
Temp: 28.5°C Temp: 27.9°C Temp: 28.7 °C
Humidity: — % Humidity: - % Humidity: — %
Front-Up Front-Middle Front-Down -
Temp: 303°C Temp: 285°C Temp: 329°C
Humidity: 38 % Humidity: 33.6 % Humidity: 33.9 %

Rear-Up Rear-Middle Rear-Down -
The Highest Temperature And Humidity in 24 hours

® Temp O Humidity

35C

Figure 9-29 Display of rack temperature label and environment
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30°C

21.5°C

25°C

Figure 9-30 Changes in label colors after the adjustment of temperature range

Heat Map 3D module
Click the Heat Map tab to enter the Heat Map 3D module, as shown in the following figure. This module displays the

temperature monitoring of all devices in a Smart Aisle site. In addition, you can click E] on the left thermal bar to
set the maximum and minimum temperature values for monitoring. Then, the system adjusts the rack color based on
the rack temperature. In this scenario, you can click a device to switch between views.

30°C

Figure 9-31 Heat Map 3D module of the Smart Aisle site
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Figure 9-32 Changes in heat maps after the adjustment of temperature range

9.3.2 Displaying a general site in the 3D module

The 3D module of the general site is the same as that of the Smart Aisle site, except that the 3D view hierarchy of the
general site does not have the single-row view, as shown in the following figure.

Figure 9-33 3D module of the general site
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9.3.3 Displaying an area in the 3D module

3D module entry of an area

Click an area on the monitoring tree. Click the 3D tab on the right side to enter the area-level 3D module, The 3D
module in this area can display the total number of alarms of all sites in the area and the highest/lowest temperature

and humidity monitored. You can click to hide the information, shown in the following figure.
Map Navigation

Default Area
Current Mode: All Alarms
Today energy consumption Number of alarms Max / Min temperature Max / Min humidity

- kWh 11 701 -/ —c -

Figure 9-34 Area-level 3D module

If the 3D model of the site is not found in the area, you can click - in the area of the monitoring tree, open the
functional menu, select 3D Configuration, drag and drop the site from the shapes list on the left side to the canvas

on the right side, and click © . After previewing, click if you are satisfied.

You can select, zoom in/out, move, and restore the 3D module display in this area.

Mode switching

Click the functional menu on the right side of the area-level 3D module to switch to other modes.
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Default Area
Current Mode: All Alarms

Today energy consumption Number of alarms Max / Min temperature Max / Min humidity
-= KWh Q11 701 - —c -
(B |

All Alarms »
X Alam
Critical Alarms e

Space
|
| Q-

Power

Thermal

Figure 9-35 Area-level 3D module - Mode switching

When you switch to the space mode, the page displays the space allocation of sites in the entire area, shown in the
following figure.

0%

Figure 9-36 Area-level 3D module - Space allocation

Similarly, if you switch to the power or thermal field (temperature label and heat map) mode, you can view the power
distribution of all sites in the area as well as the colored temperature changes.
Alarm bubble

Click the alarm bubble on the top of a device to pop up the related alarm information. Click Locate to rapidly locate
the rack or UPS cabinet that functions abnormally.
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Map Navigation

RDU_10.169.42.163

Current Mode: All Alarms

Today energy consumption Number of alarms Max / Min temperature Max / Min humidity
- KWh 011 A7 01 -/ —c — /-

|

©® MPDU _MPS 2 Grid Voltage High Limit Alarm ‘

MPDU_MPS_3 CommunicationFailure

-
-

© MPDU_MPS 2 Branch3 Load Current High Limit Alarm

Branch3 Load Current High Limit Alarm
orZz

Figure 9-37 Area-level 3D module - Alarm bubble

Map Navigation

Current Mode: All Alarms.

o Information 4% £ Status

Current Alarms

2021-03-30

Cy nication Failure Alarm
ommunication Failure Alal 095630

Increased Alarm Trends

Past 24 hours

Locating on the alarm bubble
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10.1 Overview

10.1.1 Overview

The IT management function implements IT device monitoring and management through server management and
console device management functions.

10.1.2 Functional Module

The IT management module contains the following functional modules. For more information about the functional
modules, see section 70.4, 10.5.

® Server management

® Console device management

10.2 Quick Start

10.2.1 Quick Deployment Procedure

To manage the server and console device using the IT management function, configure as follows:

[1] Open the browser, log in to the RDU collector, create an administrator user on the user management page of the
RDU collector, and remember the user name and password.

[2] Open Smart InfraSight with a new browser and configure user authentication by referring to section 70.3.

[3] Click a site on the monitoring tree and click the Server tab to manage the IPMI device, or click the Switch tab to
manage the console device.

10.3 User Authentication Configuration

Note: Before using the IT management function, you must configure user authentication.

Click a site on the monitoring tree. If the site supports the server management and console device management
functions, the Server and Switch tabs appear at the top of the right page. If you click the Server tab, the system
displays the IPMI device management page. If you click the Switch tab, the system displays the console device
management page. You can configure user authentication on either page once only.

Open a new browser, log in to the RDU collector, create an administrator user on the user management page of the
RDU collector, and remember the user name and password. Go back to the IPMI device management page or

console device management page, and click 2 in the upper right part to pop up the User Authentication
Configuration dialog box, as shown in Figure 10-1. Enter the correct user name and password created on the RDU
collector, and click SAVE.
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10.4

10.4.1

User Authentication Configuration

Please create a new
permission, and then ente

here before sav

. management and
management functions will share the user information with the |
collector for data synchronization. Attention: if the username «
password is input incorrectly, due to the influence of secur
data synchronization with RDU collector cannot be carried

Username

cf

Password

Figure 10-1 User Authentication Configuration of IT management module

(B8] Note
1. The two-factor authentication login function cannot be enabled on the RDU collector.

2. The user name and password configured for user authentication are information of the RDU collector user, which
should be an administrator.

3. This user is used for the communication between Smart InfraSight and RDU collector, and must not be occupied.
This user cannot be used to log in to the RDU collector page.

4. If the user information is entered incorrectly, the security policy of the RDU collector may be triggered and the
communication may be interrupted. It is necessary to wait for the RDU collector to release the policy restriction for the
user. Alternatively, you can use a new RDU collector user.

Specific Functions of Server Management

The server management function can manage the IPMI devices connected to the system through the RDU collector.
IPMI devices specifically refer to IT devices connected to the system through the IPMI2.0 protocol. The accessibility
and communication stability of IPMI devices are subjective to the support capabilities of the IT devices.

IPMI Device Management

Click a site on the monitoring tree. If the site supports the server management function, the Server tab appears at the
top of the right page. Click the Server tab to enter the IPMI device management page, as shown in Figure 10-2. The
page displays the information about the IPMI device connected to the system through the current RDU collector,
including INDEX, DEVICE NAME, DESCRIPTION, IP ADDRESS, PORT, POWER STATE, and RUNNING STATE.

® Click in the upper right part to display the search box. Enter the filter conditions to display the filtered IPMI
devices.

® Click Il in the upper right part to control the display of the INDEX, POWER STATE, and RUNNING STATE
columns.

® Click [+ in the upper right part to open the page for adding an IPMI device to the system.

® Click © in the upper right part to re-request the IPMI device information from the RDU collector and refresh the
information about the IPMI device on the list.

o Click ® inthe upper right part to open the alarm management page of the IPMI device.

® Click & in the upper right part to pop up the User Authentication Configuration dialog box, where you can
set or modify the user authentication information. For details, see section 70.2.
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@ Smartinsight>Us.. €9 10163.236.17484.. [8] max/widgets [§] insight-featuresfa.. [ ui-console [§] ui-library @ threejs=iorsts  ME Untitled, Online.. sty i8S Ter..

Smart InfraSight =

| Monitoring Monitoring Center 3D ~ Power « Server - Device Detail

v @ Center

v [ Default Area
@

{# RDU_10.163.236.76

INDEX DEVICE NAME DESCRIPTION IP ADDRESS PORT
1 Ve Data Server 10.163.236.89 623
2 Erve TAF Server 10.163.236.181 623
3 2 web Server 10.146.100.20 623

Figure 10-2 List of IPMI devices

Click © inthe upper right part to open the Create new IPMI device page. Enter the IPMI device information (IP
Address, Port, Username, Password, and User Level, which must be correctly entered according to the
configuration on the IPMI device end), and click SAVE, as shown in Figure 10-3. The new IPMI device is
synchronously added to the RDU collector.

@ Smart Insight > Us... @ 10.163.236.174:84... [#] max/widgets [§] insight-features/a... [¥] ui-console [9] ui-library @ threejs=3#E WP Untitled, Online... Rsttyse&izSTer...

| Monitoring Monitoring Center 3D ~ Power ~ ; B[ Device Detail

~ @ Center

Create new IPMI device
~ [[Z Default Area

@

Please type in the IP address, port, username and passv configured in the

{7 RDU_10.163.236.76 Povice e Description
IP Address Port
623
Username Password
admin s
User Level

Figure 10-3 Adding an IPMI device

Click the @ list menu suffixed to an IPMI device on the IPMI device list and select Edit. The Edit IPMI device page
is displayed, as shown in Figure 10-4. Enter new IPMI device information (IP Address cannot be modified. Port,
Username, Password, and User Level must be correctly entered according to the configuration on the IPMI device
end), and click SAVE. The new IPMI device information is synchronously updated to the RDU collector.
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W Smartinsights Us... W4 1U.103.2530,1/8:84...

¢ Smart InfraSight

f‘\
o
@

| Monitoring

v @) Center

[7dl Default Area

(% RDU_10.163.236.76 1

Click the §

W ma

\®J insight-teatures/a... [®] u-console | ui-library

wjwidgets

Monitoring Center 3D ~ er
; ; P
Edit IPMI device §a
Please type in the IP address, port, use Air Cooling onfigured

Device Name

Server 89

IP Address

Username

root

User Level

Figure 10-4 Editing the IPMI device

three s f= W Untitied, Uniine...

FAstty¥s ¥ el er...

Device Detall

n the server.

Description

Data Server

Port

623

Password

list menu suffixed to an IPMI device on the IPMI device list and select Delete. The Confirmation dialog

box is displayed, as shown in Figure 10-5. If you click DELETE, the IPMI device is deleted from the system and the

RDU collector synchronously.

Confirmation

Are you sure you wish to delete "Server 89"?

Figure 10-5 Deleting the IPMI device

10.4.2 Viewing IPMI Device Details

Click the @

list menu suffixed to an IPMI device on the IPMI device list and select View details. The IPMI device

details page is displayed, as shown in Figure 10-6. The page displays Running State (when the communication is
normal, Running State is displayed green. When the communication is interrupted, Running State is displayed gray.
When the device has an alarm, Running State is displayed red), Power State, Description, IP Address, MAC
Address, Log Capacity, Manufacture, S/N, BIOS Rev, BMC Rev, and BMC Time of the IPMI device.

Click the Event Log tab on the IPMI device details page. The tab page displays the event logs of the IPMI device.
To download all event logs, click EXPORT LOG. To clear all event logs of the device, click CLEAR LOG.

Click the FRU Information tab on the IPMI device details page. The tab page lists the FRU System Board

properties and values.

Click the Sensor Information tab on the IPMI device details page. The tab page displays the sensor information of
the IPMI device. The sensor states include normal, alarm, and unknown. In normal state, a green icon is displayed. In
alarm sate, a red icon is displayed. In unknown state, a gray icon is displayed. The sensor information of the IPMI
device is refreshed once every 10s.
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@ smartInsignt> Us.. We 10.103.230.1/4:54.. |#] max/widgets [®] insight-features/a... |#] ui-console |®] ur-lbrary @ three ssHMM4= Bl Untitled, Uniine... Sty el er...

Smart InfraSight =

| Monitoring Monitoring Center 3D - Power -

~ @ Center

& IPMI device details
v |1 Default Area

# RDU _1( b6 2 Running State: ] Manufacture: DELL

(@ RDU_10.163.236.76  § Power State: On SIN: 2FFMWW2
Description: Data Server BIOS Rev: 102
IP Address: 10.163.236.89 BMC Rev: 330
MAC Address: 50:9a4c:ad:f3:46 BMC Time: 2021-04-13
Log Capacity: 3%

FRU Information Sensor Information

INDEX SENSOR NAME SENSOR TYPE DESCRIPTION

Figure 10-6 IPMI device details page

10.4.3 Time Setting of the IPMI Device

Click the ® list menu suffixed to an IPMI device on the IPMI device list and select Time Setting. The Time Setting
page is displayed, as shown in Figure 10-7. Select the desired time and click SAVE. The BMC time of the device is
modified.

® SmartInsightsUs.. W@ 10.163.236.174:84.. (8] max/widgets [¥] insight-featuresfa.. [#] ui-console [#] ui-library @ threejs=zis MY Untitled, Online... HisttyRE S Ter..

¢ Smart Infrasight [

| Monitoring Monitoring Center 3D ~ Power « Server « Device Detail
v & C . >
A Time Setting
~ (W Default Area This operation will modify the BMC time of the server throuth IPMI using time at zero zone when the device is not communicati
@R $ operate
(@ RDU_10.163.236.76 -
ime

2021-04-12 14:51:28

Figure 10-7 Time Setting page of the IPMI device

10.4.4 Power Control of the IPMI Device

Click the  list menu suffixed to an IPMI device on the IPMI device list and select Power Control. The Power
Control page is displayed, as shown in Figure 10-8. After selecting the control option (Power On, Power Off, or
Graceful Shutdown), click SAVE. The power control of the device is completed.
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W Smart Insight > Us... &g [U.103.£30.1/4:84... 8] max/widgets |®] insight-features/a.. [$J ui-console |§J ui-lbrary @F three st 4= W Unttled, Uniine... FASty = el €r...
SINELAEST I =
| Monitoring Monitoring Center 3D ~ Power « Device Detall
~ @ Centel
= Power Control
L This operation will open or shutdown server throuth IPMI when the device is not communication failure, please carefully operat
ﬂ R
% RDU_10.163.236.76 POWER STATE OPERATE
Power On Power Off  (£) Graceful Shutdown

Power On
Aftention: This option will take

Figure 10-8 Power Control page of the IPMI device

10.4.5 Alarm Management of the IPMI Device

Click ® in the upper right part of the IPMI device list page to open the alarm management page of the IPMI device.
The alarm management page of the IPMI device contains the Current Alarms, History Alarms, and Alarm
Notification tab pages. By default, the Current Alarms tab page is displayed, as shown in Figure 10-9. Select

Confirm inthe  list menu of the current alarm record to confirm the alarm. The system will not send any alarm
notification for the confirmed alarm.

@ SmartInsight Us... 9 10.163.236.17484... [§] max/widgets [§] insight-features/a.. [@] ui-console [ ui-library @ threejsimz M Untitled Online... Bsttys 48 Ter...
V¢ SmartinfraSight =
Monitoring Center 3D ~ Power ~ Device Detail
History Alarms Alarm Notification
~ [l Default Area
i p — ALARM TRIGGER < CONFIRMED
INDEX DEVICE NAME ALARM NAME LEVEL VALUE START TIME BY
7 RDU_10.163.236.76
1 DELL R540 Communication Failure ... Warning 2021-03-25 10:11:56

Figure 10-9 Current Alarms page of the IPMI device

Click the History Alarms tab. The History Alarms tab page is displayed, as shown in Figure 10-10. Set Device
Name and Select Time Range. Click SEARCH. The system lists all the historical alarms of the specified device.
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Figure 10-10 History Alarms page of the IPMI device
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Click the Alarm Notification tab. The Alarm Notification tab page displayed, as shown in Figure 10-11. If you select
Enabled Notification, you can select Notification Type (currently, the notification can only be sent by email) and the
IPMI devices that can receive the alarm notifications. Then, select Recipient, and click SAVE. If the alarm that occurs
on the selected IPMI device is not cleared, the system sends an alarm notification every four hours. Up to three alarm

notifications can be sent.

@ Smart Insight > Us... &4 1U.1b3.23b.1/4:84... |§) max/widgets |§] insight-teatures/a... &) ui-console  |§ ui-library
g . Monitering Center 3D ~ Power «
V¢ Smart InfraSight
Current Alarms History Alarms
| Monitoring
Enabled Notification
= ~ @ Center H
=i Notification Type 3 E-mail
~ [[J] Default Area H
f‘\ @ rD : Select Device 1 checked

(4 RDU_10.163.236.76
e Users Contacts

o Recipient

@

admin

P threejs+0S W

Figure 10-11 Alarm Notification page of the IPMI device

10.5 Specific Functions of Console Device Management

10.5.1 Console Device Management

Click a site on the monitoring tree. If the site supports the console device management function, the Server and

Untitled, Unline...

Device Detail

FASTtyES | er..,

Switch tab appears at the top of the right page. Click the Switch tab to enter the console device management page,

as shown in Figure 10-12. The page lists the information about the console device connected to the current RDU
collector, including INDEX, DEVICE NAME, PORT NAME, BAUD RATE, WORD SIZE, PARITY, STOP BIT, and

FLOW CONTROL.

® Click in the upper right part to display the search box. Enter the filter conditions to display the filtered

console devices.
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® Click I in the upper right part to control whether to display the specified column.
® Click © inthe upper right part to open the page for adding a console device to the system.

o Click G inthe upper right part to re-request the console device information from the RDU collector and refresh
the information about the console device on the list.

® Click B inthe upper right part to open the log management page of the console device.

® Click & in the upper right part to pop up the User Authentication Configuration dialog box, where you can
set or modify the user authentication information. For details, see section 70.2.

@ Smart Insight> Us..  §@ 10.163.236.174:84.. [ maw/widgets [g] insight-features/a.. (8] ui-conscle [g] wilibrary @ thresjsdiirizs M Untitled, Online.. Bty S ESTer..

¢ Smart InfraSight [

v @) Center

| Monitoring Monitoring Center 3D ~ Power « ch « Device Detall
| H m

~ [} Default Area

ﬁ. f# RDU 10.

(% RDU_10.163.236.76

e INDEX DEVICE NAME PORT NAME BAUD RATE WORD SIZE PARITY ST

@ 1 ACS1 Ccom4 115200 8 NONE 1

Figure 10-12 List of console devices

Click © inthe upper right part to open the Create new console device page. Enter the console device information
(Port Name, Baud Rate, Word Size, Parity, Stop Bit, and Flow Control, which must be correctly entered according
to the configuration on the console device end), and click SAVE, as shown in Figure 10-13. The new console device
is synchronously added to the RDU collector.

@ Smartinsights Us.. W# 10.103.230.1/44... 8] max/widgets |®] insight-teatures/a... ] ui-console [R] u-library @ three s} Mt= | Untitled, Uniine... FASTy#E ST | er..,

o¢ Smart InfraSight [

| Monitoring Monitoring Center 3D ~ Power « ch - Device Detall
~ ®C H . S
me || ~ @ center : Create new console device o
v [l Default Area H Switch
,“ @ RD : Device Name Port Name
¥ RDU_10.163.236.76 3 COM3
e Baud Rate Word Size
@ 9500 8
Parity Stop Bit
NONE $ 1
Flow Control
NONE =
Figure 10-13 Create new console device
Click the i list menu suffixed to a console device on the console device list and select Edit. The Edit console

device page is displayed, as shown in Figure 10-14. Enter new console device information (Port Name cannot be
modified. Baud Rate, Word Size, Parity, Stop Bit, and Flow Control must be correctly entered according to the
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configuration on the console device end), and click SAVE. The new console device information is synchronously
updated to the RDU collector.

@ SmartInsight - Us.. @ 10.163.236.174:84.. (] max/widgets [§] insight-features/a.. [#] ui-console [ ui-lbrary @ threejs=rsrt W Untitled, Online.. Rsttyse 4158 er...

o9 Smart Infrasight [

| Monitoring Monitoring Center D~ Power ~ - Device Detail
v @&C { 2 .
Eg || © Ot £ Edit console device
v [ Default Area
f“ RD 116 : Device Name Port Name
ACS1
6 Baud Rate Word Size
@ 115200 8
Parity Stop Bit
NONE $ 1
Flow Control
NONE %

Figure 10-14 Edit console device page

Click the i list menu suffixed to a console device on the console device list and select Delete. The Confirmation
dialog box is displayed, as shown in Figure 10-15. If you click DELETE, the console device is deleted from the
system and the RDU collector synchronously.

Confirmation

Are you sure you wish to delete "ACS1"7?

Figure 10-15 Deleting the console device

10.5.2 Console Logs

Click B inthe upper right part of the console device list page to open the log management page of the console
device. The log types of the console device include Event Log and History Log. By default, the page displays the
event logs, as shown in Figure 10-16. If Log Type is set to Event Log, you can select the console device and time
range, and click SEARCH. The system lists all event logs of the specified device within the specified time range. To
download the filtered logs, click EXPORT.
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@ Smartinsights Us.. W# 10.103.230.1/44... 8] max/widgets |®] insight-teatures/a... ] ui-console [R] u-library @ three s} Mt= | Untitled, Uniine... FASTy#E ST | er..,

SINELAEST I =

| Monitoring Monitoring Center 3D ~ Power ~ witch « Device Detall
~®C S
© Center Log Type RLYel Select Device
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Figure 10-16 Event logs of the console device

The historical logs can be viewed only after download instead of direct query.

If Log Type is set to History Log, you can select the console device and time range, and click SEARCH. To
download the filtered logs, click EXPORT.
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11.1

Chapter 11 Consumption Configuration

Overview

11.1.1 Overview

The consumption module provides the consumption configuration and PUE configuration functions, through which
you can calculate the consumption and PUE of the device.

11.1.2 Functional Module

11.2

11.2.1

Consumption Configuration contains the following functional modules. For more information about the functional
modules, see section 11.3 "Specific Functions."

® Adding Consumption Configuration

® Searching for Consumption Configuration

® Enabling/Disabling Consumption Configuration
® Editing Consumption Configuration

® Deleting Consumption Configuration

PUE Configuration contains the following functional modules. For more information about the functional modules,
see section 11.3 "Specific Functions."”

® Adding Consumption Configuration

® Searching for Consumption Configuration

® Enabling/Disabling Consumption Configuration
® Editing Consumption Configuration

® Deleting Consumption Configuration

Quick Start

Quick Deployment Procedure

You can quickly configure the consumption as follows:

[1] Click Consumption.

[2] Click Consumption Configuration.

[3] Click the search icon to view consumption configuration.
[4] Click the add icon to add consumption configuration.
You can quickly configure the PUE as follows:

[1] Click Consumption Configuration.

[2] Click PUE Configuration.

[3] Click the search icon to view PUE configuration.

[4] Click the add icon to add PUE configuration.
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11.2.2 Example

Adding consumption configuration

On the Smart InfraSight homepage, click L. | select Consumption Configuration _and click the 0 icon in
the upper right corner. The Add Consumption Configuration page is displayed, as shown in Figure 11-1.

< Add Consumption Configuration

Name

Consumption Signals

+/- LOCATION DEVICE NAME DATAPOINT NAME

Mo Datapeints Found

Consumption Adjustments

Name Adjustments (kWh)

Description

Association to Locations

please select Locations

Figure 11-1 Adding consumption configuration

Searching for consumption configuration

Click ™ in the upper right corner. The page for searching for consumption configuration is displayed, as shown in
Figure 11-2.

Consumption Configuration

NAME + ASSOCIATION SITE ENABLED DATE/TIME CREATED D&

Figure 11-2 Searching for consumption configuration
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Enabling consumption configuration
Click * on the consumption configuration list, and then click * EN@0IE  as shown in Figure 11-3.
Consumption Configuration
NAME + ASSOCIATION SITE EMABLED DATE/TIME CREATED DAT
RDU_10.169.42.185 Dizabled 2021-04-13 10:16:07 202
Figure 11-3 Enabling consumption configuration
Disabling consumption configuration
Click * on the consumption configuration list, and then click ™ Disable | a5 shown in Figure 11-4.
Consumption Configuration
MAME 1= ASSOCIATION SITE EMNABLED DATE/TIME CREATED DATI
RDU_10 169.42.185 Enabled 2021-04-13 10:16:07 202
Figure 11-4  Disabling consumption configuration
Editing consumption configuration
Click * on the consumption configuration list, and then click # Edit| as shown in Figure 11-5.
Consumption Configuration
NAME + ASSOCIATION SITE ENABLED DATE/TIME CREATED DAT
RDU_10 169.42 185 Enabled 2021-04-13 10:16:07 202

Figure 11-5 Editing consumption configuration

Deleting consumption configuration

Delete

Click * on the consumption configuration list, and then click ® , as shown in Figure 11-6.
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Consumption Configuration

HAME + ASSOCIATION SITE ENABLED DATE/TIME CREATED DAT

Consumption Configuration RDU_10.169.42 185 Enabled 2021-04-13 10:16:07 202

Figure 11-6 Deleting consumption configuration
Adding PUE configuration
On the Smart InfraSight homepage, click , select _ and click the o icon in the upper right
corner. The Update PUE Configuration page is displayed, as shown in Figure 11-7.

< Update PUE Configuration

PUE Configuration

Name

Calculation Opt
Select Cne
This field is required.

IT Devices, Facility
@ Total Energy, IT Dey

Total Energy, Facilit

Total Energy

Total Energy Adjustments
Name Adjustments (kWh)

Description

IT Devices
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IT Adjustments

Name Adjustments (kWh)
a 1
This field is required

Description

Figure 11-7 Adding PUE configuration

Searching for PUE configuration

Click in the upper right corner. The page for searching for PUE configuration is displayed, as shown in
Figure 11-8.

PUE Configuration

NAME u DATE/TIME CREATED DATE/TIME MODIFIED

Figure 11-8 Searching for PUE configuration

Click * onthe PUE configuration list, and then click * =U"

PUE Configuration

, as shown in Figure 11-9.

NAME e DATE/TIME CREATED DATE/TIME MODIFIED

2021-04-13 10:02:51 2021-04-14 13:12:39

Figure 11-9 Running PUE configuration
Editing PUE configuration

Click : on the consumption configuration list, and then click # Edit| as shown in Figure 11-10.

PUE Configuration

HAME + DATE/TIME CREATED DATE/TIME MODIFIED

2021-04-13 10:02:51 2021-04-14 13:12:39

Figure 11-10 Editing PUE configuration
Deleting PUE configuration

Click : onthe PUE configuration list, and then click ® P 35 shown in Figure 11-11.
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PUE Configuration

NAME T+ DATE/TIME CREATED DATE/TIME MODIFIED

PUE Configuration 2021-04-13 10-02 51 2021-04-14 131239
Figure 11-11  Deleting PUE configuration

11.3 Specific Functions

11.3.1 Adding Consumption Configuration

On the Smart InfraSight homepage, click , select _ and click the o icon in the upper

right corner. The Add Consumption Configuration page is displayed, as shown in Figure 11-12.

¢ Add Consumption Configuration

Name

Consumption Signals

+1- LOCATION DEVICE NAME DATAPOINT NAME

hn Natananinte Fraomd

Consumption Adjustments

Name Adjustments (kKWh)

Description

Association to Locations

please select Locations

Figure 11-12  Adding consumption configuration
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11.3.2 Searching for Consumption Configuration

Click in the upper right corner. The page for searching for consumption configuration is displayed, as shown in
Figure 11-13.

Consumption Configuration

NAME + ASSOCIATION SITE ENABLED DATE/TIME CREATED DAT

Figure 11-13 Searching for consumption configuration

11.3.3 Enabling Consumption Configuration

Click  onthe consumption configuration list, and then click * ="30/€ as shown in Figure 11-14.

Consumption Configuration

NAME + ASSOCIATION SITE EMABLED DATE/TIME CREATED DaT

RDU_10.169.42.185 Disabled 2021-04-13 10:16:07 202

Figure 11-14 Enabling consumption configuration 1

After consumption configuration is enabled, the state in the ENABLED column is changed from Disabled to
Enabled.

Consumption Configuration

MAME i ASSOCIATION SITE ENABLED DATE/TIME CREATED DAT

Figure 11-15 Enabling consumption configuration 2

11.3.4 Disabling Consumption Configuration

Click * on the consumption configuration list, and then click ® Disable as shown in Figure 11-16.
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Consumption Configuration

NAME - ASSOCIATION SITE ENABLED DATE/TIME CREATED DAT

RDU_10.169.42.185 Enabled 2021-04-13 10:16:07 202

Figure 11-16  Disabling consumption configuration 1

After consumption configuration is disabled, the state in the ENABLED column is changed from Enabled to
Disabled.

Consumption Configuration

NAME P ASSOCIATION SITE EMABLED DATE/TIME CREATED DATI

Figure 11-17 Disabling consumption configuration 2
11.3.5 Editing Consumption Configuration

Click ® onthe consumption configuration list, and then click ¥ E9t, as shown in Figure 11-18.

Consumption Configuration

NAME T ASSOCIATION SITE ENABLED DATE/TIME CREATED DAT

RDU_10.169.42.185 Enabled 2021-04-13 10:16:07 202

< Edit Consumption Configuration

Name

Consumption Configuration

Consumption Signals

+/- LOCATION DEVICE NAME DATAPOINT NAME

No Datapeints Found
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Consumption Adjustments

Name Adjustments (kWh)
: B
Description

Association to Locations

RDU_10.169.42.185

Select Consumption Signal

Select Location

RDU_10.163.104.121

Select Device

AMM_YD2015_1

DATAPOINT NAME

Positive-phase Active Power Energy

Negative-phase Active Power Energy

Figure 11-18 Editing consumption configuration

11.3.6 Deleting Consumption Configuration

Click * on the consumption configuration list, and then click ® €' as shown in Figure 11-19.
Consumption Configuration
MAME + ASSOCIATION SITE EMABLED DATE/TIME CREATED DAT
RDU_10.169.42.185 Enabled 2021-04-13 10:16.07 202
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Confirmation

Are you sure you wish to delete Consumption Configuration?

AARLAT

Figure 11-19  Deleting consumption configuration

11.3.7 Adding PUE Configuration

On the Smart InfraSight homepage, click "4, select PUE C &l and click the o icon in the upper right
corner. The Update PUE Configuration page is displayed, as shown in Figure 11-20.

< Update PUE Configuration

PUE Configuration

Name
‘ Calculation Opt
Select One
This field is required.
IT Devices, Facility |
Total Energy, IT Dev
Total Energy, Facilit
IT Devices
IT Adjustments
Name Adjustments (K\Wh)
- §
Description

Facility Devices

Figure 11-20 Adding PUE configuration

11.3.8 Searching for PUE Configuration

Click ™ in the upper right corner. The page for searching for PUE configuration is displayed, as shown in
Figure 11-21.
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PUE Configuration

NAME + DATE/TIME CREATED DATE/TIME MODIFIED

Figure 11-21 Searching for PUE configuration

11.3.9 Running PUE Configuration

Click : on the PUE configuration list, and then click * Run as shown in Figure 11-22.

PUE Configuration

NAME s DATETIME CREATED DATE/TIME MODIFIED

2021-04-13 10:02:51 2021-04-1413:12:39

PUE SUCCESS:
Pue Calculation has been scheduled successfully ft
PUE Configuration

Once executed, the corresponding PUE widget will

Figure 11-22 Running PUE configuration

11.3.10 Editing PUE Configuration

Click * onthe consumption configuration list, and then click # Edit, as shown in Figure 11-23.

PUE Configuration

HAME + DATE/TIME CREATED DATE/TIME MODIFIED

2021-04-13 10:02:51 2021-04-14 13:12:39

Figure 11-23 Editing PUE configuration 1
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< Update PUE Configuration

PUE Configuration

Name
Calculation Opti

PUE Configuration
Select One

IT Devices, Facility [

@ Total Energy, IT Dev

Total Energy, Facility

Total Energy

Total Energy Adjustments

Name Adjustments (kWh)

Description

IT Devices

IT Adjustments

Name Adjustments (kWh)

Description

Figure 11-24  Editing PUE configuration 2

On the page for editing the PUE configuration, click o in the upper right corner of the Total Energy page. The
Total Energy Adjustments page is displayed, as shown in Figure 11-25.

¢« Add Devices to Total Energy

Select Location Select Device Select Device Datapoints

RDU_10.169.42.185

A

DEVICE NAME + DEVICE TYPE DATAPOINT NAME

Figure 11-25 Total Energy configuration
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On the page for editing the consumption configuration, click e in the upper right corner of the IT Devices page.
The IT device consumption configuration page is displayed, as shown in Figure 11-26.

IT Devices

& Add Devices to IT

Select Location Select Device Select Device Datapoint:

RDU_10.169.42 185 $

DEVICE NAME 6 DEVICE TYPE DATAPOINT NAME

UPS_ADAPTPM 1 UPS No Datapoints

Figure 11-26  Configuring IT device consumption

11.3.11 Deleting PUE Configuration

Delete

Click : on the PUE configuration list, and then click u , as shown in Figure 11-27.

PUE Configuration

MAME + DATE/TIME CREATED DATE/TIME MODIFIED

2021-04-13 10:02:51 2021-04-14 13:12:39

Confirmation

Are you sure you wish to delete "PUE Configuration™?

Figure 11-27 Deleting PUE configuration
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Chapter 12 Report

12.1 Overview

Reports are classified into basic reports and custom reports, which are mainly used to query or analyze data and
alarms generated by the computer room monitoring system. This chapter describes how to configure and view
various types of reports.

12.1.1 Functional Module

Report contains the following functional modules. For more information about the functional modules, see section
12.3 "Specific Functions."

® Basic Reports - Historic Data Point
® Basic Reports - Alarms Record

® Basic Reports - Automation Record
® Basic Reports - Control Record

® Basic Reports - Door Access Record

® Custom Report

12.2 Quick Start

12.2.1 Quick Deployment Procedure

You can quickly configure the custom report as follows:
[1] Create a custom report in the specified type.

[2] View the created report.

12.2.2 Report Example
This section describes how to view historic data point records within a specified time range taking Historic Data
Point as an example.

Querying Historic Data Point

Log in to the system. Choose Report > Basic Reports > Historic Data Point. The Historic Data Point page is
displayed, as shown in Figure 12-1.
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® SmartInsightsUs.. W@ 10.163.236.174:84.. (8] max/widgets [¥] insight-featuresfa.. [#] ui-console [#] ui-library @ threejs=zis MY Untitled, Online... HisttyRE S Ter..

¢ Smartinfrasight =

| Basic Reports

Hi

Alarms Record
Control Record
Automation Record
Door Access Record

Operation Record

| Advanced Reports

Custom Report

Historic Data Point

New Query Name -

Select Location

Select item

Select Datapoint

D LOCATION DEVICE NAME

Select Device

Select Date Range

@ Past 24 Hours ~

DATAPOINT VALUE

Figure 12-1 Historic Data Point page

When you enter the Basic Reports module, the Historic Data Point tab page is displayed by default. Select a site
from the Select Location drop-down list box (mandatory). Select a device of the selected site from the Select

Device drop-down list box. Select all data points of the selected device from the Select Datapoint drop-down list box,
as shown in Figure 12-2.

@ Smartinsight>Us.. €9 10163.236.17484.. [8] max/widgets [§] insight-featuresfa.. [ ui-console [§] ui-library @ threejs=iorsts  ME Untitled, Online.. sty i8S Ter..

¢ Smartinfrasight =

| Basic Reports Historic Data Point

Hi!
Alarms Record New Query Name =
Control Record
Select Location Select Device
Automation Record
Selected 1 2 Selected 4

Door Access Record

Operation Record Select Datapoint @ Select Date Range

Select item - B Past 24 Hours -

| Advanced Reports

Custom Report E

D LOGATION DEVICE NAME DATAPOINT VALUE
1 Site1 ENV_TH2 Communication Status Normal
2 Site1 UPS_APM160_1 Communication Status Failure
3 Site1 ENV_DI Communication Status Normal

Figure 12-2  Query result page

Saving query conditions:

When the selected query conditions are effective to filter out historic data points, you can click SAVE QUERY. The
Save Query dialog box is displayed. Enter the query name and save it as a commonly used query condition, as
shown in Figure 12-3.

Save Query

Query Name

Figure 12-3 Save Query dialog box

Smart InfraSight User Manual



132 Chapter 12 Report

Enter the query condition name and click SAVE QUERY. The saved query name is displayed on the New Query
Name drop-down list in the upper left part of the page. You can switch between query conditions to query the
corresponding reports according to actual needs. If you do not need to save a query condition, click the delete button
on the right side.

Downloading historic data point:

After you click SEARCH and the system displays the compliant query results, you can click B in the upper right
corner to download the query results, as shown in Figure 12-4.

@ SmartInsight> Us... W@ 10.163.236.174:84.. [#] max/widgets [#] insight-teatures/a.. [#] vi-console [#] ui-library @@ threejs3=0= WP Untitled, Online... Histty#s % igHTer...

¢ Smartinfrasight [

| Basic Reports

Alarms Record
Control Record
Automation Record
Door Access Record

Operation Record

Historic Data Point

New Query Name

Select Location

Selected 1

Select Datapoint @

Select Device

= Selected 4

Select Date Range

Select item B Past24 Hours -
| Advanced Reports
Custom Report
D LOCATION DEVICE NAME DATAPOINT VALUE
1 Site1 ENV_TH2 Communication Status Normal
2 Site1 UPS_APM160_1 Communication Status Failure
3] Site1 ENV_DI Communication Status Normal
Figure 12-4 Downloading historic data point

12.3 Specific Functions

12.3.1 Basic Reports

Basic reports are mainly used to collectively measure data generated by the monitoring system, including signal,
alarm, control, notification, and door access statistics. Basic reports mainly cover Historic Data Point, Alarms
Record, Automation Record, Control Record, and Door Access Record.

Historic Data Point

Log in to the system. Choose Report > Basic Reports > Historic Data Point. The Historic Data Point page is
displayed, as shown in Figure 12-5.

@ SmartInsight> Us... W@ 10.163.236.174:84.. [#] max/widgets [#] insight-teatures/a.. [#] vi-console [#] ui-library @@ threejs3=0= WP Untitled, Online... Histty#s % igHTer...

¢ Smartinfrasight [

| Basic Reports Historic Data Point

Alarms Record New Query Name o
Control Record

Select Location Select Device
Automation Record

Select item -

Door Access Record

Select Dale Range

Operation Record Select Datapoint

B Past 24 Hours ~

| Advanced Reports

Custom Report

D LOCATION DEVICE NAME DATAPOINT VALUE

Figure 12-5 Historic Data Point page
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Select a site from the Select Location drop-down list box (mandatory). Select a device of the selected site from the
Select Device drop-down list box. Select all data points of the selected device from the Select Datapoint drop-down
list box. Click SEARCH. The statistics of the selected location, device, and data point collected within the specified
time range are displayed, as shown in Figure 12-6.

® Smart Insight > Us... §@ 10.163.236.174:84.. [¥] max/widgets [ insight-features/a... [#] ui-console [¥] ui-library @ threejsFsorkE M Untitled, Online... Fsttyf S8 5Ter...

¢ Smartinfrasight =

0 | Basic Reports Historic Data Point

Alarms Record New Query Name =

Control Record

Select Location Select Device
Automation Record
Selected 1 = Selected 4
Door Access Record
Operation Record Select Datapoint @ Select Date Range
Select item = B3 Past 24 Hours ~

| Advanced Reports

Custom Report E

D LOGATION DEVICE NAME DATAPOINT VALUE
1 Site1 ENV_TH2 Communication Status Normal
2 Site1 UPS_APM150_1 Communication Status Failure
3 Site1 ENV_DI Communication Status Nomal

Figure 12-6 Historic Data Point query results

Saving query conditions: When the selected query conditions are effective to filter out historic data points, you can
click SAVE QUERY. The Save Query dialog box is displayed. Enter the query name and save it as a commonly used
query condition, as shown in Figure 12-7.

Save Query

Query Name

Figure 12-7 Save Query dialog box

Enter the query condition name and click SAVE QUERY. The saved query name is displayed on the New Query
Name drop-down list in the upper left part of the page. You can switch between query conditions to view the
corresponding reports according to actual needs. If you do not need to save a query condition, click the delete button
on the right side.

Downloading historic data point: After you click SEARCH and the system displays the compliant query results, you

can click B in the upper right corner to download the query results, as shown in Figure 12-8.
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® Smart Insight> Us.. @ 10.163 [#] max/widgets [#] insight-features/a.. [#] ui-console [¥] ui-library @ threejsFREIZEE M Untitled, Online... sty @S Ter...
' Smart InfraSight B
| Basic Reports Historic Data Point
His
Alarms Record New Query Name =
Control Record
Select Location Select Device
Automation Record
Selected 1 = Selected 4
Door Access Record
Operation Record Select Datapoint @ Select Date Range
Select item et B Past24 Hours -
| Advanced Reports
Custom Report
D LOCATION DEVICE NAME DATAPOINT VALUE
1 Site1 ENV_TH2 Communication Status Nommal
2 Site1 UPS_APM160_1 Communication Status Failure
3] Site1 ENV_DI Communication Status Normal

Figure 12-8 Downloading historic data point

B8 Note
1. The number of selected locations, devices, or data points cannot exceed 8.
2. The location is mandatory. If other options are not specified, the system returns results of all options by default.

3. After you click SEARCH and the system returns the query results, you can save query conditions and download
historic data points.

4. The default precision of the displayed signal value is accurate to two decimal places.

5. For standardized FLOOR_PDU and UPS devices, the system displays the non-tributary data points instead of all
data points.

Alarms Record

Log in to the system. Choose Report > Basic Reports > Alarms Record. The Alarms Record page is displayed, as
shown in Figure 12-9.

® Smart Insight> Us... &9 10.163.236.174:84... [g] max/widgets [B] insight-teatures/a.. [#] ui-console [g] ui-library @ threejsRTe#s W Untitled, Online... HisttyS S Ter...

¢ SmartinfraSight [

| Basic Reports Alarms Record

Historic Data Point

New Query Name -

Control Record

Select Location Select Device Select Alarm Sev

Automation Record

Select item = Al
Door Access Record
Operation Record Alarm Status Confirmed Status Select Date Range

| Advanced Reports All : All : 2 Past 24 Hours ~

Custom Report

D SEVERITY LOCATION DEVICE NAME ALARM TRIGGER VALUE ALARM STATUS START TIME CLEARED TIME CONTINUE TI

Figure 12-9 Alarms Record

Select a site from the Select Location drop-down list box (mandatory). Select a device of the selected site from the
Select Device drop-down list box. Select all alarms of the selected device from the Select Alarm drop-down list box.
Select the alarm severity, alarm status, and confirmed status from the Severity, Alarm Status, and Confirmed
Status (radio box) drop-down list boxes. If the options are not specified, the system returns all alarms. Select the time
range of the query from the Select Date Range drop-down list box, which is defaulted to Past 24 Hours. Click
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SEARCH. The statistics of the selected location, device, alarm, severity, alarm status, and confirmed status collected
with the specified time range are displayed, as shown in Figure 12-10.

WY OSMATLINSIYILS U, W@ I IUS.EOU. (%504, (g MIEX/WINGEls G ey isauieyd., W USLunsuie gy u-norary RUEEN NS SR RTINS FHSLLYRAR = SR 1 €T e

¢ SmartinfraSight =

0 | Basic Reports Alarms Record

Historic Data Point
New Query Name =

Control Record

Select Location Select Device Select Alarm Sev
Automation Record
Selected 1 - Select item - Al
Door Access Record
Operation Record Alarm Status Confirmed Status Select Date Range
All s All $ @ Past 24 Hours ~

| Advanced Reports

Custom Report E

D SEVERITY LOCATION DEVICE NAME ALARM TRIGGER VALUE ALARM STATUS START TIME CLEARED TIME CONTINUE TI
: 3 20210413 20210413

1 [x] Site1 RDU-10.163 Manit - Clearsd 16:16:08 16:16:29 00:00:21

2 [ Site RDU-10.163 Monit - Cleared LI g 00:00:04

13:29:56 13:30:00

Figure 12-10 Alarms Record query results

Saving query conditions: After you select the required query conditions, the system returns the corresponding
query information on the list. You can click SAVE QUERY. The Save Query dialog box is displayed. Enter the query
name and save it as a commonly used query condition, as shown in Figure 12-11.

Save Query

Query Name

Figure 12-11 Save Query dialog box

Enter the query condition name and click SAVE QUERY. The saved query name is displayed on the New Query
Name drop-down list in the upper left part of the page. You can switch between query conditions to view the
corresponding reports according to actual needs. If you do not need to save a query condition, click the delete button
on the right side.

Downloading alarm records: After you click SEARCH and the system displays the compliant query results, you can

click B in the upper right corner to download the query results, as shown in Figure 12-12.
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@& Smart Insight > Us... ¢ 10.163,

¢ Smart infraSight

| Basic Reports

Historic Data Point

Control Record
Automation Record
Door Access Record

Operation Record

| Advanced Reports

Custom Report

[#] max/widgets [#] insight-features/a.. [#] ui-console [¥] ui-library @ threejsFREIZEE M Untitled, Online... sty @S Ter...
Alarms Record
New Query Name -
Select Location Select Device Select Alarm
Selected 1 = Select item =
Alarm Status Confirmed Status Select Date Range
All 3 All s 2 Past 24 Hours ~
D SEVERITY LOCATION DEVICE NAME ALARM TRIGGER VALUE ALARM STATUS START TIME CLEARED TIME
: X 2021-04-13 2021-04-13
1 [x] Site1 RDU-10.163... Monit.... Cleared 16:16:08 16:16:29
2 X . 2021-04-13 2021-04-13
2 [x] Sitel1 RDU-10.163... Monit... Cleared 132956 133000

Figure 12-12 Downloading alarm records

Al

CONTINUETI

00:00:21

00:00:04

(R Note

1. The number of selected locations, devices, or alarms cannot exceed 8.

2. The location is mandatory. If other options are not specified, the system returns results of all options by default.

3. After you click SEARCH and the system returns the query results, you can save query conditions and download

alarm records.

Control Record

Log in to the system. Choose Report > Basic Reports > Control Record. The Control Record page is displayed,

as shown in Figure 12-13.

@ Smart Insight » Us...

¢ Smart InfraSight

° | Basic Reports

Historic Data Point

Alarms Record

Automation Record
Door Access Record

Operation Record

| Advanced Reports

Custom Report

§9 10.163.236.174:84...

[ max/widgets [B] insight-features/a.. [@] ui-console [§] ui-library @ threejsR¥r#s M Untitled, Online... Fsttys$rigSer..
Control Record
New Query Name -
Select Location Select Device Contro
Select item >
Control Result Select Date Range
All : B Past 24 Hours ~
D LOCATION DEVICE NAME CONTROL VALUE CONTROL RESULT

Figure 12-13 Control Record

CONTROL BY

Select a site from the Select Location drop-down list box (mandatory). Select a device of the selected site from the
Select Device drop-down list box. Select all controls of the selected device from the Control drop-down list box.
Select the successful control and failed control from the Control Result drop-down list box (radio box). If the options
are not specified, the system returns all controls. Select the time range of the query from the Select Date Range
drop-down list box, which is defaulted to Past 24 Hours. Click SEARCH. The statistics of the selected location,
device, control, and control result collected within the specified time range are displayed, as shown in Figure 12-14.
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@ Smart Insight > Us... @ 10. .174:84... (9] max/widgets [#] insight-features/a... [#] ui-console [®] uilibrary @ threejsTSITES M Untitled, Online.. Histtyf S ETer...

¢ Smartinfrasight =

0 | Basic Reports Control Record

Historic Data Point

Alarms Record New Query Name -

Select Location Select Device Control
Automation Record
Selected 1 = Select item -
Door Access Record
Operation Record Control Result Select Date Range
All s 2 Past30Days =~

| Advanced Reports

Custom Report E

2] LOCATION DEVICE NAME CONTROL VALUE CONTROL RESULT CONTROL BY
1 ry=g ACC_ES5200DoorMgmt_1 Restore the fingerprint re.. True Success admin
2 =g ACC_ES5200DoorMgmt_1 Remote Open Door True Success admin
3 ®Eg1 ACC_ES5200DoorMgmt_1 Remote Open Door True Success admin

Figure 12-14  Control Record query results

Saving query conditions: After you select the required query conditions, the system returns the corresponding
query information on the list. You can click SAVE QUERY. The Save Query dialog box is displayed. Enter the query
name and save it as a commonly used query condition, as shown in Figure 12-15.

Save Query

Query Name

Figure 12-15 Save Query dialog box

Enter the query condition name and click SAVE QUERY. The saved query name is displayed on the New Query
Name drop-down list in the upper left part of the page. You can switch between query conditions to view the
corresponding reports according to actual needs. If you do not need to save a query condition, click the delete button
on the right side.

Downloading control records: After you click SEARCH and the system displays the compliant query results, you can

click B in the upper right corner to download the query results, as shown in Figure 12-16.
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@ Smart Insight > Us... &9 10.163 [#] max/widgets [#] insight-features/a.. [#] ui-console [¥] ui-library @ threejsFREIZEE M Untitled, Online... sty @S Ter...
' Smart InfraSight B
| Basic Reports Control Record
Historic Data Point
Alarms Record New Query Name =
Select Location Select Device Control
Automation Record
Selected 1 = Select item =
Door Access Record
Operation Record Control Result Select Date Range
All : I Past30 Days ~
| Advanced Reports -
Custom Report
D LOGATION DEVICE NAME CONTROL VALUE CONTROL RESULT CONTROL BY
1 el ACC_ES5200DoorMgmt_1 Restore the fingerprint re_ True Success admin
2 =4 ] ACC_ES5200D00rMgmt_1 Remote Open Door True Success admin
3 b= ACC_ES5200DoorMgmt_1 Remote Open Door True Success admin

Figure 12-16 Downloading control records

B8 Note
1. The number of selected locations, devices, and controls cannot exceed 8.
2. The location is mandatory. If other options are not specified, the system returns results of all options by default.

3. After you click SEARCH and the system returns the query results, you can save query conditions and download
control records.

Automation Record

Log in to the system. Choose Report > Basic Reports > Automation Record. The Automation Record page is
displayed, as shown in Figure 12-17.

® Smart Insight> Us... §¢ 10.163.236.174:84... [#] max/widgets [#] insight-teatures/a... [$] ui-console [$] ui-library @@ threejs33#= M Untitled, Cnline... Histty#s %z ETer...
“ Smart InfraSight B

| Basic Reports Automation Record

Historic Data Point

Alarms Record New Query Name o
Control Record
Recipient Autemation Type Contact Address
Selectitem -
Door Access Record
Operation Record Automation Status Select Date Range
| Advanced Reports All : [ Past24 Hours -
Custom Report
D RECIPIENT AUTOMATION TYPE CONTACT ADDRESS AUTOMATION STATUS SENDING

Figure 12-17  Automation Record

Select a recipient from the Recipient drop-down list box (mandatory). Select an automation type from the
Automation Type drop-down list box. Select a contact address from the Contact Address drop-down list box. Select
the automation status from the Automation Status drop-down list box (radio box). If the options are not specified, the
system returns all results. Select the time range of the query from the Select Date Range drop-down list box. Click
SEARCH. The statistics of the selected recipient, automation type, contact address, and automation status collected
within the specified time range are displayed, as shown in Figure 12-18.
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@ Smartinsight>Us.. €9 10163.236.17484.. [8] max/widgets [§] insight-featuresfa.. [ ui-console [§] ui-library @ threejs=iorsts  ME Untitled, Online.. Fstty & Si@ETer..

a Smart InfraSight Automation Record

| Basic Reports New Query Name -
Historic Data Point
Recipient Automation Type Contact Address
Alarms Record
Selected 2 - Email B Selected 2
Control Record
Automation Status Select Date Range
Door Access Record All : B Past30Days ~
Operation Record
| Advanced Reports
AUTOMATION il R T MESSA
Custom Report D RECIFIENT - CONTACT ADDRESS AUTOMATION STATUS SENDING TIME MESSAGE
1 EMAIL 275204140@qq.com Sent 2021-04-13 17:28:43 Test email
2 EMAIL 275204140@qq.com Sent 2021-04-13 17:28:38 Test email
3] EMAIL 275204140@qq.com Sent 2021-04-13 17:28:30 Test email:
4 EMAIL 275204140@qq.com Sent 2021-04-13 17:28:05 Test email

Figure 12-18 Automation Record query results

Saving query conditions: After you select the required query conditions, the system returns the corresponding
query information on the list. You can click SAVE QUERY. The Save Query dialog box is displayed. Enter the query
name and save it as a commonly used query condition, as shown in Figure 12-19.

Save Query

Query Name

Figure 12-19 Save Query dialog box

Enter the query condition name and click SAVE QUERY. The saved query name is displayed on the New Query
Name drop-down list in the upper left part of the page. You can switch between query conditions to view the
corresponding reports according to actual needs. If you do not need to save a query condition, click the delete button
on the right side.

Downloading automation records: After you click SEARCH and the system displays the compliant query results,

you can click B in the upper right corner to download the query results, as shown in Figure 12-20.

Smart InfraSight User Manual



140

Chapter 12 Report

® Smart Insight> Us... ¥4 10,163 74:84.. [g] max/widgets [B] insight-features/a.. [ ui-console [] ui-library @ threejsREIZEE M Untitled, Online... Festty# S Ter.,

a Smart InfraSight Automation Record

| Basic Reports New Query Name -
Historic Data Point
Recipient Automation Type Contact Address
Alarms Record
Selected 2 = Email 2 Selected 2
Control Record
Automation Status Select Date Range
Door Access Record All s & Past30 Days ~
Operation Record
| Advanced Reports
Custom Report [1s] RECIPIENT :\':;g il CONTACT ADDRESS AUTOMATION STATUS SENDING TIME MESSAGE
1 EMAIL 275204140@qq.com Sent 2021-04-13 17:28:43 Test email:
2 EMAIL 275204140@qq.com Sent 2021-04-13 17:28:38 Test email-*
£} EMAIL 275204140@qq.com Sent 2021-04-13 17:28:30 Test email:
4 EMAIL 275204140@qq.com Sent 2021-04-13 17:28:05 Test email:*

Figure 12-20 Downloading automation records

B8 Note
1. The number of selected recipients and contact addresses cannot exceed 8.
2. The Recipient is mandatory. If other options are not specified, the system returns results of all options by default.

3. After you click SEARCH and the system returns the query results, you can save query conditions and download
automation records.

Door Access Record

Log in to the system. Choose Report > Basic Reports > Door Access Record. The Door Access Record page is
displayed, as shown in Figure 12-21.

@ Smart Insights Us... 9 10.163.236.174:84... max/widgets insight-features/a... ui-console ui-library @ threejssszE M Untitled, Online... Bstty®$ia8 Ter...

o9 SmartInfrasight IS

O | Basic Reports Door Access Record

Historic Data Point
Alarms Record New Query Name -

Control Record

Swipe Card Select Date Range
Automation Record
Select item F B Past24 Hours ~
Operation Record
Select Location Select Door
| Advanced Reports Select item -
Custom Report
D CARD NUMBER CARDHOLDER LOCATION DOOR TYPE ENTE

Figure 12-21 Door Access Record

Select the personnel from the Swipe Card drop-down list box. Select a site from the Select Location drop-down list
box. Select a door device from the Select Door drop-down list box. Select the time range of the query from the
Select Date Range drop-down list box, which is defaulted to Past 24 Hours. Click SEARCH. The statistics of the
selected personnel, door, and location collected within the specified time range are displayed, as shown in

Figure 12-22.
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Figure 12-22 Door Access Record query results

Saving query conditions: After you select the required query conditions, the system returns the corresponding
query information on the list. You can click SAVE QUERY. The Save Query dialog box is displayed. Enter the query
name and save it as a commonly used query condition, as shown in Figure 12-23.

Save Query

Query Name

Figure 12-23 Save Query dialog box

Enter the query condition name and click SAVE QUERY. The saved query name is displayed on the New Query
Name drop-down list in the upper left part of the page. You can switch between query conditions to view the
corresponding reports according to actual needs. If you do not need to save a query condition, click the delete button
on the right side.

Downloading door access records: After you click SEARCH and the system displays the compliant query results,

you can click B in the upper right corner to download the query results, as shown in Figure 12-24.
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Operation Record
Select Location Select Door
| Advanced Reports Select item 4
Custom Report
D CARD NUMBER CARDHOLDER LOCATION DOOR TYPE ENTER/EXIT
1 0005401571 admin ry=4l ACC_ES5200DoorMgmt_1 Normal Enter
2 0005401571 admin =y ACC_ES5200DoorMgmt_1 Normal Enter
=] 0005401571 admin b g-4| ACC ES5200DoorMgmt 1 Nomal Enter

Figure 12-24 Downloading door access records
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R Note
1. The number of selected locations, doors, or personnel cannot exceed 8.

2. After you click SEARCH and the system returns the query results, you can save query conditions and download
alarm records.

Operation Record

Log in to the system. Choose Report > Basic Reports > Operation Record. The Operation Record page is
displayed, as shown in Figure 12-25.

6.174:84... [#] max/widgets [B] insight-teatures/a.. [$] vi-console [$] ui-library (P threejsEISTE W Untitled, Online... FsttysESiEETer..

® Smart Insight > Us... §9 10,163,
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Historic Data Point

Alarms Record New Query Name -

Control Record

Selected Category Selected Operator Select Date Range
Automation Record
All s Select item = 3 Past 24 Hour
Door Access Record
| Advanced Reports
D OPERATION CATEGORY OPERATED BY DESCRIPTION

Custom Report

Figure 12-25 Operation Record

Select an operation category from the Selected Category drop-down list box. Select an operator from the Selected
Operator drop-down list box. If the options are not specified, the system returns all operation records. Select the time
range of the query from the Select Date Range drop-down list box, which is defaulted to Past 24 Hours. Click
SEARCH. The statistics of the selected operation category and operator collected within the specified time range are
displayed, as shown in Figure 12-26.
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| Advanced Reports
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CEE T 1 User Log InfOut admin admin Logged In.The IP address is: localhost
2 User Log InfOut user1 user1 Logged In.The IP address is: 10.163.231.75
3 Service Management admin TAF Service starts successfully
4 User Log In/Out admin admin Logged In.The IP address is: localhost
5 User Log InfOut user1 user1 Logged Out.The IP address is: localhost

Figure 12-26 Operation Record query results

Saving query conditions: After you select the required query conditions, the system returns the corresponding
query information on the list. You can click SAVE QUERY. The Save Query dialog box is displayed. Enter the query
name and save it as a commonly used query condition, as shown in Figure 12-27.
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Save Query

Query Name

Figure 12-27 Save Query dialog box

Enter the query condition name and click SAVE QUERY. The saved query name is displayed on the New Query
Name drop-down list in the upper left part of the page. You can switch between query conditions to view the
corresponding reports according to actual needs. If you do not need to save a query condition, click the delete button
on the right side.

Downloading operation records: After you click SEARCH and the system displays the compliant query results, you

can click B in the upper right corner to download the query results, as shown in Figure 12-28.
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All s Select item 4 B Past 24 Hour
Door Access Record

| Advanced Reports

D OPERATION CATEGORY OPERATED BY DESCRIPTION
ElERIEREro 1 User Log In/Out admin admin Logged In.The IP address is: localhost

2 User Log In/Out user1 user1 Logged In.The IP address is: 10.163.231.75

3 Service Management admin TAF Service starts successfully.

4 User Log In/Out admin admin Logged In.The IP address is: localhost

5 User Log In/Out userl user] Logged Out.The IP address is: localhost

Figure 12-28 Downloading operation records

(B8] Note
1. The number selected operators cannot exceed 8.

2. After you click SEARCH and the system returns the query results, you can save query conditions and download
operation records.

12.3.2 Custom Report

Custom reports allow you to customize desired reports from the perspective of the X-axis of the graph and the
scenario. The line chart includes three scenarios: signal analysis, alarm analysis, and PUE analysis by time. The
column chart includes three scenarios: alarm analysis by site and device type; energy analysis by site.

Log in to the system. Choose Report > Custom Report. The Custom Report page is displayed. By default, the
system lists all created custom reports, as shown in Figure 12-29.
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Signals analysis by months Line Chart - admin
DeviceTypes-Alarms anal Column Chart - admin

Figure 12-29  List of custom reports

1. Click . A search box is displayed, where you can enter the report name to search for the custom report. If you

click again, the page hides the search box.

2. Click ™ _You can configure the NAME, CATEGORY, DESCRIPTION, CREATED BY, and CREATED TIME
columns displayed on the page.

3. Click © . The page for creating a custom report is displayed. Create a custom report. For details, see the
description of specific report types.

4.Click ° suffixed to a report to edit, delete, and preview the report.
Time-signal analysis

The report is created based on the "Custom Report-Line Chart" in the widget template library. The X-axis is time and
the data source type is signal analysis. You can collect statistics of device signals by hour, day, month, quarter, and
year. The X-axis of the corresponding line chart is time in the hourly/daily/monthly/quarterly/yearly dimension, and the
Y-axis shows the value of the signal. The data source indicates the signal collected by the device and can be
configured as a virtual signal obtained through the four arithmetic operation based on the device signal.

Log in to the system. Choose Report > Custom Report. The Custom Report page is displayed. On the Custom

Report page, click © . The system redirects to the widget template library. The "Custom report - Line chart"
template can display the thumbnail, name, description, label and add buttons. Click the add button on the template.
The system redirects to the custom report configuration page, as shown in Figure 12-30.

Enter Name and Description, and set Select Axis, Select Period (By Hour, By Day, By Month, By Quarter, and
By Year), and Select Time.

Configure the data source. Click suffixed to Add Data Source and select the data source for signal analysis. The
page for adding a data source is displayed. On the page for adding a data source, select the site, device, and signal
in sequence. You can also click the button for configuring a virtual signal, and configure a virtual signal based on the
selected signal in the custom formula window. Click SAVE. The selected signal or configured virtual signal appears in
the data source list on the left.
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Figure 12-30 Creating a time-signal analysis report

Select one or more signals (up to eight signals can be selected) in the data source list on the left, and click PREVIEW.
The report preview area on the right displays the preview of the report effect (as shown in Figure 12-31). After
previewing the report, click SAVE AS in the lower right part. The system exports the report to a PDF file or PNG
image.
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Figure 12-31 Previewing the time-signal analysis report

Click SAVE. The system generates a new custom report and goes back to the list of custom reports. The created
report appears in the list.

(AR Note

1. Name is mandatory and contains up to 32 characters.

2. Description is optional and contains up to 64 characters.

3. Each report can only be configured based on the "signal analysis" data source.

4. After configuring data source items, you must select at least one data source item. Up to eight data source items
can be selected. Otherwise, the system does not allow you to preview or save the configuration.

5. In the report configuration process, the report can be exported only when it appears after you click the preview
button.

6. The report supports verification of coordinate axis unit. When the selected signal has two units, the dual Y-axis
coordinate system is displayed. The selected signal must not have more than two units. Otherwise, it cannot be
previewed and saved.
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Time-alarm analysis

The report is created based on the "Custom Report-Line Chart" in the widget template library. The X-axis is time and
the data source type is alarm analysis. You can collect statistics of device signals by hour, day, month, quarter, and
year. The X-axis of the corresponding line chart is time in the hourly/daily/monthly/quarterly/yearly dimension, and the
Y-axis shows the number of alarms generated corresponding to the alarm signal. Set the data source to the alarm
signal of the device.

Log in to the system. Choose Report > Custom Report. The Custom Report page is displayed. On the Custom

Report page, click © . The system redirects to the widget template library. The "Custom report - Line chart"
template can display the thumbnail, name, description, label and add buttons. Click the add button on the template.
The system redirects to the custom report configuration page, as shown in Figure 12-32.

Enter Name and Description, and set Select Axis, Select Period (By Hour, By Day, By Month, By Quarter, and
By Year), and Select Time.

Configure the data source. Click suffixed to Add Data Source and select the data source for alarm analysis. The
page for adding a data source is displayed. On the page for adding a data source, select the site, device, and alarm
in sequence. Click SAVE. The selected alarm appears in the data source list on the left.
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Figure 12-32 Creating a time-alarm analysis report

Select one or more alarms (up to eight alarms can be selected) in the data source list on the left, and click PREVIEW.
The report preview area on the right displays the preview of the report effect (as shown in Figure 12-33). After
previewing the report, click SAVE AS in the lower right part. The system exports the report to a PDF file or PNG
image.
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Figure 12-33 Previewing the time-alarm analysis report

Click SAVE. The system generates a new custom report and goes back to the list of custom reports. The created
report appears in the list.

(AR Note

1. Name is mandatory and contains up to 32 characters.

2. Description is optional and contains up to 64 characters.

3. The report can only be configured based on the "alarm analysis" data source.

4. After configuring data source items, you must select at least one data source item. Up to eight data source items
can be selected. Otherwise, the system does not allow you to preview or save the configuration.

5. In the report configuration process, the report can be exported only when it appears after you click the preview
button.

Time-PUE analysis

The report is created based on the "Custom Report-Line Chart" in the widget template library. The X-axis is time and
the data source type is signal analysis. You can collect statistics of device signals by day, month, quarter, and year.
The X-axis of the corresponding line chart is time in the daily/monthly/quarterly/yearly dimension, and the Y-axis
shows the PUE value calculated based on the PUE scheme. The data source indicates the PUE scheme created in
the system and can be configured as a virtual signal obtained through the four arithmetic operation based on the PUE
scheme.

Log in to the system. Choose Report > Custom Report. The Custom Report page is displayed. On the Custom

Report page, click ©  The system redirects to the widget template library. The "Custom report - Line chart"
template can display the thumbnail, name, description, label and add buttons. Click the add button on the template.
The system redirects to the custom report configuration page, as shown in Figure 12-34.

Enter Name and Description, and set Select Axis, Select Period (By Day, By Month, By Quarter, and By Year),
and Select Time.

Configure the data source. Click suffixed to Add Data Source and select the data source for PUE analysis. The
page for adding a data source is displayed. On the page for adding a data source, select the PUE scheme created in
the system. You can also click the button for configuring a virtual signal, and configure a virtual signal based on the
selected PUE scheme in the custom formula window. Click SAVE. The selected PUE scheme or configured virtual
signal appears in the data source list on the left.
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Figure 12-34 Creating a time-PUE analysis report

Select one or more PUE schemes (up to eight PUE schemes can be selected) in the data source list on the left, and
click PREVIEW. The report preview area on the right displays the preview of the report effect (as shown in

Figure 12-35). After previewing the report, click SAVE AS in the lower right part. The system exports the report to a
PDF file or PNG image.
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Figure 12-35 Previewing the time-PUE analysis report

Click SAVE. The system generates a new custom report and goes back to the list of custom reports. The created
report appears in the list.

B8 Note

1. Name is mandatory and contains up to 32 characters.

2. Description is optional and contains up to 64 characters.

3. Each report can only be configured based on the "PUE analysis" data source.

4. After configuring data source items, you must select at least one data source item. Up to eight data source items
can be selected. Otherwise, the system does not allow you to preview or save the configuration.

5. In the report configuration process, the report can be exported only when it appears after you click the preview
button.
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Device Types-alarm analysis

The report is created based on the "Custom Report-Column Chart" in the widget template library. The X-axis is the
device type and the data source type is alarm analysis. The system can collect statistics of device alarms by device
type. Each column of the X-axis indicates a device type. The Y-axis indicates the number of alarms generated for
each device type.

Log in to the system. Choose Report > Custom Report. The Custom Report page is displayed. On the Custom

Report page, click © The system redirects to the widget template library. The "Custom report - Column chart"
template can display the thumbnail, name, description, label and add buttons. Click the add button on the template.
The system redirects to the custom report configuration page, as shown in Figure 12-36.

Enter Name and Description, and select at least one device type from the Select Device Type drop-down list box.
Configure the data source to filter the data corresponding to the data types defined by the X-axis columns, including

site, alarm severity, and time range. Click suffixed to Add Data Source and select the data source for alarm
analysis. The page for adding a data source is displayed. On the page for adding a data source, select the site, alarm
severity (optional), and time range. Click SAVE. The selected items are combined as a single data source item that
appears in the data source list on the left.
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Figure 12-36 Creating a device types-alarm analysis report

Select an item in the data source list on the left, and click PREVIEW. The report preview area on the right displays
the preview of the report effect (as shown in Figure 12-37). After previewing the report, click SAVE AS in the lower
right part. The system exports the report to a PDF file or PNG image.
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Figure 12-37 Previewing the device types-alarm analysis report

Click SAVE. The system generates a new custom report and goes back to the list of custom reports. The created
report appears in the list.

R Note

1. Name is mandatory and contains up to 32 characters.

2. Description is optional and contains up to 64 characters.

3. The report can only be configured based on the "alarm analysis" data source.

4. After configuring the data source item, you must select the data source item to preview or save the configuration.

5. In the report configuration process, the report can be exported only when it appears after you click the preview
button.

Site-alarm analysis
The report is created based on the "Custom Report-Column Chart" in the widget template library. The X-axis is the

site and the data source type is alarm analysis. The system can collect statistics of device alarms by site. Each
column of the X-axis indicates a site. The Y-axis indicates the number of alarms generated for each site.

Log in to the system. Choose Report > Custom Report. The Custom Report page is displayed. On the Custom

Report page, click © . The system redirects to the widget template library. The "Custom report - Column chart"
template can display the thumbnail, name, description, label and add buttons. Click the add button on the template.
The system redirects to the custom report configuration page, as shown in Figure 12-38.

Enter Name and Description, and select at least one site from the Select Location drop-down list box.
Configure the data source to filter the data corresponding to the sites defined by the X-axis columns, including device

type, alarm severity, alarm status, and time range. Click suffixed to Add Data Source and select the data source
for alarm analysis. The page for adding a data source is displayed. On the page for adding a data source, select the
site, alarm severity (optional), alarm status (optional), and time range. Click SAVE. The selected items are combined
as a single data source item that appears in the data source list on the left.
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Figure 12-38 Creating a site-alarm analysis report

Select an item in the data source list on the left, and click PREVIEW. The report preview area on the right displays
the preview of the report effect (as shown in Figure 12-39). After previewing the report, click SAVE AS in the lower
right part. The system exports the report to a PDF file or PNG image.
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Figure 12-39 Previewing the site-alarm analysis report

Click SAVE. The system generates a new custom report and goes back to the list of custom reports. The created
report appears in the list.

(RA Note

1. Name is mandatory and contains up to 32 characters.

2. Description is optional and contains up to 64 characters.

3. The report can only be configured based on the "alarm analysis" data source.

4. After configuring the data source item, you must select the data source item to preview or save the configuration.

5. In the report configuration process, the report can be exported only when it appears after you click the preview
button.

Site-energy analysis

The report is created based on the "Custom Report-Column Chart" in the widget template library. The X-axis is the
site and the data source type is energy analysis. Each column of the X-axis indicates a site. The Y-axis indicates the
energy consumed by the corresponding site.
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Log in to the system. Choose Report > Custom Report. The Custom Report page is displayed. On the Custom

Report page, click © . The system redirects to the widget template library. The "Custom report - Column chart"
template can display the thumbnail, name, description, label and add buttons. Click the add button on the template.
The system redirects to the custom report configuration page, as shown in Figure 12-40.

Enter Name and Description, and select at least one site from the Select Location drop-down list box.
Configure the data source. Click ‘= suffixed to Add Data Source and select the data source for energy analysis.

The page for adding a data source is displayed. On the page for adding a data source, select the time range. Click
SAVE. The selected time condition appears in the data source list on the left.
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Figure 12-40 Creating a site-energy analysis report

Select an item in the data source list on the left, and click PREVIEW. The report preview area on the right displays
the preview of the report effect (as shown in Figure 12-41). The system searches for the energy configuration bound
with the site configured in the data source configuration based on the site selected on the X-axis to calculate the
consumed energy. After previewing the report, click SAVE AS in the lower right part. The system exports the report to
a PDF file or PNG image.

® Smart Insight> Us... &9 10.163.236.174:84... [g] max/widgets [B] insight-teatures/a.. [#] ui-console [g] ui-library @ threejsRTe#s W Untitled, Online... HisttyS S Ter...

¢ SmartInfrasight [EREENGEL

. Configuration Preview
| Basic Reports g
Historic Data Point Name
Alarms Record Sites-Energy analysis Sites-Energy analysis
200
Control Record
Description
Automation Record 175
Door Access Record -
Select Axis i
Operation Record
location $ 125
| Advanced Reports H
Select Location % 100
Custom Report Z
5 checked e
Add Data Source 50
Name Description Unit
25
Site1 2021-3-6 ~ 20
sitel Site2 site3
2| Site? 2021-3-6 ~ 20 Location

Figure 12-41 Previewing the site-energy analysis report

Click SAVE. The system generates a new custom report and goes back to the list of custom reports. The created
report appears in the list.
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BA] Note

1. Name is mandatory and contains up to 32 characters.

2. Description is optional and contains up to 64 characters.

3. Each report can only be configured based on the "energy analysis" data source.

4. After configuring the data source item, you must select the data source item to preview or save the configuration.

5. In the report configuration process, the report can be exported only when it appears after you click the preview
button.
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Chapter 13 Door Access Management

13.1 Overview

13.1.1 Overview

This module can manage the IP door access devices and serial door access devices connected through the RDU
collector. Through the door access module, you can connect the IP access controller to the system; view the door
opening/closing status in real time; perform refined door access card authentication, and set the time range within
which the door can be opened by card; and conveniently query the card records and events.

13.1.2 Functional Module

Door Access contains the following functional modules. For more information about the functional modules, see
section 13.3"Specific Functions."

® Door Access Monitoring
® Card Management
® Time Setting

® Record Query

13.2 Quick Start

13.2.1 Quick Deployment Procedure

To manage IP door access devices, perform the following steps:
[1] Add the IP access controller and door.

[2] Add the door access card.

[3] Configure the authorization.

[4] Set the time range (optional).

13.2.2 Example

Assume that there is an IP access controller with the model "CHD806D4" and IP address "10.163.236.129". Connect
the access controller to the system for management.

Adding the IP access controller and door

On the homepage, select the Door Access node. The system displays the Door Access Monitoring page by default.
You can add the IP access controller and door on the Door Access Monitoring page only after you log in to the
system as the administrator.

1. On the Door Access Monitoring page, click to add an IP access controller. The Add IP Access Controller
page is displayed, as shown in Figure 13-1. Enter Controller 01 in Name, 10.163.236.129 in IP Address, and
CHD806D4 in Model. Click SAVE.
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Add IP Access Controller

Name
|

IP Address

Model
CHD806D4

Figure 13-1 Adding the IP access controller

After the IP access controller is successfully added, the page as shown in Figure 13-2 is displayed.

| Door Access . ]
Device List

£ : J List of controllers and

Card Management
~ % RDU_10.163 2

Time Setting
Record Query @ Aisle IP Access
Bl Door01
Jrize Bl Door02
Real Time Video & RackA _CHD21(
History Video v @ RDU_10.163.2:

Device Management & ACC_CHD2100

@ ACC_ES5200D

& ACC CHD2100
Figure 13-2 Successfully added the IP access controller

2. On Device List, click : on the right side of the IP access controller, and select Add Door from the drop-down
menu. The Add Door page is displayed. Set Name to Door 01 and Door Number to 1. Click SAVE, as shown in

Figure 13-3.

Add Door

Name

Door Number

- Select -

Figure 13-3 Adding a door

After the door is successfully added, the page as shown in Figure 13-4 is displayed.
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| Door Access

Device List
: i List of controllers and
Card Management
Time Setting v % RDU_10.163.2:
Record Query @ Aisle IP Access
8l Door01
R Bl DoorQ2
Real Time Video @ RackA_CHD21(
History Video v @& RDU_10.163.2:
Device Management & ACC_CHD2100

@ ACC_ES5200D

& ACC CHD2100
Figure 13-4 List of door access devices

According to the actual number of doors managed by the IP access controller, add the corresponding number of
doors using the same method as the preceding steps. When adding a door, select the corresponding door number.
Device List lists the access controllers and doors. The icon prefixed to a controller name indicates the

communication status. When the communication is normal, the green icon @ is displayed. When the communication

<

fails, the red icon is displayed.
When you select a different door in Device List, the real-time signal list, current alarm list, and control command list

of the selected door are displayed on the right side. Click i on the right side of the control command, and select
Send Command in the pop-up drop-down menu. The selected command is set to the underlying door access device.

Adding a door access card

Choose Door Access > Card Management. The Card Management page is displayed.

Click @ to add a card. The page as shown in Figure 13-5 is displayed. Set Card ID to 0014781355 and Expiry Date
to today after 5 years (default). Select Cardholder (a contact or user in the address book). Set Phone Number to
18688888888 (optional) and Department to Department 1 (optional). Select Fingerprint (optional). Click SAVE.

@ Smart Insight> Us... % 10.163.236.17484.. [§] max/widgets [B] insight-features/a.. [@) ui-console [ ui-library @ threejssmiss W Untitled Online.. Bty SiaETer...

o9 Smart Infrasight [

| Door Access Add Door Access Card

Door Access Monitoring
The card reader may not connected, please click the 'Plugin help

Card Management Card ID (Required) @ bution for details

Time Setting

Record Query

Password (Optional) @
- | Video

Real Time Video Expiry Date (Required)

History Video 2026-04-13

Device Management
Cardholder (Required)

Phone Number (Optional)

Figure 13-5 Adding a door access card

After the door access card is successfully added, the page as shown in Figure 13-6 is displayed. You can add
multiple door access cards according to actual needs.
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@ Smart Insight > Us... @ 10. .174:84... (9] max/widgets [#] insight-features/a... [#] ui-console [®] uilibrary @ threejsTSITES M Untitled, Online.. Histtyf S ETer...

¢ Smart Infrasight [

| Door Access Card Management

Door Access Monitoring

Time Setting

Record Query

= | video

CARD ID EXPIRY DATE CARDHOLDER PHONE NUMBER
@ I A 0006412250 2026-03-31 Johnson Jack +86
History Video
0006412260 2026-03-31 admin +86

R Device Management

Figure 13-6 List of door access cards

Authorization

You can open the authentication page in two ways: In Device List, select a door and open the authorization page to
authorize permissions to the door. In the door access card list, select a door access card to open the authorization
page to authorize permissions to the door. Both methods support batch authorization. This section takes the first
authorization method as an example. The second authorization method is similar.

1. Click : on the right side of a door. In the pop-up drop-down menu, select Permission, as shown in Figure 13-7.

@ Smart Insight» Us.. @ 10.163.23

.174:84... max/widgets insight-features/a... ui-console ui-lbrary @ threejsTmziE W Untitled, Online... Flsttyds &8 Ter...

¢ Smart Infrasight [

0 | Door Access ) . ¢ Alarm Control Config
Device List
C List of controllers and doors
Card Management
Time Setting v (% RDU_10.163.236.116
Record Query @ Aisle IP Access H
C ¥l Door01 :
b | Video D NAME VALUE
/# Edit Door
(&) Real Time Video ¥ Delete Door t s -
History Video i Manage Fingerprint Reader 5 Card Date
\\ & Permission
Device Management 3 it T
4 Remark Type

o

Enter or Exit

Figure 13-7 Selecting Permission

2. The permission authorization page is displayed, as shown in Figure 13-8. The page displays all door access cards
and the corresponding permissions in the system. The PERMISSION GROUP column displays the permissions of the
selected door (including No Permission, Privilege, Group 1, Group 2, Group 3, and Group 4). When
PERMISSION GROUP is set to No Permission, the door access card does not have permissions to open the door.
When PERMISSION GROUP is set to Privilege, the door access card can open the door in any time range. When
PERMISSION GROUP is set to Group 1 to Group 4, the door access card can open the door only within the
specified time range.
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Permission--Door01

CARDID CARDHOLDER DEPARTMENT PERMISSION
0006412260 admin SW Development No Permi
0006412250 Johnson Jack IT Development No Permi

Showing 2 of 2 entries
Figure 13-8 Authorization

C
3. After you select Group 1 from the PERMISSION GROUP drop-down list box, the icon appears in the last
column, indicating that the authorization is in progress. When the authorization is successful, a green icon @ is

displayed. When the authorization fails, a red icon O displayed. In addition, the PERMISSION GROUP option
restores to the previous setting before it is changed, as shown in Figure 13-9.

Permission-—-Door01

CARDID CARDHOLDER DEPARTMENT PERMISSIOM
0006412260 admin SW Development No Permi
0006412250 Johnson Jack IT Development No Permi

Showing 2 of 2 entries

Figure 13-9 Authorization - Changing the permission group

Setting the time range (optional)

When you add an IP access controller, the system sets the door opening period of four groups (Group 1, Group 2,
Group 3, and Group 4) to 00:00-23:59. Therefore, when you configure the permission in the preceding step, the
door access card can open the door in any time range after you select a group. The following part describes how to
change the default time range to make the door access card open the door only within the specified time range.

1. Choose Door Access > Time Setting. The Set Time page is displayed. By default, the first item in the access
controller list is selected. In addition, the permissions of four groups from Monday to Sunday are all set to All-day
Effective by default, as shown in Figure 13-10.
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@ Smartinsight>Us.. €9 10163.236.17484.. [8] max/widgets [§] insight-featuresfa.. [ ui-console [§] ui-library @ threejs=iorsts  ME Untitled, Online.. sty i8S Ter..

¢ Smart InfraSight [

0 | Door Access ) . et T Time Range
Device List :
Door Access Monitoring - .
& Group1 & Group2 @ Group3 & Group4 Swipe the card with pas
Card Management v {# RDU_10.163.236.116
@ Aisle IP Access
DATE GROUP 1 GROUP 2 GROUP 3
Record Query v # RDU_10.163.236.76
@ ACC_ES5200D00rMgn.. Monday All-day Effective - All-day Effective - All-day Effective
| Video
Tuesday All-day Effective - All-day Effective - All-day Effective
Real Time Video
History Video Wednesday | All-day Effective - All-gay Effective - All-gay Effective
Device Management
Thursday All-day Effective - All-day Effective - All-day Effective
Friday All-gay Effective - All-gay Effective - All-gay Effective
Saturday All-day Effective - All-day Effective e All-day Effective

Figure 13-10 Setting the time range

2. To modify the door opening time of a group, you can select the door opening time range of the corresponding
group. For example, modify the door opening time range of Group 1 on Monday to All-day Invalid, and click Save,
as shown in Figure 13-11.

@ Smart Insight: Us.. @ 10.163.236.174:84... [§] mawwidgets [§] insight-features/a... [§) ui-console [§] ui-library @ threejs=nmrdE B Untitled, Online... Rstty@z$izETer...

o9 Smart Infrasight [

| Door Access

Device List
Door Access Monitoring G
& Group1 & Group 2 d Group3 & Group4 Swipe the card with pas
Card Management v {# RDU_10.163.236.116
@ Aisle IP Access
g DATE GROUP 1 GROUP 2 GROUP 3
Record Query v ({# RDU_10.163.236.76
© ACC_ES5200DcorMg.. Monday All-day Invalid - All-day Effective - All-day Effective
| Video
Tuesday All-day Effective - All-day Effective - All-day Effective
Real Time Video
History Video Wednesday | All-day Effective - All-day Effective - All-day Effective
Device Management
Thursday All-day Effective - All-day Effective - All-day Effective
Friday All-day Effective - All-day Effective - All-day Effective
Saturday All-day Effective - All-day Effective e All-day Effective

Figure 13-11 Setting the time range

3. By default, the options of the door opening time range include only All-day Effective and All-day Invalid. To
change the time range, switch to the Time Range tab page, as shown in Figure 13-12. For details about time range
operations, see section 13.3.3 "Time Setting."
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@ Smartinsight Us.. W4 1U.103.230.1 /4184, |§) max/wiagets @] insight-teatures/a.. |gJ ui-console (g ui-iorary tres s = I Untitied, Uniine.., PRSIy E S | e

o9 Smart Infrasight [

| Door Access ] _
Device List
Door Access Monitoring i
I All-day Invalid and All-day Effective cannot be edited or deleted
Card Management v #) RDU_10.163.236.116

Time Setting @ Aisle IP Access
e S ng D NAME RANGE 1 RANGE 2 RANGE 3

Record Query v { RDU_10.163.236.76
1 All-day Invalid 00:00-00:00 00:00-00:00 00:00-00:00
& ACC_ES5200DoorMgm

. | Video 2 All-day Effective 00:00-23:59 00:00-00:00 00:00-00:00

Real Time Video

History Video

* Device Management

Figure 13-12  Time range management

13.3 Specific Functions

This section describes specific functions of door access management, including the following modules: Door Access
Management, Card Management, Time Setting, and Record Query. The supported access control devices include IP
access controller and serial access controller, where the IP access controller can directly access the system, and the
serial access controller can access the system through the RDU collector.

13.3.1 Door Access Monitoring

This module provides door access monitoring functions, mainly including: adding, deleting, and modifying the IP
access controller; adding, deleting, and modifying the door connected to the IP access controller; synchronizing data
with the IP access controller; setting the door opening permissions for the card from the perspective of the door
connected to the IP access controller; and setting the door opening permissions for the card from the perspective of
serial access controller. You can view the real-time signals, active alarms, control commands, and setting signals of
the access controllers and doors.

List of door access devices

On the homepage, select the Door Access node. The system displays the Door Access Monitoring of page by
default. On this page, you can add the IP access controller and the door. The serial access controller connected
through the RDU collector is displayed automatically. The icon prefixed to a controller name indicates the

communication status. When the communication is normal, the green icon @ is displayed. When the communication

fails, the red icon o is displayed, as shown in Figure 13-13.
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Smart InfraSight =

| Door Access

Device List

List of controllers a

Time Setting v # RDU_10.163
Record Query @ Aisle IP Acce
B Door01
[Re= B Door02
Real Time Video & RackA_CHD:
History Video v i RDU_10.163
Device Management & ACC_CHD21

@ ACC_ES5201(

& ACC_CHD21

Figure 13-13 List of door access devices

(B8] Note
1. If no access controller is added to the system, Device List displays only the site information.

2. The content of Device List varies with administrator and common user. The common user cannot perform
operations such as adding the IP access controller, adding the door, and authorizing permissions.

Adding the access controller

1. Click & to add an IP access controller. The Add IP Access Controller page is displayed, as shown in
Figure 13-14.

Add IP Access Controller

Name
|
IP Address
Model
CHD806D4

Figure 13-14 Adding the IP access controller

2. Set Name and IP address of the IP access controller, select Model, and click SAVE.

o Note
1. This function is only valid for users in the administrator group.
2. Name of the access controller should contain 3-64 characters, which cannot be duplicated.

3. Name and IP Address are mandatory. You are allowed to click SAVE only after completely entering and verifying
the mandatory information.
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Editing the access controller

1. Click i on the right side of the IP access controller and select Edit IP Access Controller from the pop-up
drop-down menu. The Edit IP Access Controller page is displayed. After editing the name of the IP access controller,
click SAVE, as shown in Figure 13-15.

Edit IP Access Controller

Name

Aisle IP Access|

IP Address

Model

Figure 13-15 Editing the IP access controller

(a8 Note
1. This function is only valid for users in the administrator group.

2. IP Address and Model of the access controller are not configurable. To modify them, delete the access controller
and add it again.

3. In the edit window, you can click SAVE only after the information has been modified.

Deleting the IP access controller

1.Click i onthe right side of the IP access controller and select Delete IP Access Controller from the pop-up
drop-down menu. The Delete IP Access Controller page is displayed, as shown in Figure 13-16.

Delete IP Access Controller

Attention! Deletion of the controller will delete all of its doors. Pl
if you are going to delete Aisle IP Access ?

Figure 13-16  Deleting the IP access controller

2. Click CONFIRM. The access controller is deleted.

(B8] Note
1. This function is only valid for users in the administrator group.
2. When an IP access controller is deleted, all doors managed by the controller are deleted accordingly.

Data synchronization

1. Click i on the right side of the IP access controller and select Sync Data from the pop-up drop-down menu. The
Sync Data page is displayed, as shown in Figure 13-17.
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Sync Data

Attention! This will synchronize the data in the system to the de’
(including user data and device parameters) , Please confirm if y
to sync Aisle IP Access ?

Figure 13-17 Data synchronization

2. Click CONFIRM. The system synchronizes the data in the system to the IP access controller, including the user
data and device parameters.

(B8] Note
1. This function is only valid for users in the administrator group.

2. The data synchronization function is mainly applicable to the scenario of replacing the IP access controller, in
which all the raw data in the system needs to be synchronized to the new access controller.

Adding a door

1. Click : on the right side of the IP access controller and select Add Door from the pop-up drop-down menu. The
Add Door page is, as shown in Figure 13-18.

Add Door

Name

Door Number

- Select -

Figure 13-18 Adding a door
2. Set Name and select Door Number, and click SAVE.

(B8] Note
1. This function is only valid for users in the administrator group.
2. Name of the door should contain 3-64 characters. The door names of the same site must not be duplicated.

3. On the same IP access controller, the door number can be used once only. The occupied door number cannot be
selected.

4. Name and Door Number are mandatory. You are allowed to click SAVE only after completely entering and
verifying the information.

Editing the door

1. Click : on the right side of the door and select Edit Door from the pop-up drop-down menu. The Edit Door page
is displayed. After editing the name of the door, click SAVE, as shown in Figure 13-19.
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Edit Door

Name

Door01|

Door Number

Figure 13-19 Editing the door

B8 Note
1. This function is only valid for users in the administrator group.

2. Name of the door should contain 3-64 characters. The door names of the same access controller must not be
duplicated.

3. Door Number is not configurable. To modify it, delete the door and add it again.
4. In the edit window, you can click SAVE only after the information has been modified.

Deleting the door

1. Click : on the right side of the door and select Delete Door from the pop-up drop-down menu. The Delete Door
page is displayed, as shown in Figure 13-20.

Delete Door

Attention! Please confirm if you are going to delete Door01 ?

Figure 13-20 Dialog box for deleting the door
2. Click CONFIRM. The door is deleted.

R Note

This function is only valid for users in the administrator group.

Managing fingerprint reader

If a fingerprint reader is equipped for the door, you can manage the fingerprint reader, which is at the IP access
controller level.

1. Click : on the right side of the door connected to the IP access controller and select Manage Fingerprint Reader
from the pop-up drop-down menu. The Manage Fingerprint Reader page is displayed, as shown in Figure 13-21.

2. Click '=/. Arow is added to the fingerprint reader table. Select WORK TYPE for the fingerprint reader. If @ is
displayed on the right side of WORK TYPE, the fingerprint reader is successfully added, and the system
automatically generates an address for the fingerprint reader.

3. For the configured fingerprint reader, you can modify its work type instead of the address.

4. Click : suffixed to a fingerprint reader and select Delete to delete the configured fingerprint reader. You can also
batch delete multiple configured fingerprint readers.

5. After the operation on the page is completed, click CLOSE.
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Manage Door0O1 Fingerprint Reader

ADDRESS WORK TYPE

Figure 13-21 Managing the fingerprint reader

(B8] Note
1. This function is only valid for users in the administrator group.

2. The baud rate of the access controller and the fingerprint reader must be the same to ensure normal
communication. If the access controller and the fingerprint reader cannot communicate with each other, use the
manufacturer's debugging tool to set the baud rate. After the communication becomes normal, add the fingerprint
reader or modify the work type of the fingerprint reader.

3. You can add up to two fingerprint readers to each door of the IP access controller.

4. The work type of the fingerprint reader includes Independently, Swipe card, and fingerprint, Swipe card, and
password, and Fingerprint, and password. When the work type of the fingerprint reader is set to Swipe card, and
password or Fingerprint, and password, you cannot enable the Swipe card, and password mode for the access
controller.

5. If an in-use fingerprint reader is equipped for another door, you should delete it on the Manage Fingerprint
Reader page, equip the hardware on the new door, and add the fingerprint reader and authorize permissions on the
management page again.

Authorizing permissions to door access devices

1. Click : on the right side of the door connected to the IP access controller or click : on the right side of the serial
door access device, and select Permission from the pop-up drop-down menu. The Permission page is, as shown in
Figure 13-22. The page displays all door access cards and the corresponding permissions in the system. CARD ID,
CARDHOLDER, and DEPARTMENT are basic information. The PERMISSION GROUP column displays the
permissions of the selected door (including No Permission, Privilege, Group 1, Group 2, Group 3, and Group 4).

Permission--Door01

CARDID CARDHOLDER DEPARTMENT PERMISSION
0006412260 admin SW Development No Permi
0006412250 Johnson Jack IT Development No Permi

Showing 2 of 2 entries
Figure 13-22  Authorization
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R Note
1. This function is only valid for users in the administrator group.
2. For details about how to manage card functions, see section 713.3.2 "Card Management."

2. Enter the search content in the search box above the list. The system searches for the cards according to the
entered content, as shown in Figure 13-23. The search function supports fuzzy search by card ID, card holder, and

department.

Permission--Door01

(O, 2250 |
CARD ID CARDHOLDER DEPARTMENT PERMISSION
0006412250 Johnsen Jack IT Development No Permi

Showing 1 of 1 entries
Figure 13-23 Searching for a card

3. After you select an option from the PERMISSION GROUP drop-down list box, a rotating icon appears in the last
column, indicating that the authorization is in progress. When the authorization is successful, a green icon @ is

displayed. When the authorization fails, a red icon O displayed. In addition, the PERMISSION GROUP option
restores to the previous setting before it is changed. Taking Group 1 as an example, the page displayed after the
authorization is successfully is as shown in Figure 13-24 .

Permission--Door01

2250
CARDID CARDHOLDER DEPARTMENT PERMISSION
0006412250 Johnson Jack IT Development No Permi

Showing 1 of 1 entries

Figure 13-24 Door authorization - Changing the permission group of the card

(R Note

1.When PERMISSION GROUP is set to No Permission, the door access card does not have the permissions to
open the door. When PERMISSION GROUP is set to Privilege, the door access card can open the door in any time
range. When PERMISSION GROUP is set to Group 1 to Group 4, the door access card can open the door only
within the specified time range.

2. For details about time range settings, see section 73.3.3 "Time Setting."

4. If you click the check box in the first column of the table header, all data is selected. If you select two or more items,
the BATCH AUTHORIZE button appears in the lower right part of the page. After you select the permission group,
click BATCH AUTHORIZE. The system modifies the permissions of selected door access cards in batches. The last

column displays the authorization result. When the authorization is successful, a green icon @ is displayed. When
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the authorization fails, a red icon 0 displayed. In addition, the PERMISSION GROUP option restores to the
previous setting before it is changed. Select Group 2 and click BATCH AUTHORIZE. When the batch authorization is
successful, the page as shown in Figure 13-25 is displayed.

Permission—Door01

CARD ID CARDHOLDER DEPARTMENT PERMISSION
0006412260 admin SW Development No Permi
0006412250 Johnson Jack IT Development No Permi

Showing 2 of 2 entries

Figure 13-25 Door authorization - batch modification

o Note

For doors connected to the IP access controllers, you can authorize permissions to up to 100 cards in batches at a
time. If more than 100 cards are selected, the BATCH AUTHORIZE button becomes unavailable.

For doors connected to the serial access controllers, you can authorize permissions to up to 4 cards in batches at a
time. If more than 4 cards are selected, the BATCH AUTHORIZE button becomes unavailable.

Real-time signal

1. On the Door Access Monitoring page, select an IP access controller, a door connected to the IP access controller,
or a serial access controller. The system displays the Sample tab page by default, which lists the real-time signals of
the device, as shown in Figure 13-26.

@ Smart Insight = Us... @ 10.163.236.174:84... (] max/widgets [#] insight-features/a... [$] ui-console [$] ui-library @ threejsH#= M Untitled, Online.. Histtyga &z & Ter...

¢ Smart Infrasight

| Door Access . ) le Alarm Control Config
Device List

List of controllers and doors
Card Management
Time Setting v # RDU_10.163.236.116

Record Query @ Aisle IP Access

8 Door01
i 1D NAME VALUE
| Video ¥ Door02
Real Time Video @ RackA_CHD2100J5 : Commucatonsttu= houna)
History Video v {4 RDU_10.163.236.76 - 2 Door Status Close
ACC_CHD2100J5_2
BicaMa e i - 3 Out Button Status Release
& ACC_ES5200DoorMg...
4 Log Count 0.0
& ACC_CHD2100J5_1
5 Access Alarm Status Normal

Figure 13-26 Real-time signal

2. Enter the search content in the search box above the real-time signal list. The system performs fuzzy search for
the real-time signals according to the entered content.

(AR Note
1. The real-time signal data is refreshed regularly at a frequency of 6s.
2. If the system cannot obtain real-time signals, both VALUE and SAMPLING TIME are displayed as "--".
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Active Alarms

1. On the Door Access Monitoring page, select an IP access controller, a door connected to the IP access controller,
or a serial access controller. Click the Alarm tab on the right side. The system lists the active alarms of the selected
device, as shown in Figure 13-27. When new alarms are generated, the alarm list is automatically refreshed.

@ Smartinsights Us.. W# 10.103.230.1/44... 8] max/widgets |®] insight-teatures/a... ] ui-console [R] u-library @ three s} Mt= | Untitled, Uniine... Fasttyf e ler...

o¢ Smart InfraSight [

| Door Access Sample larm Control Config
Device List
List of controllers and doors
Card Management
Time Setting ~ ¢ RDU_10.163.236 116

@ Aisle IP Access

Record Query

#J Door01
, D NAME SEVERITY TRIGGERING VALUE
| Video ¥ Door02
@ Real Tine Video @ RackA CHD2100J5 il Communication Failure Ala.. Warning
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Figure 13-27 Active Alarms

2. Enter the search content in the search box above the active alarm list. The system performs fuzzy search for the
active alarms according to the entered content.

Control command

1. On the Door Access Monitoring page, select an IP access controller, a door connected to the IP access controller,
or a serial access controller. Click the Control tab on the right side. The system lists the control commands of the
selected device, as shown in Figure 13-28.

6.174:84.. [g] max/widgets [®] insight-features/a.. [#] ui-console [ ui-library @ threejsRXIZEE WP Untitled, Online... Festty# S Ter.,

@& Smart Insight > Us... ¢ 10.163,

o¢ Smart InfraSight [

0 | Door Access i Sample Alarm t Config
Device List - :
: List of controllers and doors
Card Management
Time Setting ™ #j RDU_10.163.236.116
Record Query @ Aisle IP Access :

# Door01 : o
> | Vvideo B : D NAME CURRENT STATE
® Real Time Video @ RackA_CHD2100J5 1 Remote Open Door Wi

History Video v @ RDU_10.163.236.76
R Device Management & ACC_CHD2100J5_2

@ ACC_ES5200DoorMg.
@ ACC_CHD2100J5_1

Figure 13-28 Control command - Door

2. Enter the search content in the search box above the control command list. The system performs fuzzy search for
the control commands according to the entered content.
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BA] Note
1. If a control command is not found, the list displays "No Data".
2. The control command data is refreshed regularly at a frequency of 6s.

3. The "delete all users" control command is only valid for users in the administrator group. This control command is
not displayed after a common user logs in to the system.

3. Click i on the right side of the control command and select Send Commands from the pop-up drop-down menu.
The Send Commands page is, as shown in Figure 13-29. Select the control command to be sent from the
drop-down list box, and click SEND COMMAND. The command is sent to the underlying device. When the control
command is successfully sent, the pop-up page is closed, and the system prompts "Operation Success" in the lower
right corner of the screen. When the control command fails to be sent, the system prompts "Operation failed" in the
lower right corner of the screen.

Send Commands

Control Command Name

Value

Yes

Figure 13-29  Control signal

Configuration signal

1. On the Door Access Monitoring page, select an IP access controller, a door connected to the IP access controller,
or a serial access controller. Click the Config tab on the right side. The system lists the configuration signals of the
selected device.

W SMEATLINSIYNLY Use, W TUIUSEOU, 114508, (g M&aX/WIUGELs (g INSIgNL-1galules/d..,  [gj U-LUnsuie [ u-norary (IEEN NI SR VTR FHSLYRR = KR 1 e

o9 Smart Infrasight [

00r ACCess ample arm ontro
Q Doora s Sampl Al Control
Device List
b List of controllers and doors
Card Management
Time Setting ~ ¢ RDU_10.163.236.116

@ Aisle IP Access

Record Query

Real Time Video © RackA CHD2100J5 1 Door Open Time Limit 30s

. B Door01 :
P D NAME CURRENT VALUE
| Video B Door02 :
History Video v % RDU_10.163.236.76 2 Access Requires Password No
& ACC_CHD2100J5_2
ezl P = 3 Door Emergency State Open
& ACC_ES5200DoorMg... §

& ACC_CHD2100J5_1

Figure 13-30 Configuration signal - Access controller

2. Enter the search content in the search box above the configuration signal list. The system performs fuzzy search
for the configuration signals according to the entered content.
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A Note

1. This function is only valid for users in the administrator group. The Config tab is not displayed after a common
user logs in to the system.

2. If a configuration signal is not found, the list displays "No Data". If the system cannot obtain configuration signals,
CURRENT VALUE is displayed as "--".

3. The configuration signal data is refreshed regularly at a frequency of 6s.

3. Click : on the right side of the controller configuration signal and select Edit from the pop-up drop-down menu.
The Edit page is displayed. Enter the new value in the input box or select the new value from the drop-down list box,
and click SAVE, as shown in Figure 13-31. When the controller configuration signal is successfully edited, the pop-up
page is closed, and the system prompts "Operation Success" in the lower right corner of the screen. When the
controller configuration signal fails to be edited, the system prompts "Configuration failed" in the lower right corner of
the screen.

Edit

Name

Max Value

Min Value

Value

30

Figure 13-31 Editing the configuration signal

13.3.2 Card Management

This module is used to manage the cards, including: adding, deleting, editing, and querying the card; and setting the
permissions of the card from the perspective of the card. This function is only valid for users in the administrator

group.
List of cards

1. Choose Door Access > Card Management. The Card Management page is displayed. The card data is
displayed in pages. Each page displays 10 cards. The card list includes CARD ID, EXPIRY DATE, CARDHOLDER,
PHONE NUMBER, and DEPARTMENT, as shown in Figure 13-32.
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® SmartInsightsUs.. W@ 10.163.236.174:84.. (8] max/widgets [¥] insight-featuresfa.. [#] ui-console [#] ui-library @ threejs=zis MY Untitled, Online... HisttyRE S Ter..

¢ Smart Infrasight [

| Door Access Card Management

Door Access Monitoring

Time Setting

Record Query

| Video . )
CARDID EXPIRY DATE CARDHOLDER FHONE NUMBER
REEITEATIED 0005412250 20260331 Johnson Jack +86
History Video
0005412260 20260331 admin +86

Device Management

Figure 13-32 List of cards

2. Enter the search content in the search box above the list. The system searches for the cards according to the
entered content. The search function supports fuzzy search by card ID, card holder, and department. For example,
enter user A. The search result is as shown in Figure 13-33.

@ Smart Insight Us... §@ 10.163.236.174:84... [§] maw/widgets [§] insight-features/a... [§] ui-console [§] ui-library @ threejs=ardE W Untitled, Online... Rstty@z$izBTer...

¢ Smart Infrasight [

0 | Door Access Card Management

T Door Access Monitoring
=l

Time Setting

Record Query (©. Johnson|

| Video

CARDID EXPIRY DATE CARDHOLDER FHONE NUMBER
ealllmeiaic 0005412250 20260331 Johnson Jack +86
History Video

Device Management

Figure 13-33 List of cards - Search

Adding a door access card

1. Click @ in the upper right corner to add a card. The page as shown in Figure 13-34 is displayed.
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o¢ Smart InfraSight [

| Door Access Add Door Access Card

Door Access Monitoring
The card reader may not connected, please click the 'Plugin help

Card Management Card ID (Required) @ button for details

Time Setting

Record Query

Password (Optional) @
. | Video

@ Real Time Video Expiry Date (Required)

History Video 2026-04-13

R Device Management

Cardholder (Required)

Phone Number (Optional)

Figure 13-34 Adding a card
3. Enter Card ID (Required), Password (Optional), Cardholder (Required), Phone Number (Optional), and
Department (Optional). Select Expiry Date (Required) and Fingerprint (Optional).

4. To record fingerprint information, connect the fingerprint reader to the computer and install the fingerprint reader
drive and "card reader and fingerprint reader plug-ins". Collect fingerprint 1 and fingerprint 2 in sequence. You can
also collect only one fingerprint. For details, see the plug-in help in the upper right corner. You can click the REMOVE
FINGERPRINT button to delete the recorded fingerprint information.

5. Click SAVE.

(R Note

1. Card ID must contain 10 digits. If it is less than 10 digits, Os are prefixed to the card ID. Card IDs cannot be
duplicated.

2. Cardholder can only be a contact in the address book.

3. When you enter the phone number, the country code is +86 (China) by default. To enter the phone number of
another country, switching to the corresponding country code.

4. Department must contain 1-64 characters.

5. If you need to record fingerprints in the card, record at least one fingerprint, which can be the collected fingerprint 1
or fingerprint 2.

6. Card ID and Cardholder are mandatory. You are allowed to click SAVE only after completely entering and
verifying the mandatory information.

Card Drive

1. On the Card Management page, after you click O, the page prompts
The plugin may not work. Please enter the card 1D manually, if you

want to read the card |D automatically, please click the 'Plugin help'

button for details

The plugin may not work, please click the "Plugin help’ button for
and details . Click the " button in the upper right
corner of the page to complete the plug-in installation.

2. After entering the plug-in help page, connect to the corresponding device if the card number is automatically read
by the card reader or the fingerprint is recorded by the fingerprint reader as prompted. If the computer cannot
automatically recognize the card reader or fingerprint reader, you need to install the corresponding plug-in to

recognize the device. Click the and to download the card reader
drive USB_CP2102_XP_2000.exe and fingerprint reader drive CH341SER.exe to install the drives respectively.
Click to download card_fingerprint_reader_installer.exe. Install it.
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CLOSE

3. Click in the lower right corner. Exit and re-enter the page for adding/editing the card to read the card
number or collect the fingerprint (you can collect one fingerprint or collect fingerprint 1 and fingerprint 2 in
sequence).

If the problem persists, try to perform debugging using the browser.

4. Click to download certificate. After the certificate is downloaded, open card_fingerprint_reader_server.cer.
perform the steps according to the browser settings on the current page.

« Step 2: Click on the right image and follow the instruction to install the certificate.
Install as prompted. If
the card reader or fingerprint reader fails to connect, click this link until you see Welcome to SockJS!

Note

1. Keep the network connected during the download process. If you encounter any network problems, please
download it again.

2. You can connect one card reader and one fingerprint reader to the computer simultaneously.

Editing the card

1. Click : on the right side of the card and select Edit from the pop-up drop-down menu. The Edit Door Access
Card page is displayed, as shown in Figure 13-35. Edit the information such as Password, Expiry Date, Cardholder,
Phone Number or Department, and click SAVE.

@ SmartInsight - Us.. €9 10163.236.174:84.. [§] max/widgets [§] insight-features/a.. [ ui-console [§] ui-library @ threejs=rsrts  WI Untitled, Online.. Hsttys SA8Ter..

o9 Smart Infrasight [

| Door Access Edit Door Access Card

Door Access Monitoring
Card ID (Required) @
Card Management

Time Setting
Record Query Password (Optional) @

Expiry Date (Required)

. | Video
®

Real Time Video

History Video 2026-03-31

Device Management Cardholder (Required)

Johnson Jack

Phone Number {Optional)

Bl - 486
Figure 13-35 Editing the card

(AR Note

1. Card ID is not configurable. To modify it, delete the card and add it again.

2. You can click the REMOVE FINGERPRINT button to delete the recorded fingerprint 1 or fingerprint 2.
3. In the edit window, you can click SAVE only after the information has been modified.

Deleting the card

Click : on the right side of the card and select Delete from the pop-up drop-down menu. The Delete page is
displayed, as shown in Figure 13-36. Click CONFIRM. The card is deleted.
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Delete

Attention! Please confirm if you are going to delete the card 00(

Figure 13-36 Prompt for deleting the card

Authorizing permissions to the card

1. Click : on the right side of the card and select Permission from the pop-up drop-down menu. The Authority
Door Access Card page is displayed, as shown in Figure 13-37. The page displays all door access devices and the
corresponding permissions in the system. The PERMISSION GROUP column displays the permissions of the

selected card (including No Permission, Privilege, Group 1, Group 2, Group 3, and Group 4).

® Smart Insight> Us... &9 10.163.236.174:84... [g] max/widgets [B] insight-teatures/a.. [#] ui-console [g] ui-library @ threejsRTe#s W Untitled, Online...
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Door Access Monitoring
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Time Setting

LOCATION CONTROLLER NAME
Record Query

RDU_10.163.236.116 RackA_CHD2100J5
| Video

IP ADDRESS

Real Time Video RDU_10.163.236.116 Aisle IP Access 10.163.236.78
History Video

RDU_10.163.236.116 Aisle IP Access 10.163.236.78
Device Management

RDU_10.163.236.76 ACC_CHD2100J5_2

RDU_10.163.236.76 ACC_ES5200DoorMgmt_1

Figure 13-37 Card authorization

BisttysSipETer..
DOOR NAME PE
t

Dooro1 t
Door02 t

2. Enter the search content in the search box above the list. The system searches for the door access devices
according to the entered content. The search function supports fuzzy search by name and IP address of the access
controller. For example, enter "aisle". The search result is as shown in Figure 13-38.
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History Video
R Device Management Showing 2 of 2 entries

Figure 13-38 Authorization Door Access Card -
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3. After you select an option from the PERMISSION GROUP drop-down list box, a rotating icon appears in the last
column, indicating that the authorization is in progress. When the authorization is successful, a green icon @ is
displayed. When the authorization fails, a red icon 0 displayed. In addition, the PERMISSION GROUP option

restores to the previous setting before it is changed. Taking Group 1 as an example, the page displayed after the
authorization is successfully is as shown in Figure 13-39.
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| Door Access Authority Door Access Card
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LOGATION CONTROLLER NAME IP ADDRESS DOCR NAME FE

Record Query

RDU_10.163.236.116 RackA_CHD2100J5 - - }
| Video

@ Real Time Video RDU_10.163.236.116 Aisle IP Access 10.163.236.78 Door01 t
History Video
RDU_10.163.236.116 Aisle IP Access 10.163.236.78 Door02 t
\ Device Management
RDU_10.163.236.76 ACC_CHD2100J5_2 - - t
RDU_10.163.236.76 ACC_ES5200DoorMgmt_1 - - t

Figure 13-39 Card authorization - Changing the permission group

A Note

When PERMISSION GROUP is set to No Permission, the door access card does not have the permissions to open
the door. When PERMISSION GROUP is set to Privilege, the door access card can open the door in any time range.
When PERMISSION GROUP is set to Group 1 to Group 4, the door access card can open the door only within the
specified time range.

For details about time range settings, see section 10.3.3 "Time Setting."

4. If you click the check box in the first column of the table header, all data is selected. If you select two or more items,
the BATCH AUTHORIZE button appears in the lower right part of the page. After you select the permission group,
click BATCH AUTHORIZE. The system modifies the permissions of selected door devices in batches. The last
column displays the authorization result. When the authorization is successful, a green icon @ is displayed. When
the authorization fails, a red icon 0 displayed. In addition, the PERMISSION GROUP option restores to the
previous setting before it is changed. Select door 01 and door 02 under access controller 01. Select Group 2 and
click BATCH AUTHORIZE. When the batch authorization is successful, the page as shown in Figure 13-40 is
displayed.
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Figure 13-40 Door authorization - batch modification

(R Note

For IP access controllers, you can authorize permissions to up to 100 access controllers in batches at a time. If more
than 100 access controllers are selected, the BATCH AUTHORIZE button becomes unavailable. The system prompts
"The number of devices for batch authorization cannot exceed 100".

For serial access controllers, you can authorize permissions to up to 4 cards in batches at a time. If more than 4
cards are selected, the BATCH AUTHORIZE button becomes unavailable.

13.3.3 Time Setting

This module is used to set the time range of access controllers. When authorizing permissions to a card, the card can
open the door within the specified time range of the corresponding permission group if you select a certain
permission group.

Setting the Time Range

1. Choose Door Access > Time Setting. The Set Time page is displayed. The system lists the access controllers on
the left side. By default, the first access controller is selected. The Set Time tab page is displayed on the right side.
The icon prefixed to an access controller name indicates the communication status. When the communication is

normal, the green icon @ is displayed. When the communication fails, the red icon & is displayed, as shown in
Figure 13-41. When you hover the cursor over the time range, the specific period of time is displayed.

2. The time range for opening the door with both card and password varies between serial access controller and IP
access controller. In addition to the door opening time range, you can also set the time range for door opening with
both card and password, time range for constantly opening the door, and time range for IR door monitoring.
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Figure 13-41 Time ranges for door opening

a Note

When you add an access controller, the system sets the door opening time range to All-day Effective for four
permission groups by default, and sets the time range for Swipe the card with password to All-day Invalid. The
time range of All-day Effective is 00:00-23:59, and the time range of All-day Invalid is 00:00-00:00.

3. To modify the door opening time of a group, you can select the corresponding door opening time range of the
group. For example, set the door opening time range of Group 1 on Monday to All-day Invalid, and click Save, as
shown in Figure 13-42.
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Figure 13-42 Modifying the time range

4. If you select Swipe the card with password, the SWIPE THE CARD WITH PASSWORD column is displayed. If
you do not select Swipe the card with password, the SWIPE THE CARD WITH PASSWORD column is not
displayed, as shown in Figure 13-43.
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Figure 13-43  Selecting Swipe the card with password

(R Note

1. When you select an access controller and the time range of the entire SWIPE THE CARD WITH PASSWORD
column is All-day Invalid, the Swipe the card with password check box is automatically deselected, and the
SWIPE THE CARD WITH PASSWORD column will disappear.

2. The precondition for validating the Swipe the card with password time range is that Swipe the card with
password is enabled in access controller settings. For details about configuration signal functions of the access
controllers, see section "Configuration signal."

Time Range

1. Switch from the Set Time tab page to Time Range tab page. The system writes two default time ranges for each
access controller, including All-day Effective and All-day Invalid, as shown in Figure 13-44.
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Figure 13-44 Time Range

R Note
The All-day Effective and All-day Invalid time ranges cannot be modified or deleted.

2. Click ADD. The Add dialog box is displayed. Click the time range to be modified. The page for selecting the start
time and end time is displayed. You can manually enter the time or modify the time using the "+" or "-" icon. Click the
"-" icon prefixed to the time to decrease the minutes, and click the "+" icon suffixed to the time to increase the minutes.
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When the value of minutes increases to 59, if you continue to click the "+" icon, the number of hours increases by 1,
and the number of minutes becomes 0. When the number of minutes decreases to 0, if you continue to click the "-"
icon, the number of hours decreases by 1, and the number of minutes changes to 59. The end time cannot be earlier
than the start time. When the start time increases to be equal to the end time, if you continue to click the "+" icon
prefixed to the start time, the end time increases simultaneously. When the end time decreases to be equal to the
start time, if you continue to click the "-" icon suffixed to the end time, the end time will not continue to decrease.
When you click the value of hours and the cursor blinks on the value of hours, you can increase or decrease the
number of hours by clicking the "+" or "-" icon. After you enter and set the time range, click SAVE, as shown in
Figure 13-45.

Add
Name
|
Range 1 Range 2
® 00:00-00-00 ® 00:00-00:00
Range 3 Range 4
® 00:00-00:00 ® 00:00-00:00

Figure 13-45 Adding time range - time selection

o Note

1. Name of the time range should contain 3-64 characters. The time range names of the same access controller must
not be duplicated.

2. The access controller in the model of CHD806D4 supports up to 32 time ranges. When the number of time ranges
reaches 32, the ADD button is hidden on the page.

3. After the time range is successfully added, the ADD page is automatically closed, and the list of time ranges is
automatically refreshed, as shown in Figure 13-46. After adding a time range to the list of time ranges, you can select
this time range for the permission group.
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Figure 13-46  Time range - Adding "Range 1"

4. To edit the time range, click ¢ on the right side of the time range. The Edit page is displayed. After modifying the
name or range, click SAVE, as shown in Figure 13-47.
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Edit
Name
timerange1|
Range 1 Range 2
® 07:03-10.03 © 00:00-00:00
Range 3 Range 4
@ 00:00-00:00 ©® 00:00-00:00

Figure 13-47 Editing the time range

R Note

1. Name of the time range should contain 3-64 characters. The time range names of the same access controller must
not be duplicated.

2. In the edit window, you can click SAVE only after the information has been modified.

7. To delete the time range, click B onthe right side of the time range. The Delete dialog box is displayed, as
shown in Figure 13-48. Click CONFIRM. The time period data is deleted.

Delete

Attention! Please confirm if you are going to delete the time ran
timerange1 ?

Figure 13-48 Dialog box for deleting the time range

(R Note

1. If a time range is used by a permission group, the system prompts that the time period cannot be deleted when you
try to delete the time range.

2. Due to the mapping relationship between IDs of time ranges and underlying devices, the time ranges can only be
deleted from back to front during deletion.

13.3.4 Record Query

This module is used to display and query door access records, mainly including the functions of displaying and
querying the access records and event records.

Access Record

1. Choose Door Access > Record Query. By default, the Access Record page is displayed. The access records
are displayed in pages. Each page displays 10 records. The access record contains CARD ID, CARDHOLDER,
LOCATION, CONTROLLER NAME, DOOR NAME, TYPE, ENTER/EXIT, and DATE/TIME. The records are sorted in
the reverse order of time, as shown in Figure 13-49.

Smart InfraSight User Manual



Chapter 13 Door Access Management 181

@ smartInsignt> Us.. We 10.103.230.1/4:54.. |#] max/widgets [®] insight-features/a... |#] ui-console |®] ur-lbrary @ three ssHMM4= Bl Untitled, Uniine... Sty el er...

¢ Smart InfraSight [

| Door Access Event Record

Door Access Monitoring

Card Management

Time Setting

I Video CARD ID CARDHOLDER LOCATION CONTROLLER NAME DOOR NAME TYPE E

Real Time Video
History Video

Device Management

Figure 13-49 Access Record

(AR Note
1. If arecord is not found, the list displays "No Data".
2. The access record is refreshed regularly at a frequency of 6s.

3. In the table, the search button . is orange and the search box is displayed by default. After you click the search
button ©., the search button becomes black, and the search box is hidden. The system saves the last state of the
search button.

2. Enter the search content in the search box above the list. The system searches for the access records according to
the entered content. The search function supports fuzzy search by card ID, card holder, location, controller name, and
door name and sorts the records by time.

3. Click & in the upper right corner of the list. The system immediately refreshes the list of access records.

4.Click Y inthe upper right corner of the list. The system displays the filter conditions. The filter conditions include
SELECT DATE RANGE, GROUP BY, TYPE, and ENTER/EXIT. Figure 13-50 shows the results filtered by setting
SELECT DATE RANGE to All and GROUP BY to Type.

@ Smart Insight = Us... @ 10.163.236.174:84... (] max/widgets [#] insight-features/a... [$] ui-console [$] ui-library @ threejsH#= M Untitled, Online.. Histtyga &z & Ter...

¢ Smart Infrasight [

| Door Access \ s R Event Record

Door Access Monitoring
Card Management

Time Setting

| Video SELECT DATE RANGE GROUP BY TYPE ENTER/EXIT
£ Past 24 Hours ~ None : All Types : ALL ¢
Real Time Video
History Video CARD ID CARDHOLDER LOCATION CONTROLLER NAME DOOR NAME TYPE E

Device Management

Figure 13-50 Access Record - Filter

o Note

The filter button Y in the table is black by default. That is, the filter conditions are hidden by default. When you click
T, the button becomes red and filter conditions are displayed. The system saves the last state of the filter button.
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Event Records

1. Choose Door Access > Record Query. Switch from the Access Record tab page to the Event Record tab page.
The event records are displayed in pages. Each page displays 10 records. The event record contains LOCATION,
CONTROLLER NAME, DOOR NAME, EVENT NAME, and DATE/TIME. The records are sorted in the reverse order
of time, as shown in Figure 13-51.

@ Smart Insight> Us... @ 10.163.236.174:84... [§] max/widgets [§] insight-features/a.. [§] ui-console [§] ui-library B threejsF3mzE W Untitled, Online... Fstty@ 488 Ter...

o9 Smart Infrasight [

| Door Access Access Record

Door Access Monitoring
Card Management
Time Setting

Rec

I Video LOCATION CONTROLLER NAME DOCR NAME EVENT NAME

Real Time Video

History Video

Device Management

Figure 13-51 Event Records

(a8 Note
1. If a record is not found, the list displays "No Data".

2. In the table, the search button “. is orange and the search box is displayed by default. After you click the search
button “, the search button becomes black, and the search box is hidden. The system saves the last state of the
search button.

2. Enter the search content in the search box above the list. The system searches for the event records according to
the entered content. The search function supports fuzzy search by location, controller name, and door name.

3. Click & in the upper right corner of the list. The system immediately refreshes the list of event records.
4.Click Y inthe upper right corner of the list. The system displays the filter conditions. The filter conditions include

SELECT DATE RANGE, GROUP BY, and EVENT NAME. Figure 13-52 shows the results filtered by setting
SELECT DATE RANGE to All and EVENT NAME to Reboot.
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@ smartInsignt> Us.. We 10.103.230.1/4:54.. |#] max/widgets [®] insight-features/a... |#] ui-console |®] ur-lbrary @ three ssHMM4= Bl Untitled, Uniine... Sty el er...

¢ Smart InfraSight [

0 | Door Access Access Record

Door Access Monitoring
Card Management

Time Setting

| Video SELECT DATE RANGE GROUP BY EVENT NAME
3l Past 20 Days ~ None = All Events B
Real Time Video
History Video LOCATION CONTROLLER NAME DOOR NAME EVENT NAME

Device Management

Figure 13-52 Event Record — Filter
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Chapter 14 Video Management

14.1 Overview

14.1.1 Overview

This module is used to manage video devices. You can access the video devices into the system through this module
for management. You can view the real-time videos of the video devices and query, play, and download historical
videos by date and device.

Limitation: The video management module does not support the Edge browser.

14.1.2 Functional Module

Video contains the following functional modules. For more information about the functional modules, see section 71.3
"Specific Functions."

® Device Management
® Real Time Video

® History Video

14.2 Quick Start

14.2.1 Quick Deployment Procedure

To manage video devices, perform the following steps:
[1] Add an NVR device.
[2] Add an IPC device to the NVR channel.

14.2.2 Example

When using the video functions for the first time, you need to install a video plug-in. Figure 14-1 shows the video
plug-in help.
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Video Proxy Application

Notice: The video function cannot be used normally. Please follow the steps
below to ensure the normal use of the video function.

@ If the Video Proxy Application ‘taf-cctv-proxy exe' is not installed, please
follow the Application Help install the Video Proxy Application.

Application Help

» Step 1

« Step 2 Install the Video Proxy Application 'taf-cctv-proxy exe’, the
installation path cannot contain the Chinese

« Step 3

« Step 4: Refresh this page

CLOSE

Figure 14-1 Video plug-in help
Perform operations based on the plug-in help.

Assume that there is an NVR device with IP address "10.163.230.196". You can access the video device into the
system for management.

Adding an NVR device

Choose Video > Device Management. (The Device Management node is visible only for login users in the system
administrator group.)

On the Device Management page, click @. The Add page is displayed, as shown in Figure 14-2. Set Device Name
to NVR 01, IP Address to 10.163.230.196, and Port to 80. Enter User Name and Password of the NVR device.
Click CONNECTION TEST. If the entered information is correct, the system prompts "Connection test succeeded".
Click SAVE. After the device information is saved, the system synchronizes the IP channel data of the device into the
system.

¢ Add A

Basic Information

Device Name IP Address Port

User Name Password

CANCEL

Figure 14-2 Adding an NVR device

After the NVR device is successfully added, the page as shown in Figure 14-3 is displayed.
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< Add

Basic Information

Device Name

NVR 250

User Name

admin

Channel List

Device's IP channel list

DEVICE NAME

1 Camera Channell

IP Address

10.169.42.250

IP ADDRESS

10.169.42.252

Password

Port

80

CANCEL CONNECTION TEST

MANAGED PCRT

8000 /7

Figure 14-3 Successfully added the NVR device

Adding an IPC device to the NVR channel

The channel list shows all IPC devices in the current NVR channel. If you need to add an IPC device to the channel,
click @, the page as shown in Figure 14-4 is displayed. Enter Device Name, IP Address, Port (the management
port number is 8000 by default), User Name, and Password of the IPC device, and click SAVE. After the IPC device
is successfully added, the system automatically refreshes the channel list.

Add

Device Name

IP Address

Managed Port

User Name

Password

This field is required

CANCEL

Figure 14-4 Adding an IPC device

After the NVR and IPC devices are added, you can click the Real Time Video and History Video sub-nodes to

preview real-time videos, and play back and download historical videos.

14.3 Specific Functions

This section describes specific functions of video management. The Video node includes three modules: Real Time
Video, History Video, and Device Management.
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14.3.1 Video Plug-in

When you use the video functions for the first time, you need to install a video plug-in. Perform operations based on

the plug-in help.

1. The following figure shows the video plug-in help for installing the plug-in on the Google Chrome/Edge browser.

2. The following figure shows the video plug-in help for installing the plug-in on the Mozilla Firefox browser.

Notice: The video function cannot be used normally. Please follow the steps
below to ensure the normal use of the video function.

@ If the Video Proxy Application 'taf-cctv-proxy.exe' is not installed, please
follow the Application Help install the Video Proxy Application.

Application Help

Video Proxy Application

« Step1: ¢

« Step 2: Install the Video Proxy Application 'taf-cctv-proxy.exe’, the
installation path cannot contain the Chinese

« Step 3
« Step 4. Refresh this page

CLOSE

follow the Application Help install the Video Proxy Application.

Application Help

Figure 14-5 Video plug-in help for Google Chrome/Edge browser

Video Proxy Application

Notice: The video function cannot be used normally. Please follow the steps
below to ensure the normal use of the video function

© If the Video Proxy Application 'taf-cctv-proxy.exe' is not installed, please

@ If the Video Proxy Application 'taf-cctv-proxy.exe’ is already installed and you
are using Firefox, follow the Step 3 in the Application Help.

» Step 1: Click this link to dow

» Step 2: Install the Video Proxy Application 'taf-cctv-proxy.exe’, the
installation path cannot contain the Chinese

« Step 3: Open the browser menu, select the "Privacy and Security”
option, click "View Certificates”, select "Authorities”, click "Import", find
the Video Proxy Application installation directory "taf-cctv-proxy"(The
default path is "C:\Program Files (x86)\taf-cctv-proxy", If you changed
the installation path, please use your custom installation path), enter the
"cert” directory, select "ca.cer”, all the options in the pop-up window that
appear later are checked, and then click "OK".

* Step 4:

« Step 9: Refresh this page

CLOSE

Figure 14-6 Video plug-in help for Mozilla Firefox browser
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14.3.2 Device Management

This module supports the following video device management functions: adding, deleting, and modifying the NVR
device; and adding, deleting, and modifying the IPC device on the channel list.

Device list

Choose Video > Device Management. The Device Management page is displayed. The device data is displayed in
pages. Each page displays 10 devices. The device list contains DEVICE NAME, IP ADDRESS, PORT, AMOUNT OF
CHANNELS, and AMOUNT OF HARD DISKS, as shown in Figure 14-7.

Device Management A

Y m & @

DEVICE NAME IP ADDRESS PORT AMOUNT OF CHANNELS AMOUNT OF HARD DISKS

NVR 250 10169 42 250 80 16 1

Showing 1 of 1 entries

Figure 14-7 List of video devices

A Note

If no video device is added to the system, the device list displays "No Data".

Adding a device
1. Click @ to add a device. The Add page is displayed, as shown in Figure 14-8.

¢ Add A

Basic Information

Device Name IP Address Port

User Name Password

CANCEL

Figure 14-8 Adding an NVR device

2. Enter Device Name, IP Address, Port, User Name, and Password.

3. To test whether the entered information is correct, click CONNECTION TEST. If the entered information is incorrect,
the system generates the corresponding prompt.

4. If the entered information is correct, click SAVE. After the device information is saved, the system synchronizes the
IP channel data of the device into the system.
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A Note
1. Device Name should contain 3-64 characters, which cannot be duplicated.
2. IP Address cannot be duplicated.

3. You are allowed to click CONNECTION TEST and SAVE only after completely entering and verifying the
information.

Editing a device

1. Click i on the right side of the device data row and select Edit from the pop-up drop-down menu. The page as
shown in Figure 14-9 is displayed.

<« Add A

Basic Information

Device Name IP Address Port
NVR 250 10.169.42.250 80
User Name Password
admin - e o
CANCEL CONNECTION TEST
Channel List [+)

Device's IP channel list

D DEVICE NAME IP ADDRESS MANAGED PORT

1 Camera Channell 10.169.42.252 8000 7

Figure 14-9 Editing a device

2. Modify the device name, user name, or password. Click SAVE.

(B8] Note
1. IP Address and Port of the video device are not configurable. To modify them, delete the device and add it again.
2. In the edit window, you can click SAVE only after the information has been modified.

Delete device

1. Click i on the right side of the device data row and select Delete from the pop-up drop-down menu. The page as
shown in Figure 14-10 is displayed.

Delete

Attention! Please confirm if you are going to delete the device NVR 250 ?

CANCEL CONFIRM

Figure 14-10 Delete device

2. Click CONFIRM. The device is deleted.

(B8] Note
When a device is deleted, all IPC device data related to the device channel is deleted accordingly.
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Adding an IPC device to the channel

1. Choose Video > Device Management. The Device Management page is displayed. Click : on the right side of
the device data row and select Edit from the pop-up drop-down menu. On the edit page, click @ on the channel list
in the lower part of the page. The Add page is displayed, as shown in Figure 14-11.

Add
Device Name
I
This field is required
IP Address

Managed Port

User Name

Password

CANCEL

Figure 14-11 Adding an IPC device

2. Enter Device Name, IP Address, Managed Port (the management port number is 8000 by default), User Name,
and Password of the IPC device. Click SAVE.

R Note

1. Device Name should contain 3-64 characters. The IPC device names of the same NVR channel must not be
duplicated.

2. IP addresses of IPC devices of the same NVR channel must not be duplicated.
3. You are allowed to click SAVE only after completely entering and verifying the information.

Editing the IPC device in the channel

1. In the channel list, click 7/ onthe right side of the IPC device information. The page as shown in Figure 14-12 is
displayed.
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Device Name

Camera Channel1|

IP Address

10.169.42.252

Managed Port

5000

User Name

admin

Password

ssesenee Lod

CANCEL

Figure 14-12 Editing the IPC device

2. Modify Device Name, IP Address, Managed Port (the management port number is 8000 by default), User Name,
or Password of the IPC device. Click SAVE.

o Note

1. Device Name should contain 3-64 characters. The IPC device names of the same NVR channel must not be
duplicated.

2. IP addresses of IPC devices of the same NVR channel must not be duplicated.
3. In the edit window, you can click SAVE only after the information has been modified.

Deleting the IPC device in the channel

1. In the channel list, click [ ] on the right side of the IPC device information. The page as shown in Figure 14-13 is

displayed.

Attention! Please confirm if you are going to delete the device Camera
Channel1 ?

CANCEL CONFIRM

Figure 14-13 Dialog box for deleting the an IPC device
2. Click CONFIRM. The IPC device is deleted from the channel list.

o Note

The operation of deleting a device is just to delete the device data from the system.

14.3.3 Real Time Video

This module is used to preview the real-time video, mainly including the following functions: device list, preview video,
shapshot, record, zoom in, view mode, full screen, stop all previews, and double-click to zoom in the window.

Limitations: The Mozilla Firefox browser does not support the record function. The Internet Explorer 11 does not
support the functions of stop previews, snapshot, record, and zoom in.
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Device list

1. Choose Video > Real Time Video . The Real Time Video page is displayed. The left side of the page displays the
video device tree, on which the nodes are NVR devices and sub-nodes are |IPC devices in the IP channel, as shown
in Figure 14-14.

Device List

@ NVR 250

W camera channel 1

Figure 14-14  Device list

(B8] Note
If device data is not found, the list displays "No Data".

2. The expand/fold button is prefixed to the NVR device. If you click @, the IPC devices in the IP channel of the
device are hidden. If you click 0, the IPC devices in the IP channel of the device are displayed.

Video preview

1. On the right side of the page, select the window for playing the video and click the IPC device in the device list to
preview the real-time video of the device, as shown in Figure 14-15.

d

Device List

© NVR 250

® camera channel 1

Figure 14-15 Video preview

2. To stop the preview, select the corresponding small window, hover the cursor over the bottom of the window, and
click the Stop Preview button, as shown in Figure 14-16.
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| Siop Preview

Figure 14-16 Stop preview

o Note

1. Currently, only the Google Chrome (later than V73), Mozilla Firefox (later than V66), and Internet Explorer (later
than V11) browsers support the video preview function.

2. When a new page is open, the first window in the upper left corner on the right side of the video playback page is
selected by default. To select another small window, click the corresponding small window.

Snapshot

1. Select the corresponding small window, hover the cursor over the bottom of the window, and click the Snapshot
button, as shown in Figure 14-17.
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Device List

@ NVR 250

B camera channe

oo - | rosomeer | = oo ]
Figure 14-17 Snapshot

2. After you click the Snapshot button, the system automatically takes snapshots of the current video.

Record

1. Select the corresponding small window, hover the cursor over the bottom of the window, and click the Start
Record button, as shown in Figure 14-18.

Device List

© NVR 250

B camera channel 1

Start Record

ZFULLSCREEN | = STOPALLPREVIEWS

Figure 14-18 Record

2. After you click the Start Record button, the REC flag blinks in the upper right corner of the video playback window,
as shown in Figure 14-19.
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Figure 14-19 Recording

3. To stop recording, select the corresponding small window, hover the cursor over the bottom of the window, and
click the Stop Record button. The system stops the recording and automatically downloads the record file.

(B8] Note
1. After you click the Start Record button, the button automatically becomes Stop Record.
2. You can record multiple videos simultaneously.

3. When you stop the preview of a real time video, the system automatically stops the recording and automatically
downloads the record file.

Zoom in

1. Select the corresponding small window, hover the cursor over the bottom of the window, and click the Zoom in
button, as shown in Figure 14-20.

Device List

@ NVR 250
B camera channel 1

| =sropaiprEviEWS |

Figure 14-20 Zoom in

2. After you click the Zoom in button, frame the area to be zoomed in within the video playback window (press and
hold the left button of the mouse and move it. The video playback window displays a red rectangle frame, which is the
selected area). The selected area is zoomed in, as shown in Figure 14-21.
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Figure 14-21 Selected area for zoom-in display

3. To disable the zoom-in display, select the corresponding small window, hover the cursor over the bottom of the
window, and click the Restore button.

(a8 Note
After you click the Zoom in button, the button automatically becomes Restore.

Switching between view modes

1. Click VIEW MODE at the bottom of the page. The system displays all available view modes, including 1-GRID,
4-GRID, and 9-GRID, as shown in Figure 14-22.

9-GRID

= VIEW MODE ~ 22 FULL SCREEN ® STOP ALL PREVIEWS

Figure 14-22 Switching between view modes

2. When you click a view mode, the window is split into a corresponding number of small windows. For example, if
you click 9-GRID, the view mode is changed, as shown in Figure 14-23.
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# VIEW MODE ~ I FULL SCREEN = STOPALL PREVIEWS

Figure 14-23  9-grid view

A Note

By default, the system displays the 4-grid view when you open the page. That is, the window is split into four small
windows.

Full screen
1. When a small window is playing a real-time video, you can double-click the window to display it in full screen.

2. Click the FULL SCREEN button at the bottom of the page. The right playback window is displayed in full screen,
as shown in Figure 14-24.

Figure 14-24  Full screen display

3. In full screen display mode, you can press Esc to exit the full screen.

Smart InfraSight User Manual



198 Chapter 14 Video Management

Stop all previews

1. Click the STOP ALL PREVIEWS button at the bottom of the page. The system stops all devices that preview the
real-time videos.

2. If a device is recording a video, the system automatically stops recording and then saves and downloads the
record file.

14.3.4 History Video

This module is used to preview history videos, mainly including the following functions: querying and playing the
history video; modifying the playback time; pausing and stopping the video playback; playing a video by frame;
playing a video in full screen; and downloading a history video.

Querying the history video

1. Choose Video > History Video. The History Video page is displayed. The left side of the page displays the date
selection box and video device tree, on which the nodes are NVR devices and sub-nodes are IPC devices in the IP
channel. The expand/fold button is prefixed to the NVR device. If you click @, the IPC devices in the IP channel of

the device are hidden. If you click o, the IPC devices in the IP channel of the device are displayed, as shown in
Figure 14-25.

2021-04-16

Device List
@ NVR 250

W camera channel 1
@ NVR 251

B Camera Channel1

B Camera Channel2

i
00-00 02:00 04:00 06:00 08-00 10:00 12:00 14:00 16:00 18:00 20-00 praili] 24:00

Figure 14-25 History Video

2. By default, the date selection box displays the current date. To modify the date, click the date selection box and
select the desired date.

3. To query the history videos of a device on a specified date, click the IPC device on the device list. When there are
history videos, the timeline at the bottom of the playback window fills the corresponding time range in orange color, as
shown in Figure 14-26.
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2021-04-16

Device List
@ NVR 250

B camera channel 1
@ NVR 251

W Camera Channe

B Camera Channel2

:00

02:00 04:00 06:00 08:00 10:00 12:00

Figure 14-26 Querying the history video

i
14:00

16:00

18:00

20:00

22:00

o Note

1. If device data is not found, the device list displays "No Data".
2. If no history video is found, the system prompts "No history video" in the lower right corner of the page.

Playing the history video

1. After you select a date and click an IPC device in the device list, the LS button becomes available if history videos

exist within the specified time range.

2. When the playback button is available, the system plays the video from the start time of the history video if you
click the playback button, as shown in Figure 14-27.

2021-04-16

Device List
@ NVR 250

W camera channel 1
@ NVR 251

W« Camera Channel

B Camera Channel2

oSS ligrZal Fri 13:47:55

00-00

02:00 04:00 06-00 08:00 10:00 12:00

Figure 14-27 Playing the history video

14:00

16:00

18:00

20:00

22:00

o Note

Currently, only the Google Chrome (later than V73), Mozilla Firefox (later than V66), and Internet Explorer (later than
V11) browsers support the history video playback function.
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Changing the playback time

1. There is a red dot in the timeline, indicating the playback progress. If you drag the dot to a certain time point in the
orange area on the timeline, the system plays the video from the specified time point.

2. Click a certain time point in the orange area on the timeline. The red dot indicating the playback progress moves to
the corresponding position, and the system plays the video from the specified time point.

3. When you hover the cursor over the playback progress dot, the system displays the current playback time, as
shown in Figure 14-28.

s liertZal Fri 13:48:16

2021-04-16 13:48:14

|
00:00 02:00 04:00 06:00 08:00 10:00 12:00 14:00 16:00 18:00 20:00 22:00 24:00

Figure 14-28 Displaying the current playback time

R Note

The red dot indicating the playback progress is displayed at 00:00 by default. If the history video does not start from
00:00, the red dot automatically goes to the start time of the video.

Pause

1. After you click the playback button, it becomes the pause button LU If you click the pause button, the system
pauses the video playback.

2. After you click the pause button, it becomes the playback button again. You can click the playback button to

resume the playback.

Stop

1. After you click the playback button, the stop button becomes available. If you click the stop button, the

system stops the video playback.

2. When the system is playing the video, if you switch to another device or change the selected date, the system
automatically stops the video playback.

Full screen

1. Click the X button at the bottom of the page. The right playback window is displayed in full screen, as shown in
Figure 14-29.
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e S lyAtral Fri 13:48:54

Figure 14-29 Full screen of history video

2. In full screen display mode, you can press Esc to exit the full screen.

Downloading the history video

1. After you select a date and click an IPC device in the device list, the |

exist within the specified time range.

2. If you click the download video button, the Download Video page is displayed, as shown in Figure 14-30.

Download Video

w

]

Selected: 0

FILE NAME

2021041523 _59_38

2021-04-16 01_03_27

2021-04-16 02 07_11

2021-04-16 03_10_54

2021-04-16 04_14_39

2021-04-16 05_18_23

2021-04-16 06_22_12

2021-04-16 07_25_27

START TIME

2021-04-15 23:59:38

2021-04-16 01:03:27

2021-04-16 02:07:11

2021-04-16 03:10:34

2021-04-16 04:14:39

2021-04-16 05:18:23

2021-04-16 06:22:12

2021-04-16 07:25:27

END TIME

2021-04-16 01:03:27

2021-04-16 02:07:11

2021-04-16 03:10:54

2021-04-16 04:14:39

2021-04-16 05:18:23

2021-04-16 06:22:12

2021-04-16 07:25:27

2021-04-16 08:20:07

FILE SIZE

1016M

1015.5M

1015.2M

1015.3M

1015.7M

1016M

1015.9M

1016M

|4

|

|4

|4

|4

|4

|4

|4

CLOSE

3. On the Download Video page, click =

Figure 14-30 Downloading the history video

¥

in the last column of the video file. The system starts to download the

button becomes available if history videos

video file. In addition, the download video button becomes the downloading state, and the download progress bar is
displayed at the bottom, as shown in Figure 14-31.
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Download Video

1D FILE NAME START TIME END TIME FILE SIZE

1 2021-04-1523 59 38 2021-04-15 23:59:38 2021-04-16 01:03:27 1016M 0
2 2021-04-16 01_03_27 2021-04-16 01:03:27 2021-04-16 02:07-11 1015.5M i
3 2021-04-16 02_07_11 2021-04-16 02:07-11 2021-04-16 03:10:54 1015 2M 1
4 2021-04-16 03_10_54 2021-04-16 03:10:54 2021-04-16 04:14:39 1015.3M 1
5 2021-04-16 04_14_39 2021-04-16 04:14:39 2021-04-16 05:18:23 1015 7M 1
6 2021-04-16 05_18_23 2021-04-16 05:18:23 20210416 06:22:12 1016M 1
7 2021-04-16 06_22_12 2021-04-16 06:22:12 2021-04-16 07:25:27 1015.9M i

Selected: 0 CLOSE
Figure 14-31 Downloading the history video
4. After the video file is downloaded, * in the last column of the video file becomes Q and the download progress

bar automatically disappears.

5. If you select two or more video files, the BATCH DOWNLOAD button automatically appears at the bottom, as

shown in Figure 14-32.

Download Video

o

Selected: 2

FILE NAME

2021-04-1523_59_38

2021-04-16 01_03_27

2021-04-16 02_07_11

2021-04-16 03_10_54

2021-04-16 04_14 39

2021-04-16 05_18_23

2021-04-16 06_22 12

2021-04-16 07_25_27

START TIME

2021-04-15 23:59:38

2021-04-16 01:03:27

2021-04-16 02:07:11

2021-04-16 03:10:54

2021-04-16 04:14:39

2021-04-16 05:18:23

2021-04-16 06:22:12

2021-04-16 07:25:27

END TIME

2021-04-16 01:03:27

2021-04-16 02:07:11

2021-04-16 03:10:54

2021-04-16 04:14:39

2021-04-16 05:18:23

2021-04-16 06:22:12

2021-04-16 07:25:27

2021-04-16 08:20:07

FILE SIZE

1016M

1015.5M

1015.2M

1015.3M

1015.7M

1016M

1015.9M

1016M

|4

|4

|4

|4

|4

|4=

|4=

|4=

CLOSE

6. After you click BATCH DOWNLOAD, the system adds the selected video files to the download queue and starts to

download the first video file. The & icon is displayed for other video files that wait for downloading. The @ iconis

Figure 14-32 Selecting two video files

displayed for video files that have been downloaded, as shown in Figure 14-33.
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Download Video

(3]

8

Selected: 2

FILE NAME

2021-04-1523_59 38

2021-04-16 01_03_27

2021-04-16 02_07_11

2021-04-16 03_10_54

2021-04-16 04_14 39

2021-04-16 05_18_23

2021-04-16 06_22 12

2021-04-16 07_25_27

START TIME

2021-04-15 23:59:36

2021-04-16 01:03:27

2021-04-16 02:07:11

2021-04-16 03:10:54

2021-04-16 04:14:39

2021-04-16 05:18:23

2021-04-16 06:22:12

2021-04-16 07:25:27

END TIME

2021-04-16 01:03:27

2021-04-16 02:07:11

2021-04-16 03:10:54

2021-04-16 04:14:38

2021-04-16 05:18:23

2021-04-16 06:22:12

2021-04-16 07:25:27

2021-04-16 08:20:07

FILE SIZE

1016M

1015.5M

1015.2M

1015.3M

1015.7M

1016M

1015.9M

1016M

« & & |«

|4=

|4a

|4a

CLOSE

Figure 14-33 Batch downloading the history video

A Note

1. After you click BATCH DOWNLOAD, the button becomes unavailable, preventing you from repeated download
during the download process. After the batch download is completed, the BATCH DOWNLOAD button becomes

available.

2. Since the downloaded history videos occupy a certain amount of memory space, it is not recommended to
download a large number of video files at a time if the size of the video files is large.
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Chapter 15 Asset Management

15.1 Overview

15.1.1 Overview

This module is used to monitor assets of all sites monitored by Smart InfraSight. The major functions include querying,
adding, modifying, and deleting assets.

15.1.2 Functional Module

Asset Management contains the following functional modules. For more about the functional modules, see section
15.3 "Specific Functions.”

® Adding an Asset

® Importing an Asset
® Exporting an Asset
® Querying an Asset
® Editing an Asset

® Deleting an Asset

® Warranty Notification

15.2 Quick Start

15.2.1 Quick Deployment Procedure

1. In the initial state, there is no asset in the asset list. In this situation, you can manually or batch import assets.

2. To view assets under the RDU, see the Configuration Tool chapter. After you add a site to the monitoring function
of Smart InfraSight, the assets of the site are automatically discovered. The asset list displays the automatically
discovered assets.

15.2.2 Example

Adding an asset

Click o in the upper right corner. The Add Asset page is displayed, as shown in Figure 15-1.
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‘ Smart InfraSight =

0 | Assets Asset Management

Warranty Notification

ASSET NAME ASSET NUMBER ASSET CATEGORY MANUFACTURER PUR
WQWGAWGRAQQAQQWGAW . RACK VERTIV
WEQWGQGAGR RACK VERTIV
VEWEHBWEHWEH RACK VERTIV
SASVAVSVASVAS RACK VERTIV
< Add Asset
Asset Information
Asset Name @ Asset Number @
Bar Code Number Serial Number
Asset Category Asset Template
RACK s Not apply asset template
Width{mm) Height(mm)
Depth(mm) Weight(kg)
Attachments
Advanced configuration information
Location(Site) Total Units
—Please select a location— $
Rated Power(kKW) @
Maintenance
Asset Price Manufacturer
Manufacturer HotLine Purchase Date
Start Date ‘Warranty Expiry Date

Figure 15-1 Adding an asset
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Asset Name and Asset Number are mandatory. Other parameters are optional. After the asset information is
entered, click in the upper right corner to save the configuration.

Importing an asset

You can add assets by importing assets. Click _:B in the upper right corner. The Import Assets page is displayed,
as shown in Figure 15-2.

Import Assets

Select Asset Template P

Choose file..

Figure 15-2 Importing an asset

Click DOWNLOAD ASSET TEMPLATE in the upper right corner to download the asset template. Open the asset
template in Excel format to enter the asset information. Click Browser, select the Excel file with information filled, and
click IMPORT. The system prompts for whether the file is successfully imported.

< Import Assets

Select Asset Template +D

AssetTemplate xlsx

Figure 15-3 Download asset template

Querying an asset

Figure 15-4 shows the asset list.

Asset Management

ASSET NAME ASSET NUMBER ASSET CATEGORY MANUFACTURER PURCHASE DATE

WawcawscaQoaaaaw RACK VERTIV
WGAQWGRGRGQ RACK VERTIV
WEWEHBWEHWEH RACK VERTIV
SASVAVSVASVAS RACK VERTIV

Figure 15-4 Asset list

Click ASSET NAME or : suffixed to each asset in the asset list, and click  Delete to view asset details, as
shown in Figure 15-5.
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Asset Details

B General m Advanced configuration information

B Maintenance

Asset Name RACK-013
Asset Number WawGcQwGcQQQQQQaw!
Bar Code Number i

Serial Number i

Width(mm) 600.00
Height(mm) 2000.00
Depth(mm) 1100.00
Weight(kg) 181.44

Figure 15-5 Asset details

Editing an asset
If the asset information changes, you can edit the asset information. Click Assets to enter the asset list page. Click

ASSET NAME or : suffixed to each asset in the asset list, and click # Edit 1o enter the Edit Asset page, as
shown in Figure 15-6.

< Edit Asset

Asset Information

Asset Name @ Asset Number @

RACK-013 WawGawcQQQQQQQWweQwecawcaw
Bar Code Number Serial Number
Asset Category Asset Template

VERTIV-RACK-WE00-42U

Width{mm) Height(mm})

Depth(mm) Weight(kg)

Attachments @
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Advanced configuration information

Location(Site) Total Units

RDU_10.163.104.125

Rated Power(kW) @

Maintenance

Asset Price Manufacturer
Manufacturer HotLing Purchase Date
Start Date ‘Warranty Expiry Date

Figure 15-6 Editing an asset

After the asset information is edited, click = in the upper right corner to save the configuration.

Deleting an asset

see

To remove an asset, you can delete the asset. Click Assets to enter the asset list page. Click ASSET NAME or
suffixed to each asset in the asset list, and click ® Delefe g enter the Delete Assets page. For devices

automatically discovered on the site (the assets are not manually recorded), the § Delefe pytton is unavailable, and
you cannot delete the asset, as shown in Figure 15-7.

Delete Assets

Selected assets will be deleted, do you want to continue?

Figure 15-7 Deleting an asset
Click DELETE to delete the asset.
Warranty Notification

To use the warranty notification function, choose Assets > Warranty Notification to enter the Warranty Notification
page. If the warranty notification function is disabled, enable it, as shown in Figure 15-8.

Warranty Notification

Configuration

Enabled Notification

Figure 15-8 Warranty Notification

Select Enable Notification. Select Recipient (the email address should be configured in advance), and click SAVE,
as shown in Figure 15-9. A precondition for normal warranty notification function is that the expiry date of asset
warranty notification has been configured.
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The policy of warranty notification by email is as follows: The notification is sent on the 1st day of each month three
months before the expiry date (if the notification fails to be sent by email, the system retries on the same day. The
system will not send any notification after this date).

Warranty Notification

Configuration

Enabled Notification

Notification Type

(] Recipient
GUESTO001
Lai
GUEST003
GUESTO002

admin

& E-mail

Figure 15-9 Enabling warranty notification

15.3 Specific Functions

15.3.1 Adding an Asset

You can add assets based on actual needs. Click Assets. Click L+

in the upper right corner. The Add Asset page

is displayed, as shown in Figure 15-10. Currently, the system supports the following types of assets: rack,
rack-mounted PDU, server, switch, and battery cabinet.

Asset Name and Asset Number are mandatory. Other parameters are optional. Asset Number is unique and must
not be duplicated. If Asset Number is the same as that of an existing asset, the system prompts "The Asset Number
already exists", and SAVE is unavailable. Attachments can be files for which description can be uploaded or files
associated with assets (the system supports the following file
types: .doc, .docx, .pdf, .xls, .xIsx, .ppt, .pptx, .txt, .jpg, .jpeg, .gif, and .png). Locate (Site) indicates the site with
which the asset is bound. Start Date must be earlier than Purchase Date, and Warranty Expiry Date must be
earlier than Purchase Date. Otherwise, the system prompts an error message, and the SAVE button is unavailable.

‘ Smart InfraSight

| Assets

Warranty Notification

Asset Management

ASSET NAME ASSET NUMBER

WQWGAWGQQ0QQQQAWGaW. .
WGEQWGAGQGQ
WEWEHBWEHWEH

SASVAVSVASVAS

ASSET CATEGORY

RACK

MANUFACTURER PUR

VERTIV

VERTIV

VERTIV

VERTIV
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< Add Asset

Asset Information

Asset Name @ Asset Number @
Bar Code Number Serial Number
Asset Category Asset Template
RACK $ Not apply asset template
Width(mm) Height(mm)
Depth(mm) Weight(kg)
Attachments

Advanced configuration information

Location(Site) Total Units

—Please select a location— ]

Rated Power(kW) @

Maintenance

Asset Price Manufacturer
Manufacturer HotLine Purchase Date
Start Date Warranty Expiry Date

Figure 15-10 Adding an asset

15.3.2 Importing an Asset
You can add assets by importing assets. Click Assets. Click _:B in the upper right corner. The Import Assets

page is displayed, as shown in Figure 15-11.

Asset Management

ASSET NAME ASSET NUMBER ASSET CATEGORY MANUFACTURER PURCHASE Dv
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Import Assets

Select Asset Template D

Choose file...

< Import Assets

Select Asset Template +D

AssetTemplate xlsx

Figure 15-11 Importing an asset

Click DOWNLOAD ASSET TEMPLATE in the upper right corner to download the asset template. Open the asset
template in Excel format to enter the asset information. Common fields of the asset template includes Asset Name,
Asset Number, Asset Category, Bar Code Number, Serial Number, Asset Price, Manufacturer, Purchase Date,
Start Date, Warranty Expiry Date, Owner, Department, Width (mm), Depth (mm), Height (mm), Weight (kg), and
Comment. Five types of assets have own special fields. The rack template sheet includes location (site), total
number of U positions, rated power (kW). The rack-mounted PDU template sheet includes rack number, position on
the rack, start U position, U height, phase, and rated power (kW). The battery cabinet template sheet includes
location (site). The server template sheet includes rack number, start U position, U height, and rated power (kW). The
switch template sheet includes rack number, start U position, U height, and rated power (kW). Asset Name and
Asset Number are mandatory. Other parameters are optional. Asset Number is unique and must not be duplicated.
The rules for filling in the fields are consistent with those on the Add Asset page. Click Browser, select the Excel file
with information filled, and click IMPORT. The system prompts for whether the file is successfully imported.

A B o} E F G H | K L M

1 |Asset Name |Asset Number |Bar Code Number Serial Number | Asset Price | Manufacturer Manufacturer Hotline Purchase Date |Start Date |Warranty Expiry Date Owner |Department _|Width(mm) |Def
2
']

4

BeEsRREEREBR e~ W

Figure 15-12 Asset template in Excel format

15.3.3 Exporting Assets

Click = in the upper right corner of the asset management list. You can export asset information to the Excel file in
multiple tables by asset type. The order of the fields in the exported file is the same as that of the imported template
file, and the fields are arranged based on the basic information, binding relationship, and special information. Since

the exported Excel file has the data verification function, the table structure (with additional asset types such as
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DEVICE, DOOR, and SENSOR) is inconsistent with that of the imported template file. As a result, the exported Excel
file cannot be used as the asset information for import. The following figure shows the asset information.

Asset Management

ASSET NAME ASSET NUMBER ASSET CATEGORY MANUFACTURER PURCHASE D
Exported Successfully
Asset_export_file_2021-3-14T14551

Figure 15-13 Exporting assets

15.3.4 Querying an Asset

You can view information about all assets monitored by TAF. Click Assets. The asset list page is displayed, as shown
in Figure 15-14. Enter some key information in the search box in the upper left corner to search for assets. Click

in the upper right corner to display or hide the search box (by default, the search box is displayed). Click
in the upper right corner to group the assets (groups include: no group (default), asset type, manufacturer, warranty
expiry date, owner, and location (site)). After you select a group, the asset list displays the assets by the specified
category. The system can display assets by asset type (including all (default), rack, rack-mounted PDU, PDU, server,
temperature and humidity sensor, THD sensor, sensor, electricity meter, air conditioner, rack-mounted UPS, floor
UPS, door, recorder, switch, battery cabinet, and other devices). The system can also display assets by warranty
status (to be expired (1 month), to be expired (3 months), expired, no warranty information, custom, and all (default)).

Click I 1 add the number of columns displayed on the page. Currently, the default columns include ASSET
NAME, ASSET NUMBER, ASSET CATEGORY, MANUFACTURER, PURCHASE DATE, and WARRANTY EXPIRY
DATE. You can add START DATE, OWNER, and LOCATION (SITE) columns. When you click any column name, it is
displayed in the asset list.

Asset Management

ASSET NAME ASSET NUMBER ASSET CATEGORY MANUFACTURER PURCHASE D

WQWGAWGQQQQQQaQWeaw...  RACK VERTIV
WGEAWGQGAGA RACK VERTIV
WEWEHBWEHWEH RACK VERTIV
SASVAVSVASVAS RACK VERTIV
EGQEWGQWGQGQ RACK VERTIV

Figure 15-14 Asset list

Click ASSET NAME or : suffixed to each asset in the asset list, and click @ Asset Defails o view asset details, as
shown in Figure 15-15. You can view desired information by switching among General, Advanced configuration
information, and Maintenance.
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Asset Details

5 General m Advanced configuration information

B Maintenance

Asset Name RACK-013
Asset Number WawcawcaQaaaaaw
Bar Code Number =

Serial Number Sy

Width(mm) 600.00
Height(mm) 2000.00

Depth(mm) 1100.00

Weight(kg) 181.44

I acationi Sital ROl AN 183 104 125

Figure 15-15 Asset details

15.3.5 Editing an Asset

If the asset information changes, you can edit the asset information. Click Assets to enter the asset list page. Click

ASSET NAME or @ suffixed to each asset in the asset list, and click © =9 to enter the Edit Asset page, as shown
in Figure 15-16.

Asset Management

ASSET NAME ASSET NUMBER ASSET CATEGORY MANUFACTURER PURCHASE Dy

WQWGAWGQQAQQQAWGAW...  RACK VERTIV
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<« Edit Asset

Asset Information

AzsetName @ Asset Number @

RACK-013 WaWGQWGQQOAQ0AWGQWGAWGaW|
Bar Code Number Serial Number
Asset Category Asset Template

VERTIV-RACK-WEG00-42U

Width{mm) Height{mm)

Depth{mm) Weight(kg)

Attachments @

Advanced configuration information

Location(Site) Total Units

RDU_10.163.104.125 s

Rated Power(lk\W) @

Maintenance

Asset Price Manufacturer
Manufacturer HotLine Purchase Date
Start Date Warranty Expiry Date

Figure 15-16 Editing an Asset

After the asset information is edited, click : in the upper right corner to save the configuration.

15.3.6 Deleting an asset

To remove an asset, you can delete the asset. Click Assets to enter the asset list page. Click ASSET NAME or :
suffixed to each asset in the asset list, and click ¥ Del#l2 to enter the Delete Assets page. For devices automatically

discovered on the site (the assets are not manually recorded), the ¥ Delete pytton is unavailable, and you cannot
delete the asset, as shown in Figure 15-17.
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Asset Management

ASSET NAME

ASSET NUMBER ASSET CATEGORY MANUFACTURER PURCHASE DATE

WAWGAWGQQQQQQAW.. RACK VERTIV

Delete Assets

Selected assets will be deleted, do you want to continue?

Figure 15-17 Deleting an asset

Click DELETE to delete the asset.

15.3.7 Warranty Notification

To use the warranty notification function, choose Assets > Warranty Notification to enter the Warranty Notification

page. If the warranty notification function is disabled, enable it, as shown in Figure 15-18.

Warranty Notification

Configuration

Enabled Notification

Select Enable Notification. Select Recipient (the email address should be configured in advance), and click SAVE,

Figure 15-18 Warranty Notification

as shown in Figure 15-19. A precondition for normal warranty notification function is that the expiry date of asset
warranty notification has been configured.

The policy of warranty notification by email is as follows: The notification is sent to the specified recipient on the 1st

day of each month three months before the expiry date. If the notification fails to be sent by email, the system retries.

If the notification fails to be sent again, the system will not send any notification in the current month and tries on the
1st day of the next month.
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Warranty Notification

Configuration

Enabled Notification

Notification Type E-mail

(i ] Recipient
GUESTO001
Lai
GUESTO003
GUESTO002

admin

Figure 15-19 Enabling warranty notification
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16.1

16.1.1

16.1.2

16.2

16.2.1

16.2.2

Chapter 16 Automation Notification

Overview

Overview

The computer room monitoring system can notify users of generated alarms by email, SMS, and voice alert. The
system can also control devices in the site through the alarm automation function. This chapter describes how to set
three notification modes and control mode.

Functional Module

Notification Settings contains the following functional modules. For more about the functional modules, see section
16.3 "Specific Functions.”

® Action settings, including notification by email, SMS, voice and automation, and notification rules.
® Action set settings

® Automation rule settings

Quick Start

Quick Deployment Procedure

The automation is mainly set as follows:

[1] Configure the mail server connection, SMS modem, and voice notification testing.
[2] Set the actions.

[3] Set the action sets.

[4] Set the automation rules.

Example

Assume that the "Ambient Temperature Too High" alarm of the temperature sensor on the front door of Rack 1 needs
to be notified to the user by email, SMS, or voice alert, to control the related devices.

Setting the notification language

On Smart InfraSight, click E and then Notification Settings to enter the Notification Settings page. Set the
notification language. By default, it is set to the server language. Select the notification language, and click SAVE, as
shown in Figure 16-1.

¢ SmartInfrasight [

| Users And Permissions NIl o s BT gTeE

Users

Notification Language Setting

User Groups
Mail, SMS notification content language setting
Roles
Address Book Contacts
Chinese English

Figure 16-1 Notification Settings - Notification Language Setting
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Setting the mail server connection

On Smart InfraSight, click E and then Notification Settings to enter the Email Server Connection

Configuration page. Configure the mail server connection, as shown in Figure 16-2.

V¢ Smart InfraSight

0 e Email Server Connection Configuration
| Users And Permissions

Configure the email server connection

Users

User Groups Hosl Frort

Roles example.com 75

Address Book Contacts
Use Authentication

| System Management

User Password
) user@example.com sssses
Server Settings
License Management
Backup And Upgrade C) Use TLS

From Reply To

Figure 16-2 Notification Settings - Email Server Connection Configuration

Setting the SMS modem
Set the SMS modem, as shown in Figure 16-3.

SMS Modem Configuration

Configure sms modem connection information

Operating System Port
com1 =
Baud Data Bit Parity Bit
9600 E] 7 E] Even

Figure 16-3 Notification Settings - SMS Modem Configuration

Setting the voice alarm

Set the voice alarm, as shown in Figure 16-4.

Configure voice alarm

Configure the connection information of voice alarm

4

Stop Bi

Phone Number Alert text
. - +86 134 3041 1304 test voice
|

Figure 16-4 Voice alarm configuration

Setting the action

1. On Smart InfraSight, choose Alarms > Automation > Actions. The Actions page is displayed by default, as

shown in Figure 16-5.

Smart InfraSight User Manual



Chapter 16 Automation Notification 219

@ Smart Infrasight NS

| Alarms
Active Alarms
Alarm History
| Automation NAME 7 DESCRIPTION ACTION TYPE
Default Email Action Send Email
REIETEEES Default SMS Action Send SMS

Automation Rules

Figure 16-5 Actions page
2. Add an action.
On the Actions page, click © . The Create Action page is displayed, as shown in Figure 16-6 and Figure 16-7.

e ;
“ Smart InfraSight ¢ Create Action

| Alarms Action Configuration
Active Alarms
Name Action Type
Alarm History
Send Email
| Automation
Description

Actions
Action Sets

Automation Rules

@  Recipient

admin Wang Xiaosi. Shawn@vertivco.com

Figure 16-6 Create Action page

s A Action Delay (sec.) Retry @ Retry interval Uni
V¢ Smart InfraSight
2 ¢ 3 : 4 s !
| Alarms
Active Alarms Message @
AN + Alarm Name « Device Name « Alarm Severity
| Automation * Start Time « End Time « Alarm Location
Comment:

Actions

Action Sets

Automation Rules

Enable Clear Alarms Notification @

Enable alarm escalation @

Schedule Notifications itne time range of a certain day is set separately, the set day is subject to the individual settings. If not set separately, the tim

set per day shall prevail

Figure 16-7 Create Action page
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3. Set Name, Action Type (Send Email), Description, Recipient, Action Delay, Retry, Message, Enable Clear
Alarms Notification, Enable alarm escalation, and Range. Click SAVE.

4. Set Name, Action Type (Send SMS), Description, Recipient, Action Delay, Retry, Message, Enable Clear
Alarms Notification, Enable alarm escalation, and Range. Click SAVE.

5. Set Name, Action Type (Automation), Description, Enable Clear Alarms Notification, control list, and
operation delay. Click SAVE.

6. Set Name, Action Type (Voice Alarm), Description, Recipient, Action Delay, Retry, Message, Enable Clear
Alarms Notification, Enable alarm escalation, and Range. Click SAVE.

Setting the action set

1. On Smart InfraSight, choose Alarms > Automation > Action Sets. The Action Sets page is displayed by default,
as shown in Figure 16-8.

"‘ Smart InfraSight =3

() | Alarms Action Sets
= Active Alarms
Alarm History
. | Automation
Actions
NAME +* DESCRIPTION DATE/TIME CREATED
Automation Rules Default Alarm Notification Action Set 2021-04-12 15:52:4°

Figure 16-8 Action sets page
2. Add an action set.

On the Action Sets page, click © . The New Action Set page is displayed, as shown in Figure 16-9.

a Smart InfraSight =

0 | Alarms & New Action Set
.- Active Alarms
= etory Action Set Configuration
. | Automation Name Execution Strategy
e P [ Sequential
] 5

Action Sets
Description

Automation Rules

Continue if an action fails

Action Set Actions

Please add actions to the action set and then configure actions execution order.

Mo Actions To Displa:

Figure 16-9 Creating an action set

3. Set Name, Execution Strategy, Description, and Continue if an action fails. Select the action from the
notification action list dialog box, and click SAVE.

Setting the automation rule

1. On Smart InfraSight, choose Alarms > Automation > Automation Rules. The Automation Rules page is
displayed by default, as shown in Figure 16-10.
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@ Smart Infrasight

[

| Alarms

Active Alarms

Alarm History

| Automation

Actions

Action Sets

2. Add an automation rule.

Automation Rules

NAME T

Default Alarm Notification Rule

ACTION SET DATE/TIME CREATED

Default Alarm Motification Action Set 2021-04-12 15:52:5

Figure 16-10 Automation Rules page

On the Automation Rules page, click © . The New Rule page is displayed, as shown in Figure 16-11 and

Figure 16-12.

&9 Smart Infrasight

| Alarms

Active Alarms

Alarm History

| Automation

Actions
Action Sets

Automation Rules

¢ Smart InfraSight

0

| Alarms
Active Alarms
Alarm History
| Automation
e
Action Sets

Automation Rules

¢« New Rule

Name

Description

© Any Alarm @

Warning ()

Custom Alarm

Figure 16-11 New rule page

MName

Description

Any Alarm @

© Custom Alarm

Select Location

& RDU_10.169.42.185

Device name
ACC_ES5200DoorMgmt_1
ENV_DI

ENV_4DI

POU_SPM_1

Figure 16-12 New rule page

Action Set To Execute

- Select -

Information Cn

Action Set To Execute

- Select -

Select Alarms Trigger

CANCEL ALL

Alarms

Access Infrared Warning

Communication Failure Alarm

Eerom Abnormal

Overtime Is Mot Closed Alarm
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16.3

16.3.1

3. Select or enter Name. Set Action Set To Execute and Description. Select the temperature sensor on the front
door of Rack 1 and the "Ambient Temperature Too High" alarm. Click SAVE.

Operation

After the preceding configuration is completed, the system can send the generated "Ambient Temperature Too
High" alarm of the temperature sensor on the front door of Rack 1 to the specified email address or mobile
number by email, SMS, or voice alert. If the automation control function is configured, the system can also control the
device.

Specific Functions

Setting Notification by Email or SMS

On Smart InfraSight, click E and then
shown in Figure 16-13.

. The Notification Settings page is displayed, as

¢ SmartInfrasight B

| Users And Permissions Notification Settings

Users

G Notification Language Setting

Mail, SMS notification content langua:

Chinese English

| System Management

Moti

v Slnas Email Server Connection Configuration

s Management Configure the email server connection

Backup And Upgrade Host Port

Use Authentication

Use TLS

Figure 16-13  Notification Settings page
Notification Settings page

On the Notification Settings page, click # in the upper right corner of the Notification Language Setting pane.
The Notification Settings page enters the editable state. Set the language. The email, SMS, or voice alert is sent in
the corresponding language. By default, the language is set to English.

Setting Notification by Email

1. On the Notification Settings page, click # in the Email Server Connection Configuration pane. The
Notification Settings page enters the editable state.

2. Set the host, port (1-65535), user name and password used to log in to the mail server, sender's email address,
and reply-to email address (optional. If it is not specified, the reply is set to the sender's email address). Select
whether to use TLS.

3. Click SEND TEST EMAIL to send the test email. Check whether the email is successfully sent from the sender's
email address to the reply-to email address.
4. Click SAVE to save the configuration.

5. Note: The sender's email address and the reply-to email address must actually exist on the mail server. After
receiving the event notification, the alarm recipient fills in the email content and handles the alarm, so as to achieve a
simple alarm handling process. If the recipient of the reply-to email does not respond to the email, it is possible not to
set the reply-to email.
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Setting Notification by SMS

1. On the Notification Settings page, click the edit icon in the SMS Modem Configuration pane. The Notification
Settings page enters the editable state.

2. Set the operating system, port, baud rate, word size, parity, and stop bit (default values are not provided).

3. Click Send Test SMS. In the Send Test SMS dialog box, select the country code and mobile number of the
recipient, as shown in Figure 16-14. Click TEST. Check whether the SMS is successfully sent.

Send Test SMS

Phone Mumber

il - +86 134 3041 1304

Figure 16-14 Send Test SMS dialog box

1. Click SAVE to save the configuration.

2. Note: The system supports the following modem model/carrier system: eTEK TD-8411.

A Note

If the SMS messages are sent frequently, they may be intercepted by carriers. The intercepted SMS messages will
not be sent to the target mobile number. If the sender's mobile number is intercepted by the carrier, call the service
hotline of the carrier to release the interception. It is recommended to configure the notification by SMS only for
important events.

16.3.2 Action Settings

On Smart InfraSight, choose Alarms > Automation > Actions. The Actions page is displayed, as shown in
Figure 16-15.

¢ Smart infrasight [EENCEUE

0 | Alarms

M Active Alarms
[ ]

Alarm History

|
. | Automation NAME +  DESCRIFTION ACTION TYPE

ns Default Email Action Send Email

ion Sets
AR SR Default SMS Action Send SM3

@ Automation Rules

N
&

Figure 16-15 Create Action page
Adding an action

1. On the Actions page, click © . The Create Action page is displayed, as shown in Figure 16-16.
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¢« Create Action

Action Configuration

MName Action Type

Send Emall

Description

©®  Recipient

admin Wang_Xiaosi_ Shawn@vertivco.com

Action Delay (sec.) Retry @ Retry interval Unit:

5 3 3 3 4 + hour

Message @

» Alarm Name » Device Name » Alarm Severity

« Start Time « End Time « Alarm Location

Comment:

Enable Clear Alarms Motification @

Enable alarm escalation @

Schedule Notifications i e time range of a certain day is set separately, the set day is subjedt to the individual settings. If not set separately, the time peri

Show All Range 1 Range 2 Range 3

Figure 16-16 Create Action page

2. Set Name, Action Type, Description, Recipient, Action Delay, Retry, Message, Enable Clear Alarms
Notification, Enable alarm escalation, and Range. Click SAVE.

Editing an action

1. On the Actions page, click * in the row of the action to be edited. In the pop-up shortcut menu, select ¢ EDIT to
switch to the Edit Action page, as shown in Figure 16-17.
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« Edit Action

Action Configuration

Name Action Type

Default Email Action

Description
©®  Recipient
admin Wang_.Xiaosi.Shawn@vertivco.com

Figure 16-17 Edit Action page

Edit Name, Description, Recipient, Action Delay, Retry, Message, Enable Clear Alarms Notification, Enable
alarm escalation, and Range. Click SAVE.

Configuring alarm escalation

1. On the Actions page, click 0 . The Create Action page is displayed, as shown in Figure 16-18.

Action Delay (sec.) Retry @ Retry interval Unit:
0 = 3 3 4 = hour
Message @
o Alarm Name « Device Name « Alarm Severity
s Start Time « End Time « Alarm Location
Comment:

Enable Clear Alarms Motification @

Enable alarm escalation @

Schedule Notifications i

Show All Range 1 Range 2 Range 3

Figure 16-18 Create an action

2. Select Enable alarm escalation, and select Recipient, as shown in Figure 16-19.
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Enable alarm escalation @

©®  Recipient

admin Wang Xiaosi.Shawn@vertivco.com

Figure 16-19 Configuring alarm escalation

Deleting a single action

1. On the Actions page, click * in the row of the action to be deleted. In the pop-up shortcut menu, select Delete.
The page as shown in Figure 16-20 is displayed.

Delete Confirmation

Are you sure you wish to delete this Action "Default SMS Act

Figure 16-20 Delete Confirmation dialog box
2. Click DELETE. The selected action is deleted.

Searching for an action

1. On the Actions page, enter the keyword in the search box ‘

description.

to search for the action name and

Copying a single action

1. On the Actions page, click * in the row of the action to be copied. In the pop-up shortcut menu, select Copy.
Batch copying rules

1. On the Actions page, select multiple actions to be copied and click Copy.

Batch deleting the rules

1. On the Actions page, select multiple actions to be deleted and click Delete.

16.3.3 Action Set Settings

On Smart InfraSight, choose Alarms > Automation > Action Sets. The Action Sets page is displayed, as shown in
Figure 16-21.
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Action Sets

NAME + DESCRIPTION DATE/TIME CREATED

Defaul Alarm Notification Action Set 2021-04-12 15:52:47

Figure 16-21 Action Sets page

Creating an action set
1. On the Action Sets page, click © . The New Action Set page is displayed, as shown in Figure 16-22.

& New Action Set

Action Set Configuration

Name Execution Strategy

Sequential

Description

Continue if an action fails

Action Set Actions

Figure 16-22 Add page

2. Select or set Name, Execution Strategy, Description, and Continue if an action fails. Select the action from the
action list dialog box, and click SAVE.

Editing an action set

1. On the Action Sets page, click in the row of the action set to be edited. In the pop-up shortcut menu, select
# EDIT to switch to the Update Action Set page, as shown in Figure 16-23.
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< Update Action Set

Action Set Configuration

Name Execution Strategy
Default Alarm Motification Action Set Sequential
Description

) Continue if an action fails

Action Set Actions

Please add actions to the action set and then confi

i. Default Email Action

Figure 16-23 Edit page

2. Edit Name, Execution Strategy, Description, and Continue if an action fails. Select the action from the action
set list dialog box, and click SAVE.

Deleting a single action set

1. On the Action Sets page, click *in the row of the action set to be deleted. In the pop-up shortcut menu, select
Delete. The page as shown in Figure 16-24 is displayed.

Delete Confirmation

This Action Set is used by one or maore Automation Rules. Dh
to delete the Action Set and remove it from the Automation R

©These alarms will no lenger receive notifications

IC DEVICE NAME ALARM NAME

1 PDU_SPM_1 Communication Failu
2 EMV_TH1 High Hum 11 Alarm
3 ENY_TH1 High Temp 11 Alarm
< ENY_TH1 High Hum 01 Alarm

£ ALIRD WNENALD A et i ki Cmilis

Figure 16-24 Delete Confirmation dialog box

2. Click . The selected action set is deleted.

Searching for an action set

On the Action Sets page, enter the keyword in the search box to search for the action set
name and description.
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Copying a single action set

On the Action Sets page, click " in the row of the action set to be copied. In the pop-up shortcut menu, select
Copy.

Batch copying rules

On the Action Sets page, select multiple action sets to be copied and click Copy.

16.3.4 Automation Rules Settings

On Smart InfraSight, choose Alarms > Automation > Automation Rules. The Automation Rules page is displayed,
as shown in Figure 16-25.

¢ Smartinfrasight B

0 | Alarms Automation Rules

Active Alarms

Alarm History

. | Automation

NAME 1 AGTION SET DATE/TIME CREATED

Default Alarm Notification Rule Default Alarm Notification Action Set 2021-04-12 15.52:53

Figure 16-25 Automation rules settings
Adding an automation rule

1. On the Automation Rules page, click © . The New Rule page is displayed, as shown in Figure 16-26.

< New Rule
MName Action Set To Execute
- Select -
Description
) Any Alarm @
Critical | Warning () Information ()

Custom Alarm
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Custom Alarm

Select Location Select Alarms Trigger
Ll

@ RDU_10 169 42 185 5 CAMNCEL ALL

Device name Alarms

ACC_ES5200Do0orMgmt_1 Access Infrared Warning

ENV_DI Communication Failure Alarm
ENV_4DI Eerom Abnormal
PDU_SPM_1 Owvertime |s Mot Closed Alarm
EMNV_TH1

Power Abnormal
AMM_YD2015_1 RO
Figure 16-26 New rule page
2. Set Name, Action Set To Execute and Description. Select the device and alarm. Click SAVE.
Editing an automation rule
1. On the Automation Rules page, click in the row of the automation rule to be edited. In the pop-up shortcut
menu, select ¢ EDIT to switch to the Edit Rule page, as shown in Figure 16-27.

¢« Edit Rule
MName Action Set To Execute
Default Alarm Motification Action Set
Description
Any Alarm @

Custom Alarm

Select Location Select Alarms Trigger
~

° RDU_10.169.42.185 CANCEL ALL

Device name Alaiinie

ACC_ES5200DoorMgmt_1 Access Infrared Warning

ENV_DI Communication Failure Alarm

ENV_4DI Eerom Abnormal

Figure 16-27 Editing an automation rule

2. Edit Name, Action Set To Execute and Description. Select the device and alarm. Click SAVE.
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Deleting a single automation rule

1. On the Automation Rules page, click * in the row of the automation rule to be deleted. In the pop-up shortcut
menu, select Delete. The page as shown in Figure 16-28 is displayed.

Delete Confirmation

Are you sure you wish to delete the Automation Rule(s) ?

Figure 16-28 Delete Confirmation dialog box
2. Click DELETE. The selected the automation rule is deleted.

Searching for an automation rule

On the Automation Rules page, enter the keyword in the search box to search for the
automation rule name and description.
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Chapter 17 System Management
17.1 Overview
17.1.1 Overview

The system settings mainly cover the following functions: management of users and permissions, notifications,
security settings and the management of policies such as license, backup, and upgrade policies. Through the
relevant settings, the system administrator can uniformly allocate the existing users, user groups, roles, contacts,
security and notification settings, license, backup and upgrade policies in the system in an overall manner. Due to
some functional requirement designs, only the system administrator has the permissions to manage user, user group,
and role upgrade settings. Other users are not allowed to access these settings.

17.1.2 Functional Module

17.2

17.2.1

17.2.2

® User

® User group

® Role

® Notification settings
® System settings

® Contact

® |icense management
® Backup and upgrade

The license management and backup and upgrade functions are detailed in Chapter 18 and Chapter 19. The time
settings in system settings are detailed in Chapter 20 "Time Settings." The notification settings have been described
in Chapter 16 "Automation Notification", which will not be further described in this chapter. For more information about
other functions, see section 17.3 "Specific Functions."

Quick Start

Quick Deployment Procedure

You can quickly manage a user as follows:

[1] Click Users to create and edit user information.

[2] Click User Groups to create and edit user group information.

[3] Click Roles to create and edit role information.

You can quickly carry out system settings as follows:

[1] Click the Security Settings tab to configure the session timeout time.
[2] Click the Time Settings tab to verify the server time.

[3] Click the Network Settings tab to set the NIC information.

Example

Add a custom role and assign this role to a user through the user group.

Choose Users And Permissions > Roles. Click @ in the upper right corner. On the displayed page, set Name
(mandatory, no more than 64 characters), Description (optional, no more than 128 characters), and Permissions

Smart InfraSight User Manual



Chapter 17 System Management

233

(mandatory. By default, Address Book Contacts, Active Alarms, History Alarms, and monitoring page

permissions are selected) to add a role.
< Add Role

Role Information

Please provide a valid Role Name, Descriptio
Name

Role1

Permissions

@ This field is 1

Configuration Tool

Administration

Alarms

Description

Demo

() Discovery
() Configuration

() Notification Settings
Address Book Contacts

() Backup

() License Management

Aclive Alarms

History Alarms

() Actions
() Action Sets
(X Automation Rules

Figure 17-1 Adding a role

Click SAVE. The added role is displayed on the role list.

Roles

HAME

Showing 4 of 4 entries

Choose Users And Permissions > User Groups. Click © inthe upper right corner. On the displayed page, set
Name (mandatory, no more than 64 characters), Description (optional, no more than 128 characters), new role

¥ DESCRIPTION DATE/TIME CREATED
Configuration Management Role 2021-04-01 01:06:36
Common User Role 2021-04-01 01:06:36
Demo 2021-04-08 02:02:12

Administrator Role 2021-04-01 01:05:38

Figure 17-2 Role list

(mandatory. You can select multiple roles. By default, the system administrator role cannot be selected), and User

(optional) to add a user group.
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< Add User Group

User Group Details

Name
Roles
Group1
© This fie
Description: Common User
Demo Configuration Management
Role1
User
admin
user1
Figure 17-3 Adding a user group
Click SAVE. The following figure shows the user group list.
User Groups
HAME + DESCRIPTION DATE/TIME CREATED
Configuration Management Group 2021-04-01 01:06:36
Demo 2021-04-08 02:03:27
Common User Group 2021-04-01 01:06:36
System Admin User Group 2021-04-01 01:05:38
Showing 4 of 4 entries
Figure 17-4  User group list
When you click , the Users page is displayed by default. Click © inthe upper right corner. On the displayed
Add User page, set the user name (mandatory) and email (mandatory), and select the new user group (optional) to

add a user.
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< Add User
User Information
Username First Name Last Name
usert
User E-mails [+ Phone Numbers
© An e-mai
E-MAIL T+ PHONE TYPE T+ SMS NOTIFICATION PH
123@qq.com P | No data to display
User Groups
@ This field is required
Figure 17-5 Adding a user
Click SAVE. The following figure shows the user list.
Users
USERNAME ] FIRST NAME LAST NAME DATE/TIME CREATED
admin admin 2021-04-01 01:05:38

Figure 17-6  User list

2021-04-08 02:04:55

Log in to the system using the new user name (user1) and initial password (Password123).
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O¢ VERTIV. Trellis™

USERNAME:

usert

PASSWORD:

Forgot Your Password?

Figure 17-7 Login

After login, change the password.

o@ VERTIV. Trellis™

Password Criteria

Change your password

© 10-128 alphanumeric characters

NEW PASSWORD (7] © Atleast 1 uppercase letter
© Atleast 1 lowercase letter
© Atleast 1 number

CCONFIRM PASSWORD

Figure 17-8 Changing the password

After changing the password, log in to the system again.
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O VERTIV. Trellis™

Login with new credentials

USERNAME-

usert

PASSWORD:

Forgot Your Password?

Figure 17-9 Re-login
After you successfully log in to the system, you have the permissions of the corresponding role.

¢ Smart InfraSight

| Monitoring t 3D

,‘\ Center
* ~ [l Default Area

7 RDU_10.16;

o3 7 RDU_10.16;

Figure 17-10 Permissions of the corresponding role

17.3 Specific Functions

Only the admin has the permissions to configure the users, roles, user groups, and system settings on the system
settings page.

17.3.1 User List

Click The Users page is displayed by default, showing the user list in the current system. Only the admin is the
default administrator, and other users are common users. The list shows the user name, first name, and last name.
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¢ Smart InfraSight

| Users And Permissions Users
Users
User Groups
Roles

Address Book Contacts

| System Management USERNAME +  FIRSTNAME LAST NAME DATE/TIME

Notification Settings admin admin 2021-04-0
Server Settings
License Management

Backup And Upgrade

Showing 1 of 1 entries

Figure 17-11  User list

17.3.2 Adding a User

When you click Fi.., the Users page is displayed by default. Click © inthe upper right corner. On the displayed
Add User page, set Username (mandatory), First Name (optional, no character limits), Last Name (optional, no
character limits), User E-mails (mandatory), Phone Numbers (optional), and User Groups (optional) to add a user.

The Username must not be duplicated. If Username is composed of English letters only, the length should be 1-64
letters. It cannot be composed of both English letters and Chinese characters. If Username is composed of Chinese
characters only, the length should be 1-64 characters.

The email format needs to meet the following requirements: The email is in the standard email format. The email
prefix should contain digits, letters, full stops in English, underscores, and hyphens. The email suffix should contain at
least two words, and 2—4 letters of top-level domain name. By default, the prefix or suffix cannot be ended with ' ', -,
or'.". The default password is Password123.

R Note

Username cannot be changed once it is saved. If Username is not configured, the system prompts that it is
mandatory and the SAVE button is unavailable. If User E-mails is not configured, the SAVE button is unavailable. If
User Groups is not configured, the SAVE button is unavailable.
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< Add User

User Information

the user information

Please provide a valid Username, an E-mail, a Phone Number and Groups
Username First Name Last Name
User E-mails [+ Phone Numbers
@ An e-mail is required
E-MAIL + PHONE TYPE 4 SMSNOTIFICATION PH

No data to display No data to display

User Groups
@ This field is required
Figure 17-12 Adding a user

Select the phone number.
In the Phone Numbers pane, click © inthe upper right corner to enter the Add User Phone Number page.

Add User Phone Number

Phone Type

lMobile : i SMS Not

Phone Number

= -+

Figure 17-13 Add User Phone Number page

Select Phone Type. The options include Mobile, Work, Home, Other, and Custom.
Note: When you click Custom, an input box is displayed, where you can enter the custom phone type.
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Add User Phone Number

Phone Type

| custom s | ) SMS Not

Custom Phone Type

Phone Number

=

Figure 17-14 Adding a custom phone type

Click the national flag icon prefixed to the phone number input box to select the country code. The country code (such
as +86 for China) is prefixed to the phone number by default. Enter the phone number, select whether to enable SMS
Notification, and click ADD.

Add User Phone Number

Fhone Type

Mobile * i SM3 Noti

Phone Number

B -  +85 132 4567 8901

Figure 17-15 Adding a custom phone number

Select the user group to which the user is allocated. Specifically, switch on the button of the corresponding user
group on the right side.

User Groups
@ This fielc ired

Common User Group
Configuration Management Group

Group1

Figure 17-16 Selecting a user group

After the configuration is saved, click ADD in the lower right corner of the Add User Phone Number page. The
information about the new user is saved.

17.3.3 Editing a User

Click "%, The Users page is displayed by default. Click : on the right side of the user list and select # Edit
The page for updating the user is displayed. Edit the user information. The columns that can be edited are the same
as those on the page for adding a user. Then, click SAVE. The user information is updated.
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(20 B 5 }
= Q@ O amn-
Users 2
Y m [+]
admin admin 2021-04-0101:05:38
2021-04-08 02:13:22
¥ Delete
Showing 2 of 2 entries
Figure 17-17 Editing a user
17.3.4 Deleting a User
Click . The Users page is displayed by default. Click i on the right side of the user list and select
B Delete
(20 I 5 ]
= Q O amn-
Users 2
Y m [+]
admin admin 2021-04-01 01:05:38
2021-04-08 02:13:22
7/ Edit

Showing 2 of 2 entries

Figure 17-18 Deleting a user

A Note

The admin can delete other users only, instead of the admin user.

17.3.5 User Group List

Click 9. The system displays three default user groups. The default user groups cannot be
deleted. The system administrator user group is not editable.
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¢ Smart Infrasight [

| Users And Permissions User Groups

Users

Roles
Address Book Contacts
NAME 4 DESCRIPTION DATE/TIME CREATED
| System Management Configuration Management Group 2021-04-01 01:06:36
Notification Seftings Common User Group 202104-01 01-06:36
S FEh e i System Admin User Group 2024-04-01 010538

License Management

Backup And Upgrade

Showing 3 of 3 entries

Figure 17-19 User group list

17.3.6 Adding a User Group

Choose Users And Permissions > User Groups. Click © inthe upper right corner. On the displayed page, set
Name (mandatory, no more than 64 characters), Description (optional, no more than 128 characters), Roles
(mandatory. You can select multiple roles. By default, the system administrator role cannot be selected), and User

(optional) to add a user group.
< Add User Group

User Group Details

alid Group Name, Description, Roles and Users in order to save the group information

Name
Roles
o
Description Trellis Administrator
Common User
Configuration Management
User
admin
Figure 17-20 Adding a user group
0 Note

1. The user group name cannot be duplicated.

2. In English language environment, special characters such as vertical line, single and double quotation marks, and
slash are not allowed.

3. In China language environment, special characters such as vertical line, space, and slash are not allowed.
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17.3.7 Editing a User Group
On the user group list page, click

group is updated.

User Groups

NAME

Showing 4 of 4 entries

17.3.8 Deleting a User Group

On the user group list page, click
Delete.

User Groups

NAME

Showing 4 of 4 entries

i on the right side of a user group row to pop up the drop-down menu, and select
Edit. Edit the user group information, where the user group name and role are mandatory. Click SAVE. The user

4 DESCRIPTION

Configuration Management Group

Common User Group

System Admin User Group

Figure 17-21 Editing a user group

DATE/TIME CREATED

2021-04-01 01:06:36

2021-04-08 02:22:15

2021-04-01 01:06:36

2021-04-01 01:05:38

20]

09 o) admin ~
A

h ¢ m [+]

# Delete

i on the right side of a user group row to pop up the drop-down menu, and select

+  DESCRIPTION

Configuration Management Group

Common User Group

System Admin User Group

Figure 17-22  Deleting a user group

DATE/TIME GREATED

2021-04-01 01:06:36

2021-04-08 02:22:15

2021-04-01 01:06:36

2021-04-01 01:05:38

(20

03 2)  admin ~

7/ Edit

A Note

Three default user groups of the system cannot be deleted. You can delete other custom user groups.
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17.3.9 Role List

Choose Users And Permissions 2 Roles. The system displays three default user groups. For default roles, you

cannot delete or modify the role information.

¥ Smart Infrasight
e 9

2]

| Users And Permissions Roles

Users

Address Book Contacts
NAME

| System Management

Notification Seftings
Server Settings
License Management

Backup And Upgrade

+  DESCRIPTION DATE/TIME CREATED

Configuration Management Role 2021-04-01 01:06:36
Common User Role 2021-04-01 01:06:36

Administrator Role 2021-04-01 01:05:38

Figure 17-23 Role list

17.3.10 Adding a Role

Choose Users And Permissions > Roles. Click @ in the upper right corner. On the displayed page, set Name
(mandatory, no more than 64 characters), Description (optional, no more than 128 characters), and Permissions
(mandatory. By default, Address Book Contacts, Active Alarms, History Alarms, and monitoring page

permissions are selected) to add a role.
< Add Role

Role Information

Please provide a valid Ro 1e, Description and Permissions

Name

Rolet

Permissions

@ This fie!

s required

Configuration Tool

Administration

Alarms

er to save th

Description

CD Discovery
@ Configuration

() Notification Settings
[ ) Address Book Contacts

() Backup

C) License Management

I ) Active Alarms

History Alarms

@ Actions
@ Action Sets

Figure 17-24 Add role
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A Note

1. The role name cannot be duplicated.

2. In English language status, the role name cannot contain special characters such as vertical line, single and
double quotation marks, and slash.

3. The permissions selected by default are not editable, which indicate the permissions that a user must have.

17.3.11 Editing a Role

On the role list page, click

role information, where the role name is mandatory. Click SAVE. The role is updated.

Roles

NAME.

Showing 4 of 4 entries

17.3.12 Deleting a Role

On the role list page, click

Roles

NAME

Showing 4 of 4 entries

* DESCRIPTION
Configuration Management Role
Common User Role
Demo

Administrator Role

Figure 17-25 Editing a role

DATE/TIME CREATED

2021-04-01 01:06:36

2021-04-01 01:06:36

2021-04-08 02:25:43

2021-04-01 01:05:38

on the right side of a role row to pop up the drop-down menu, and select Edit. Edit the

o 09 49 admin -
b4
¥ m [+
7/ Edit

® Delete

on the right side of a role row to pop up the drop-down menu, and select Delete.

+  DESCRIPTION
Configuration Management Role
Common User Role
Demo

Administrator Role

Figure 17-26 Deleting a role

DATE/TIME CREATED

2021-04-01 01:06:36

2021-04-01 01:06:36

2021-04-08 02:25:43

2021-04-01 01:05:38
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R Note

Three default roles of the system cannot be deleted. You can delete other custom roles.

17.3.13 System Management

System settings

Choose System Management - Server Settings. The system displays the Security Settings tab page by default.
There are also Time Settings and Network Settings tab pages under Server Settings, as shown in the following

figure.

¢ Smart InfraSight

0 | Users And Permissions Time Settings

Users
User Groups -
Changes will be applied after next login

Roles

Address Book Contacis Session timeout (minutes)

| System Management

Notification Settings

License Management

Backup And Upgrade

Session Timeout Configuration

Network Settings

Figure 17-27 Security Settings

Set Session Timeout Configuration. Click
the following figure.

Time Settings Network Settings

Session Timeout Configuration

ill be applied aft

1ext login

Session timeout (minutes)

a5 PO

in the upper right corner to enter the editable state, as shown in

Figure 17-28 Editable state

Set Session timeout (minutes), and click SAVE.
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Network settings

Choose System Management = Server Settings. Click the Network Settings tab, as shown in the following figure.

Security Settings Time Settings

NIC 1 NIC 2
IPV4 address 10.146.100.10 IPV4 address
Subnetmask | 255.255.254.0 Subnet mask
Physical address Physical address
Default gateway 10.146.100.1 Default gateway
PREFERRED DNS SERVER ALTERNATE DNS SERVER
DNSserver  10.146.3.51 DNS server

Figure 17-29 Network Settings

Set IPV4 address, Subnet mask, DNS Server, and Default gateway of NIC 1 and NIC 2. (IPV4 address, Subnet
mask, and Default gateway are mandatory, and DNS Server is optional.)

The system automatically obtains the physical address of the server, which is not configurable and is optional. The IP
address format must be correct. Otherwise, it cannot be saved.

Security Settings Time Settings

NIC 1 NIC 2
IPv4 address  10.146.100.10 IPv4 address  10.123.234.123
Subnetmask =~ 2552552540 Subnetmask = 255.255.255.0
Physical address Physical address
Default gateway 10.146.100.1 Default gateway 10123 234 1|
PREFERRED DNS SERVER ALTERNATE DNS SERVER
DNsserver  10.146.3 51 DNS server

Figure 17-30 Setting the NICs

The preceding parameters must be entered in the correct formats. Otherwise, the system does not allow you to save
the configuration. Click SAVE.
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Chapter 18 License Management

18.1

18.1.1

18.1.2

18.2

18.2.1

18.2.2

Chapter 18 License Management

Overview

Overview

License Management mainly provides two functions: displaying the number of RDUs, door access devices, cameras,
and monitored devices as well as their usage, and implementing system license upgrade to expand the upper limits
of RDUs, door access devices, and cameras. License management provides Smart InfraSight with licenses that
restrict the number of RDUs, door access devices, cameras, and monitored devices accessing to the system.
Specifically, there are three types of licenses:

1. Basic: The default number of RDUs that can access the system is 32. The number of RDUs that can access the
system extends to 96 after license upgrade. The number of devices that can be monitored by the system is 500. The
default number of access controllers that can access the system is 32. The number of access controllers that can
access the system extends to 500 after license upgrade. The default number of IP video devices that can access the
system is 32. The number of IP video devices that can access the system extends to 500 after license upgrade.

2. Essential: The default number of RDUs that can access the system is 128. The number of RDUs that can access
the system extends to 384 after license upgrade. The number of devices that can be monitored by the system is 800.
The default number of access controllers that can access the system is 64. The number of access controllers that can
access the system extends to 800 after license upgrade. The default number of IP video devices that can access the
system is 64. The number of IP video devices that can access the system extends to 800 after license upgrade.

3. Premium: The default number of RDUs that can access the system is 256. The number of RDUs that can access
the system extends to 768 after license upgrade. The number of devices that can be monitored by the system is 1500.
The default number of access controllers that can access the system is 256. The number of access controllers that
can access the system extends to 1500 after license upgrade. The default number of IP video devices that can
access the system is 256. The number of IP video devices that can access the system extends to 1500 after license
upgrade.

Functional Module

License Management contains the following functional modules. For more about the functional modules, see section
18.3 "Specific Functions.”

® License Overview

® License Upgrade

Quick Start

Quick Deployment Procedure

You can quickly manage a license as follows:
[1] Click the License Overview tab to view the device usage.

[2] If the license file is available, select the license file and upload it to implement the upgrade.

Example

License Overview
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@ Smart InfraSight
()

| Users And Permissions Ive License Upgrade

Users

_ Devices Number RDU Number
User Groups

Roles

Address Book Contacts
Used

| System Management

Notification Settings 1.6 % 3.1 %

Available
Server Settings

Backup il Uporace € Maximum Number

Door Access Number Camera Number

Used

12.5 % 0%
Figure 18-1 License Management - License Overview
License Upgrade

Upload the license file obtained from Vertiv technical support personnel.
@ Smart InfraSight

0 | Users And Permissions License Overview

Users
System Information

User Groups

Roles
Address Book Contacts Smart InfraSight Version 3.0.0
| System Management BroduckMode] Basic
Signature Code 3NP38-97UC-13HS-1QP4

Nofification Seftings

Server Settings

Backup And Upgrade

Upgrade @

Choose the file to upgrade

Figure 18-2 License Management - License Upgrade

18.3 Specific Functions

18.3.1 License Overview

The License Overview tab page displays the number of RDUs, door access devices, cameras, and monitored
devices as well as their usage. For each type of devices, the system displays the number of used devices, number of
available devices, and maximum number of devices. The percentage in the figure indicates the number of used
devices/maximum number of devices.
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License Upgrade

Devices Number RDU Number

Used

1.6 % 3.1%

Available

£ Maximum Number

Door Access Number Camera Number

Used

12.5% 0%

Figure 18-3 License Overview

18.3.2 License Upgrade

The License Upgrade tab page allows you to expand the number of RDUs, door access devices, and cameras. This
tab page contains two panes. The upper pane displays Smart InfraSight Version (software version), Product Model,
and Signature Code (in a one-to-one relationship with the product). The lower pane is the license upgrade area.

After uploading the license file, click S22 If there is no content in the input box, the UPGRADE button is
unavailable.

(R Note

1. The license file is generated based on the signature code. To obtain the license file, provide the signature code to
Vertiv technical support personnel.

License Overview

System Information

Smart InfraSight Version 3.00
Product Model Basic
Signature Code 3NP38-97UC-13HS-1QP4

Upgrade @

Choose the file to upgrade

Figure 18-4 License Upgrade
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Successful upgrade

If the license file is verified to be correct, the upgrade is successful. The system displays a prompt box in the lower
right corner, indicating "License upgrade successfully”.

License Overview

System Information

Smart InfraSight Version 300
Product Model Basic
Signature Code 30Z2P-9RBO-13HS-MCZI

Upgrade @

smart-insight-extension.lic

Figure 18-5 Successful upgrade

After the upgrade is successful, the maximum number is changed.

License Upgrade

Devices Number RDU Number

Used

1.6 % 2.3%

Available

£ Maximum Number

Door Access Number Camera Number

Used

~ — nrs ~ nrs

Figure 18-6 Expanding the maximum number
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Failed upgrade

If the license file is verified to be invalid, the upgrade fails. The system displays a prompt box in the lower right corner,
indicating "Decrypt the authorization file failed". In such a case, contact Vertiv technical support personnel in a timely
manner.

License Overview

System Information

Smart InfraSight Version 300
Product Model Basic
Signature Code [3NP38-97UC-13HS-1QP4

Upgrade @

smart-insight-extension lic

Figure 18-7 Failed upgrade
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Chapter 19 Backup and Upgrade

19.1 Overview

19.1.1 Overview

Backup And Upgrade mainly provides three functions: backup, restoration, and system upgrade. Backup And
Upgrade provides basic assurance for the system data. In addition, it provides interfaces for system upgrade to
facilitate subsequent operations of adding new functions and troubleshooting issues.

Backup And Upgrade supports both remote and local backup and restoration. The operation target of remote
backup and restoration is on the remote end. That is, back up a file on the remote host, and restore the database
using the backup file through the remote host. The operation target of local backup and restoration is the server
where Smart InfraSight is installed. That is, back up a file on the server where Smart InfraSight is installed, and
restore the database using the backup file through Smart InfraSight server.

The backup mode is full backup. The system backs up all data in the database each time. The restoration mode is full
overwrite and restoration. The system writes the content of the restoration file into the database and clears the raw
data from the database. Restoration has certain risks. Back up the raw data before restoration to prevent exceptions
in the restoration process.

System Upgrade is an interface for implementing system upgrade. You can upload the upgrade package to upgrade
the system.

19.1.2 Functional Module

The Backup And Upgrade module contains the following functional modules. For more information about the
functional modules, see section 19.3 "Specific Functions.”

® Backup And Restore

® System Upgrade

19.2 Quick Start

19.2.1 Quick Deployment Procedure

You can quickly implement backup and upgrade as follows:
[1] Click Backup And Upgrade.

[2] Click the Backup And Restore tab.

[3] Click the System Upgrade tab.

19.2.2 Example

Backup And Restore
Path: System Management > Backup And Upgrade > Backup And Restore
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¢ Smart InfraSight

0 | Users And Permissions Backup And Restore System Upgrade

Users

Backup Configuration @

User Groups
Roles Backup File Store Target  © Server Other Host
Address Book Contacts

I System Management The Backup File Store Path

D:\AppData\Local\SI-Backupt
Notification Settings

Server Settings

License Management
Backup Record And Database Restore

Figure 19-1 Backup And Restore page

System Upgrade
Path: System Management > Backup And Upgrade - System Upgrade

¢ Smart InfraSight

0 | Users And Permissions Backup And Restore

Users

Import Upgrade File @

User Groups

Roles Choose the file to upgrade

Address Book Contacts

| System Management

System Upgrade Record
Notification Settings
Server Settings

License Management
INDEX EXECUTED BY UPGRADE RESULT VERSION BEFORE UPGRADE

Figure 19-2 System Upgrade page

19.3 Specific Functions

19.3.1 Backup And Restore

On the system backup page, choose System Management > Backup And Upgrade.

VERSION AFTER UPGRADE
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Smart InfraSight

| Users And Permissions 3 \nd Res System Upgrade

Users

Backup Configuration @

User Groups

Roles Backup File Store Target ) Server Other Host
Address Book Contacts

I System Management The Backup File Store Path

D:-\AppData‘Local\SI-Backup!
Notification Settings

Server Settings

License Management

Backup Record And Database Restore

Figure 19-3 Backup And Upgrade page

Backup
Path: System Management > Backup And Upgrade > Backup And Restore
Select the backup type.

System Upgr

Backup Configuration @

Backup File Store Target @ Server Othu
Figure 19-4 Backup And Restore page

The backup has two types:

Type 1: The file is backed up on the server where Smart InfraSight is installed. Backup File Store Target is set to
Server.

Type 2: The file is backed up on a remote server in a shared folder mode. Backup File Store Target is set to Other
Host.

(1) Backup type 1: local backup

System Upgrade

Backup Configuration @

Backup File Store Target Server Other Host

The Backup File Store Path
D:\AppData\Local\SI-Backup\
Figure 19-6 Local backup

Step 1: Enter the backup path. The default path is automatically configured in the system. To use the default path,
click USE DEFAULT PATH.

Step 2: Click BACKUP.

The local backup is completed.
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It's Backuping:
Please don't execute other operations in the page
otherwise it may let the backup data become Unrel

Figure 19-6 Backup prompt

A Note

During the backup operation, do not perform other configuration operations. Otherwise, the validity and reliability of
the data will be affected. In addition, keep the system in the started state.

Result 1: The page saves the backup record.

Backup Record And Database Restore

INDEX BACKUF TIME BACKUF RESULT BACKUF FILE STORED TARGET BACKUFP FILE STORED PATH BACKUP FILE NAME EXECL

1 2021-04-16 .. ] Smart InfraSight Server D\AppData\Local\S|-Back. mip 3.0.0 20210... admin
Figure 19-7 Backup record

Result 2: The file is backed up. You can log in to the Smart InfraSight server and enter the configured file path to view
the backup file. The successfully backed up file is suffixed with .dbsi.

Figure 19-8 Backup file

(2) Backup type 2: remote backup

Step 1: Configure backup information.

System Upgrade

Backup Configuration @

Backup File Store Target Server Other Host
Host IP Address The Backup File Store Path
Host Username Host Password

Figure 19-9 Remote backup configuration

Set Host IP Address, for example, 10.123.123.123.

Set The Backup File Store Path, for example, share/backup. This path is the path where the shared folder is stored
on the remote host.

Configure Host Username, which is the user name used to log in to the remote host.

Configure Host Password, which is the password used to log in to the remote host.

A Note

During the backup operation, do not perform other configuration operations. Otherwise, the validity and reliability of
the data will be affected. In addition, keep the system in the started state and the network in the connected state.

Because remote backup transfers data through shared folders, it is necessary to configure the shared folder on the
remote host and enable the writable permissions of the shared folder.
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Restoration

Path: System Management > Backup And Upgrade > Backup And Restore > Backup Record And Database
Restore

A Note

The restoration operation will overwrite all local data, causing a risk of local data loss. Before performing the
restoration operation, back up the local data.

During the restoration operation, do not perform other configuration operations. Otherwise, the validity and reliability
of the data will be affected. In addition, keep the system in the started state and the network in the connected state.

(3) Convenient restoration - local restoration
Step 1: Click the clock button in the CONVENIENT RESTORATION column.

Backup Record And Database Restore

INDEX BACKUP TIME BACKUP RESULT BACKUP FILE STORED TARGET BACKUP FILE STORED PATH BACKUP FILE NAME EXECUTED BY APPLICA

Figure 19-10 Convenient restoration path

Step 2: Enter the admin password, and click CONFIRM.

Database Restore

Admin Password

Use server's file to restore server's database: Backuped at

, the backup file, 116 [ 3 . will be us
the database. This operation will delete the current database firsil
confirm to do it, please inform other users that the system will be 1
during restoring. Then make sure the form data is correct and pre:
button.

Figure 19-11 Entering the admin password
(4) Convenient restoration - remote restoration
Step 1: Same as above, select the remote file backup record, and click the clock icon.

Step 2: Enter the admin password and the password used to access the remote host. Click CONFIRM.
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Database Restore

Backup File Store Target Server ) Other Host

Admin Password

Restore File Name

Restore File Path

Host IP Address

Host Username

Host Password

Figure 19-12 Configuring remote restoration

(5) Customized restoration - local restoration

Path: System Management > Backup And Upgrade > Backup And Restore > Backup Record And Database
Restore > CUSTOMIZED RESTORE

Database Restore

Backup File Store Target & Server Other Host

Admin Password

Restore File Name

Restore File Path

Use server's file to restore server's database: This operation will
current database firstly. If you confirm to do it, please inform othe

Figure 19-13 Customized restoration - local restoration

Step 1: Enter configuration information.

Smart InfraSight User Manual



Chapter 19 Backup and Upgrade 259

Enter the admin password.
Enter the restoration file, for example, mtp_2.0.1_20190226112432-backup. The suffix name is not required.

Enter the restoration path, for example, /var/opt/smart-insight-backup/ or C:\SMART
INFRASIGHT\smart-insight-backup.

Step 2: Click CONFIRM.
(6) Customized restoration - remote restoration

Path: System Management > Backup And Upgrade > Backup And Restore - Backup Record And Database
Restore > CUSTOMIZED RESTORE

Database Restore

Backup File Store Target Server Other Host

Admin Password

Restore File Name

Restore File Path

Host IP Address

Host Username

Host Password

Figure 19-14 Customized restoration - remote restoration

Step 1: Enter configuration information.
Step 2: Click CONFIRM

19.3.2 System Upgrade

Path: System Management > Backup And Upgrade > System Upgrade

o Note

During the upgrade process, all services are stopped and the page becomes inoperable. Wait for the system upgrade
to complete before performing other operations.
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¢ Smart InfraSight

| Users And Permissions Backup And Restore

Users :
Import Upgrade File @
User Groups
Roles Choose the file to upgrade
Address Book Contacls

| SystomManagement System Upgrade Record

Notification Settings
Server Settings

License Management
INDEX EXECUTED BY UPGRADE RESULT VERSION BEFORE UPGRADE

Figure 19-15 System Upgrade

Step 1: Click Browser. Select the upgrade file, which is suffixed with .si.

MName Date medified Type

d smart-insight-upgrade-bundle-1.0.1-202...  2021/3/4 17:52 5| File

Figure 19-16  Selecting the upgrade file
Step 2: Click UPGRADE.

Backup And Restore
Import Upgrade File @
Choose the file to upgrade

Figure 19-17 Starting the upgrade
Step 3: Wait until the system finishes the upgrade.

VERSION AFTER UPGRADE

Size

105 KB

ui
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Chapter 20 Time Settings

20.1 Overview

20.1.1 Overview

Time Settings mainly provides the functions of time calibration between the current system and the server as well as
time zone settings. System time calibration can ensure the consistency of time between server and client. Time zone
settings can set the time zone information of the server. Two functions of Time Settings ensure that the time zones
and time of the server and client are unified. In this way, the system can avoid issues such as inconsistent time zones
and time, which will cause the inconsistency between the alarm generation time recorded in the notification and the
time when an email or a SMS message is received.

20.2 Quick Start

20.2.1 Quick Deployment Procedure

You can quickly carry out time settings as follows:
[1] Click System Management.

[2] Click Server Settings.

[3] Click the Time Settings tab.

20.2.2 Example

Time Settings
Path: System Management - Server Settings > Time Settings

&9 Smart InfraSight

| Users And Permissions Security Settings Network Settings

Users

Server time / zone: 2021-04-15 16:36:38 / Asia/Shanghai

User Groups

Roles Local time / zone @

Address Book Conlacls 2021-04-15 16:36:27 / Asia/Shanghai

| System Management

Nofification Settings

License Managemenl

Backup And Upgrade Time Zone Settings

Server time zone: Asia/Shanghai

Time zone selection

Figure 20-1 Time Settings

20.3 Specific Functions

20.3.1 System Time Calibration

On the system backup page, choose System Management > Server Settings > Time Settings.
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20.3.2

a Smart InfraSight

0 Users And Permissions Security Settings Time Settings Network Settings
Server time / zone: 2021-04-15 16:36:38 / Asia/Shanghai

Local time / zone @

Address Book Contacls 2021-04-15 16:36:27 / Asia’Shanghai

System Management

Nofification Settings

License Management

Backup And Upgrade Time Zone Settings

Server time zone: Asia/Shanghai

Time zone selection

Figure 20-2  Using the local time for calibration

Step 1: Click SAVE. The system prompts that the service will be restarted if you synchronize the server time.

Set server time prompt

Note! Synchronize server time, it will force restart service

CANCEL

Figure 20-3 Prompt for server time synchronization

& Note

During the system time calibration operation, do not perform other configuration operations. Otherwise, the validity
and reliability of the data will be affected. In addition, keep the system in the started state.

Step 2: If the synchronization is required, click YES. The system is restarted. Wait for a while and log in to the system
again.

Time Zone Settings

On the system backup page, choose System Management > Server Settings > Time Settings.
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Security Settings Time Settings Network Settings

Server time / zone: 2021-04-15 16:37:29 / Asia/Shanghai

Local time / zone @

2021-04-15 16:37:18 / Asia/Shanghai

Time Zone Settings

Server time zone: Asia/Shanghai

Time zone selection

Figure 20-4  Setting the server time zone

Step 1: Click the edit icon on the right side to make the Time Zone Settings pane enter the editable state. Select the
desired time zone.

Time Zone Settings

Server time zone: Asia/Shanghai

Time zone selection

Select v

Figure 20-5 Selecting the server time zone

Step 2: After selecting the time zone, click SAVE. The system prompts that the service will be restarted if you set the
server time zone.

Set the server time zone

Note! Set the server time zone and restart the service

CANCEL YES

Figure 20-6 Prompt for setting the server time zone

Step 3: Click YES in the prompt box. The server is restarted. After the restart is successful, log in to the system again.
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21.2

Chapter 21 Common Problems Solving

Browsers Supported by Smart InfraSight

Table 21-1 Description of browsers

Browser Version
Google Chrome Google Chrome 73 and later
Mozilla Firefox Mozilla Firefox 66 and later
Edge Edge 87 and later

The same browser does not support simultaneous login of multiple users.

Recommended resolution: 1920*1080; minimum resolution: 1600*900

Door Access Card Failed to Be Edited or Deleted after RDU Software Is

Upgrade

21.3

21.4

21.5

After the RDU is upgraded, you need to delete the site on Smart InfraSight and configure Smart InfraSight to
re-discover and add the site. Then, you can edit and delete the door access card.

IPMI User Authentication Configuration

After the administrator user is added on the IPMI user authentication configuration page, the device list on this page
is still empty. The system prompts "Unable to load device configuration. Please check whether the user authentication
configuration is correct”.

After Smart InfraSight is connected to RDU 501, disable the two-factor authentication login function of RDU 501, so
that users do not need to enter dynamic passwords upon each login.

Fingerprint Reader Settings

When the fingerprint reader is set to the Swipe card, and fingerprint mode, if you swipe an unauthorized card, the
system prompts that the card is unauthorized. However, there is no card swiping record.

When the fingerprint reader is set to a combination mode, for example, Swipe card, and fingerprint, if you swipe an
unauthorized card, the system prompts that the card is unauthorized without prompting you to input the fingerprint.
When the verification on the fingerprint reader end fails, there is no Wiegand input. As a result, there is no card
swiping record.

Startup/Shutdown Failed after BMC Time Is Set for Server

The possible causes and solutions are as follows:
® The account and password entered on the IPMI user authentication configuration page are incorrect. After the
first authentication is implemented, RDU 501 requires entering the verification code. Check whether account
and password configured on the IPMI user authentication configuration page are correct. Alternatively, log in to
the RDU 501 to check whether the verification code needs to be entered manually.
® Check whether Smart InfraSight and RDU 501 are interconnected.

® |f Smart InfraSight or RDU 501 is accidentally down, the authenticated information may become invalid. In such
a situation, re-authenticate the information on the IPMI user authentication configuration page.
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21.6 Difference between Configuration Temperature of the Heat Map on the

Homepage and the Temperature Range Displayed on the Page

21.7

Because the heat map plug-in can adaptively adjust the temperature range based on the display height of the
temperature range and the user-defined temperature range, there is a difference between the display and the user

input.

Engineering Precautions for Connecting Smart InfraSight to RDU

Smart InfraSight is designed with a Dashboard and a Widget for visual display based on the Smart Solution
(SmartAisle/SmartRow/SmartCabinet) application scenarios of the standardized equipment.

The following table describes the configuration of the standardized equipment.

Table 21-2 Configuration of the standardized equipment

Range of standardized equipment: 2019-04-23

Equipment TAF Type Model . Drive Name .

Type SmartAisle SmartRow SmartCabinet
Temperature | SENSOR_ | -\ o/ | ENp ENV_ THI/ENP_ENV. | ENP_ENV THD/ENP_EN | ENP_ENV_TDI[SENSO
and humidity | ENVIRON 2 TH2 V THD2 R]
sensor MENT -

Serial door ENP_ACC_ES5200DoorMgmt[COM]%*
access DOOR ACC
device ENP_ACC_CHD2100J5[COM]s%
Electricity POWER _ AMM ENP_AMM_CPM3310_COM | ENP_AMM_YD2015[COM /
meter METER PAe 1R ¢
CRV+ ENP_AC_CRV+[COM]+%¢ ENP_AC_SRVII[COM]] % ENP_AC_SMC[COM]
CRV ENP_AC_CRV[COM]
The access mode is not
Air provided (since this type of
conditioner COOLING PEX+ equipment has not been
connected to the system
before. Therefore, this mode
is not considered in phase 1).
DME ENP_AC_DME3000[COM]
ENP_UPS_ADAPTPM[COM]
APM150
PAY
GXT4 ENP_UPS_GXT4G[COM]???
ITA2 ENP_UPS_ITA2[COM]]% | ENP_UPS ITA2[COM]
ENP_UPS_ITA5_10K[CO
M
ITA El]\lP_U PS_ITA16_20K[C
oM]
UPS UPS ENP_UPS_ITA1_3K[C
OoM]
ENP_UPS_ITA30_40K[C
OM]]%
The drive is not provided and there is no corresponding plan (since this type of
eXL equipment has not been connected to the system before. Therefore, this mode is not
considered in phase 1).
exXM ENP_UPS_EXM[COM]
HIU ENP_UPS_HIPULSE[COM] |
MPS ENP_MPDU_MPS[COM]1%
PDU RACK_PD ENP_MPDU_MPSCI[C
u MPI ENP_MPDU_MPI[COM] - -

oMm]
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Range of standardized equipment: 2019-04-23

Equipment TAF Type Model . Drive Name :

Type SmartAisle SmartRow SmartCabinet
The access mode is not provided since it is not
determined.

In addition, according to the feedback from Xi'an
Institute, standardization cannot be achieved currently
PDU RACK PDU | MPH2 k?ecause the sign.al points obtained from the MIB .

- library of the equipment cannot map the standardized
signal points in a one-to-one correspondence (since
this type of equipment has not been connected to the
system before. Therefore, this mode is not considered
in phase 1).

Integrated ENP_PDU_SPM2[COM]1%
power FLOOR_P SPM

distribution DU ENP_PDU_SPM[COM]]%
cabinet

Precautions for connecting Smart InfraSight to RDU during the transformation of the old drives adopting the Smart

Solution

1. Upgrade the old drives on the RDU according to the table.

2. The door access service is uniformly managed by Smart InfraSight. Therefore, the RDU and door access
information of the original project, including the card information (including the fingerprint information), authorization
information, 501 door access information, and G2 information, many be cleared. The preceding information must be
entered to the card configuration and authorized cards again in Smart InfraSight.
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